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Privacy Quiz – questions and answers

1. If you take a case to Human Rights Review Tribunal, what is the maximum the Tribunal can award in damages?

a) $10,000

b) $200,000

c) $250,000

d) $500,000

Answer: (b) $200,000
2. A solicitor can withhold your file from you until you have paid your bill. True or false?
Answer: False. Solicitors may sometimes claim a “lien” over files in their possession until fees due for work are paid in full. Liens were traditionally seen as an important tool in law firms' credit management. However, where a client makes a request for personal information under principle 6, the lawyer can only refuse for one of the reasons set out in the Privacy Act. The fact that fees are outstanding is not one of the reasons for refusing a request for personal information.  

3. How long does an agency have to respond to a request under principle 6?
a) 10 working days

b) 20 working days

c) 20 working days or as soon as reasonably practicable

d) As soon as reasonably practicable
Answer: (c) 20 working days or as soon as reasonably practicable.
4. Parents have an automatic right to access their children’s personal information under the Privacy Act. True or false?
Answer: False. Under the Privacy Act parents do not have an automatic right of access to personal information about their children. The Privacy Act only deals with an individual's right to request their own information. It doesn’t give a right for people to access information about others. A parent is not requesting their own information when they want information about their child.

 

However, depending on the age of the child, we encourage agencies to take a pragmatic approach to requests from parents and release information, unless there are serious concerns why a parent should not have access to information.
If a parent is requesting information from a public sector agency, such as a school, then the request for their child’s information is an Official Information Act request. Often, the parent would be entitled to get the information, unless there were serious concerns around the child’s safety or welfare, or the child was of an age to be able to express a strong view about their own choices. 

5. Can parents access their children’s health information?

Answer: Yes. Under the Health Information Privacy Code parents do have a right of access to their children's health information as long as the child is under 16. This is because under the Code parents are “representatives” of a child under the age of 16, and representatives have the same right of access as the child would have himself or herself.
6. How many enquiries does the Office of the Privacy Commissioner get each year?

a) 5,000

b) 3,000

c) 6,000

d) 13,450

Answer: (c) 6,000, approximately.
7. Which of the following bodies are not subject to the Privacy Act?

a) Police

b) Courts

c) District Health Boards
d) Newspapers
Answer: (b) Courts and (d) Newspapers.

8. What does APPA stand for and what are its main aims?
Answer: Asia Pacific Privacy Authorities. New Zealand is a member of APPA. (The other members include Australia (federal), New South Wales, Victoria, Northern Territory, Hong Kong, Korea, Canada (federal) and British Columbia.)
APPA is the principal forum for privacy authorities in the Asia Pacific Region to form partnerships and exchange ideas about privacy regulation, new technologies and the management of privacy enquiries and complaints. Its main objectives are:
· Facilitating the sharing of knowledge and resources between privacy authorities within the region 

· Fostering cooperation in privacy and data protection 

· Promoting best practice amongst privacy authorities 

· Working to continuously improve our performance to achieve the important objectives set out in our respective privacy laws. 

(See: www.privacy.gov.au/international/appa/index.html)
9. What can a private sector agency charge for when handling a personal information request?
a) Retrieving the information from archived storage

b) Professional time to decide whether to agree to the request

c) Having to search through a room full of boxed files in order to find one specific file

d) The cost of a staff member copying the material and sending it to the requester


Answer: (d) The cost of a staff member copying the material and sending it to the requester. Section 35 of the Privacy Act deals with what an agency can charge for in relation to a Privacy Act request for information. In general, the Privacy Commissioner holds that an agency cannot charge for anything leading up to and including making the decision on the request, which includes having to locate the information. Requesters shouldn’t have to pay for an agency’s bad information storage practices. 
10. Can an agency ignore a personal information request if it has already passed the information onto another agency?

Answer: No. Under s39 of the Privacy Act if an agency receives a request for information which it does not hold, but it believes is held by another agency, then the agency is required to transfer the request to that second agency within ten working days. The initial agency must inform the requester that the request has been transferred to the other agency.

11. If an unknown third party sends information about an individual to an employer, has the employer breached privacy principle 2 (which deals with collecting personal information directly from the person concerned)?   
Answer: No. The employer only “collects” information if s/he asks for the information or gets it deliberately. There’s no “collection” under the Act if someone sends you information that you did not ask for. So principles 1-4 don’t come into play (see the definition of “collect” in s2).
12. What if the employer then passes the information on to a client of the individual – will the employer have breached principle 11 by disclosing the individual’s personal information?
Answer: Yes, unless an exception to principle 11 applies (not likely here). The employer hasn’t collected the information, so doesn’t have to comply with principles 1-4, but the employer is still responsible for keeping the information safe, how it’s used and disclosed, its accuracy, access to it, and so on. 
13. Who can make a request under the Privacy Act to access information about themselves?

Answer: Anyone in NZ. If you are a citizen or permanent resident of New Zealand or in New Zealand at the time, you can make a request under the Privacy Act. This includes either making a request for copies of your personal information (principle 6), or making a request that your personal information is corrected (principle 7).

14. What are the three main industry codes under the Privacy Act?
Answer: Credit Reporting Privacy Code, Health Information Privacy Code, and Telecommunications Information Privacy Code.
15. Can an employer contact a job applicant’s past employer for a reference?
Answer: An employer is entitled to ask an applicant to provide the details of people whom the employer can approach for a reference – the employer can then approach the named referees. However, the employer should not approach past employers that the job applicant has not provided the details of or agreed to (principle 2(2)(b)).
16. Can an employer put staff photographs on the company website?

Answer: Not necessarily. When the photographs were taken the employer should have made the staff aware about what the photos were to be used for (principle 3(1). If one of the purposes was for putting the photographs on the company website, then the employer can go ahead (principle 11(a)). If the photographs were not taken for that purpose, the employer will need to rely upon the exceptions under principle 11 to put them on the website. For example, If the employees then agreed to the photos being put on the website, then that would be okay (principle 11(c)). 
17. A landlord is selling his tenanted property. Can the landlord take photographs of the interior of the dwelling for advertising purposes?

Answer: Yes, but the landlord should be careful not to take photographs that would contain identifying information about the tenant. For example, a photograph of a bedroom where the tenant’s personal belongings were tidied away and nothing that would identify the tenant was visible should be fine. However, if a photograph captured, say, a valuable and rare antique piano, the owner of which is well known in antiques circles, and trophies as well as family photographs were prominently displayed, then this identifying personal information might raise issues under principle 3.
18. A woman changes doctors and the new GP asks the former GP for the patient’s medical file. The former GP refuses to give it to the new GP until the patient pays an unpaid account. Is this a lawful ground to not transfer the file?
Answer: No. Section 22F(2)(a) of the Health Act provides that a person who holds health information may refuse to disclose that information if they have a lawful excuse for doing so. 
However, a patient owing money to their GP does not constitute a lawful excuse for not disclosing information (section 22F(3)(a)of the Health Act 1956).
19. Is a company that uses a GPS monitoring system of its vehicles, allowed to monitor an employee’s use of a work vehicle during non-work hours, where the employee is entitled to use the vehicle at those times?

Answer: Generally speaking no. It is not usually necessary to collect this type of information. However, if the information is collected for a lawful purpose connected with a function or activity of the agency, the company may do so (principle 1). For instance, the company may need to collect information about the staff’s use of the vehicles at all times to comply with the insurance policy. (The insurance policy for the vehicles might only be valid if the vehicles stay within a certain radius of the company.)

Any information relating to that non-work time will need to be handled differently from the information collected while the employee is on the job, and the employee should be aware that the GPS system is functioning during the non-work times.
20. A debt collector approaches a landlady to find out the whereabouts of her former boarder. Is the landlady obliged to disclose this information? If the Police ask, does the landlady have to give them the boarder’s new address?

Answer: The landlady is not obliged to tell the debt collector or the Police (unless the Police have a warrant). But, principle 11 does allow her to disclose the boarder’s details if she wishes as long as she believes, on reasonable grounds, that one of the exceptions set out in principle 11 applies. It is difficult to see what exceptions might apply in order to inform the debt collector. If the landlady was reasonably sure that the Police needed the information to investigate a crime, for instance, she could disclose the information to them. 
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