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Courts and Criminal Matters Bill

1.
INTRODUCTION

1.1
The Courts and Criminal Matters Bill will establish two new authorised information matching programmes involving details of people crossing the borders.  It will also amend the provisions governing an existing programme.  

1.2
The report is set out in two parts dealing respectively with:

· two proposed new information matching programmes (clauses 7 and 15 of the bill);

· an amendment to an existing matching provision (clause 35), together with an associated amendment (clause 32).

1.3
In accordance with s.13(1)(f) of the Privacy Act 1993, I have examined several provisions of the bill since they provide for the collection and disclosure of personal information by public sector agencies and have the potential to affect the privacy of individuals.  The new programmes have some significant features warranting careful attention, particularly the targeting of people crossing the border.  As with all matching, careful attention must be paid to the accuracy of information and in the border-crossing context, there are particular sensitivities about freedoms to leave one’s own country and the possibility of disruption of travel plans both of a targeted individual and others travelling on the same plane.  I cannot be sure that the new programmes will result in significant and quantifiable monetary savings.  The programmes may, of course, be nonetheless worthwhile for some level of recoveries or for other reasons.  It may also be that the programmes bring some greater monetary savings that currently estimated.  However, previous experience suggests that frequently the benefits of new programmes are optimistically assessed by departments with the costs and implementation difficulties under-estimated.  It remains to be seen whether this will prove to be the case here.  

1.4
The amendment to the existing information matching programme also contains a feature of some interest.  The programme in question involves matching Department for Courts’ information against Inland Revenue taxpayer records in order to obtain new addresses of fines defaulters.  The amendment will enable information on an individual’s employer to be released.  In other words, this programme will match records relating to a targeted individual in order to obtain information about a third party.  One aspect of interest is the obtaining and disclosing information about innocent third parties as part of a matching programme.  Another is the sensitivities of contacting the individual through a third party, a process which may, of itself, involve the disclosure of personal information.

1.5
I make several recommendations for amendment to the bill.

2.
THE PROPOSED NEW INFORMATION MATCHING PROVISIONS

A.
Outline description of the matches showing their inter-relationship

2.1
I will deal below with the two new information matching programmes separately, but some introductory description will set out the way in which they are interlinked.  The proposed statutory provisions in question are set out in Parts 2 and 4 of the bill.  Most of my information comes from an Information Matching Privacy Impact Assessment report (“the IMPIA”)
 which was prepared for me by the Department for Courts (“Courts” or the “Department”)
 in September 2002.  It is possible that some of the Department’s intentions have changed in the interim.

2.2
The plan, as I understand it, is that Courts will initially prepare a computer file giving identifying information for up to 10,000 persons in respect of whom there is:

(a) a total of more than $1,000 owing in unpaid fines, and

(b) an arrest warrant outstanding in respect of the unpaid fines.

It was estimated earlier this year that there were some 8,600 people in that category.  For up to 500 of the individuals thus listed, Courts will note on the file entries that they are in a more serious category, which will require that they owe in excess of $5,000, made up of court-imposed fines or reparation orders.

2.3
Courts will send that computer file to the New Zealand Customs Service (“Customs”), which will incorporate the individual defaulter entries into their “CusMod” computer system database.  As an individual moves through a normal border check at a New Zealand international airport, the individual’s details are routinely checked against CusMod data, and matching of any individual to a CusMod entry triggers different forms of action according to the type of “alert” shown on the CusMod record.

2.4
In the case of matching to a CusMod entry which shows a “normal” serious fines defaulter, the only action taken will be an automated transfer back to Courts, in periodic batches, of information about the individual’s transit through the border (including passport and flight number).  This is referred to as “a silent alert”. 

2.5
For the more serious category of fines defaulter entry, an alert will trigger attendance by the Police at the airport with the object of executing the outstanding arrest warrant there and then.  The individual will be given opportunity to pay, or enter into an acceptable arrangement to pay, the outstanding balance before continuing on his or her way. This is referred to as “an interception alert”.

2.6
Courts estimated that between 5 and 10% of fines defaulters in the above categories will travel overseas in any one year, so they expect around 60 silent alerts and 2 interception alerts in an average month.

2.7
Upon receipt of the batches of silent alert information, Courts will prepare a new file of the identifying details for those individuals, together with their passport and flight numbers and the relevant departure or arrival dates, and send this to the New Zealand Immigration Service (“Immigration”).  Immigration will by then have received data from the Departure/Arrival card system operated at borders, and will match the incoming data from Courts with those records to extract the address and other details already held by Immigration. Passport number, flight number and date of arrival or departure all aid the matching process within Immigration and should ensure that any cases of mistaken identity at this stage are minimised if not eliminated. This resulting information is then sent back to Courts, who will use it to pursue the debt in their usual ways.

2.8
Courts will ensure that new cases within the appropriate alert categories are added to the list held by Customs, and that paid or deceased cases are removed from that list.

B.
Proposed Courts/Customs Information Matching Programme
2.9
The new sections 280C to 280E of the Customs and Excise Act 1996 (clause 7 of the bill) set out the purpose of this programme, establish that Courts may pass to Customs “any identifying information” about “a person who is in serious default”, allow specifically for the matching by Customs of that information with “any information held by the Customs that relates to that person”, and itemise that resulting match information which Customs may pass to “an authorised officer”.  An “authorised officer” is either a person authorised for this function by Courts or “any sworn member of the police”.  Thus the proposed provision would permit the operation of the programme in two forms as intended, according to the categories of seriousness referred to above, but does not require the programme to be operated in that way.  It would still be lawful if every case referred to Customs by Courts were treated as an interception alert.  Those features of the proposal as set out in the IMPIA which make for a proportional response to the problem, namely a limit of 10,000 on the numbers forwarded to Customs, and a limit of 500 with a $5,000 debt threshold on the number made subject to interception alerts, are not carried forward into the proposed legislation but rather are left to administrative discretion in accordance with government policy from time to time.

2.10
An unusual feature of the proposed system for interception alerts is that it has the potential to cause disruption to others who are in no way the target of the initiative.  Courts indicated in its IMPIA that “public confidence in the justice system is particularly damaged when offenders with high amounts of outstanding fines are able to leave the country either temporarily or permanently.”  It is clear, therefore, that the interception of the more serious cases is intended to take place when they are at the airport to board outgoing international flights.  This can be expected to lead to some scenes of distress at the airport and at least the potential for delays to international flight departures.  It may mean that a passenger’s baggage has to be identified and offloaded.  This is canvassed in some detail in the Minister for Courts’ Memorandum to the Cabinet Social Committee of October 2002.
  It is stated there that “the potential impact on flights would be borne by the airlines themselves”.

2.11
Presumably with the possibility of such delays in mind, s.280E of the Customs and Excise Act provides that the Crown will not be liable to any person for any loss or damage suffered as a result of, or in connection with, the execution of a warrant to arrest a person who is in serious default immediately after their arrival in New Zealand or before their departure from New Zealand.

2.12
It seems clear to me that this potential for disruption involves some form of cost, which is evidently not to be borne by the Crown or government, but ought to carry some weight in balancing the utility of the proposed information matching programmes.  

2.13
I am concerned that individual Privacy Act entitlements are not inadvertently ousted by the “no Crown liability” provision and make a recommendation to that effect below.

C.
Proposed Courts/Immigration Information Matching Programme
2.14
The new ss.141AC to 141AE of the Immigration Act 1987 similarly set out the purpose of the programme, establish that Courts may pass to the Department of Labour (i.e. Immigration) “any identifying information” about “a person who is in serious default”, allow specifically for the matching by Immigration of that information with “any information held by Immigration that relates to that person”, and itemise that resulting match information which Immigration may pass to “an authorised officer”.  Here, an “authorised officer” is someone duly authorised for that function by the Department for Courts.

2.15
Whilst the proposed provisions do allow the information matching programme to be operated in the way and with the scope which was described in the IMPIA, they also allow something wider.  In particular, the provisions do not limit the information held by Immigration, which may be matched with that sent from Courts, to that obtained from Arrival/Departure cards.  Immigration maintains a very large database covering both citizens and non-citizens, which is updated with any immigration transaction including any entry into or departure from New Zealand.  As drafted, this provision allows for a wholesale information matching with Immigration’s records.  The proposed legislation, moreover, provides that Immigration may pass to Courts “any aliases known to be used by the person”, and I believe that this information would have to come from Immigration’s database rather than from Arrival/Departure cards.  There was no mention of this in the IMPIA given to me.

2.16
Furthermore, the proposed amendments to the Immigration Act 1987 do not limit the cases sent by Courts for matching to those where Courts have already learned of a recent arrival or departure through the Customs silent alert system.  Courts would be able to send to Immigration the “identifying information” about any “person who is in serious default” and learn from Immigration the individual’s known aliases, nationality, occupation and expiry date of any permit granted, as well as the address held by Immigration.  Again, none of this was canvassed in the IMPIA.

2.17
On the other hand, the IMPIA set out the intention for Courts to collect the passport number and the flight number and date from Customs, before passing that information to Immigration with the request for address information.  I was given to understand that the matching in Immigration was to utilise the passport and flight information so as to minimise if not eliminate any possibility of retrieving information about the wrong person.  This intention has not been reflected in the terms of the proposed legislation.

2.18
I am not aware that the case has been made out for the broader scope of information matching with Immigration’s database which appears to be allowed by the proposed legislation.  I would rather see the legislation narrowed to allow only the information matching activity which I understand to be the present intention and stated need of the Department for Courts, rather than enact statutory provisions which would permit something well beyond that, and for which a case has not been made out.

2.19
Again with this matching programme, there is a statutory protection against Crown liability inserted into s.141AE of the Immigration Act.  Given that this information matching programme deals only with the second stage of “silent alerts”, I am unsure how any liability arising out of or in connection with the execution of a warrant to arrest a person in serious default immediately after their arrival in New Zealand or immediately before their departure from New Zealand might ever be found applicable here.

2.20
I also have the same concern as that noted above for the other “no liability” provision, namely that there should not be a denial of an individual’s right to make a complaint under the Privacy Act.

D.
Information matching guidelines

2.21
In looking at the new information matching provisions, set out in Appendix B, I have had particular regard to the matters set out in section 98 of the Privacy Act, the information matching guidelines.  That section provides:


Information matching guidelines


The following matters are the matters… to which the Commissioner shall have particular regard, in examining any proposed legislation that makes provision for the collection of personal information by any public sector agency, or the disclosure of personal information by one public sector agency to any other public sector agency, in any case where the Commissioner considers that the information might be used for the purposes of an information matching programme:

(a)
whether or not the objective of the programme relates to a matter of significant public importance:

(b)
whether or not the use of the programme to achieve that objective will result in monetary savings that are both significant and quantifiable, or in other comparable benefits to society:

(c)
whether or not the use of an alternative means of achieving that objective would give either of the results referred to in paragraph (b) of this section:

(d)
whether or not the public interest in allowing the programme to proceed outweighs the public interest in adhering to the information privacy principles that the programme would otherwise contravene:

(e)
whether or not the programme involves information matching on a scale that is excessive, having regard to—

(i)
the number of agencies that will be involved in the programme; and

(ii)
the amount of detail about an individual that will be matched under the programme:

(f)
whether or not the programme will comply with the information matching rules.

2.22
My comments on the proposed new programmes, in terms of the information matching guidelines, are set out at Appendix A.  

2.23
I accept that the programmes relate to a matter of significant public importance and that it is likely to bring some benefit.  However, there is significant doubt as to whether they will result in monetary savings that are both significant and quantifiable.  It does appear that the programme will result in Courts receiving new address information from which it can collect outstanding fines.  However, obtaining those new addresses, and collecting the fines, come at a not-inconsiderable cost and the issue is whether the expenditure will result in significant savings over what would have been achieved in any case (or what would have been achieved if that same expenditure had been deployed in some other Courts fines recovery activity).  I remain dubious about the likely savings but, assuming that the programmes proceed, will look to the Department to quantify the savings and test the departmental projection of benefits.  

E.
Key issues

2.24
There are some key issues to address with these new programmes.

2.25
A first issue is whether the programmes will bring significant monetary savings.  In my view, the case is marginal at best.  Some of the projections upon which the savings have been calculated may have a “finger in the wind” quality.  That may perhaps mean that recoveries will be more favourable than the Department has estimated.  It is for others, rather than I, to decide the merit of expenditure of such monies.  All I can caution about is that on the basis of the figures provided to me, I would not confidently predict significant savings from these programmes.  I have difficulty in following the Department’s calculations of monetary savings, but it appears to me that the anticipated collections of debts are treated as if they would otherwise never have been collected at all; I have seen no explanation of why this should be so, and I would have expected these collections to be regarded as the earlier receipt of debts which would otherwise have taken longer to be paid.  Others may be persuaded by the case to be seen to be “doing something” about such an important problem.  However, under the statute I am directed specifically to look for “significant and quantifiable savings”, an appropriately objective measure.  

2.26
Assuming that the programmes will proceed, the issue becomes whether the provisions in the bill are appropriate to control and direct the new programmes and to provide the necessary safeguards.  There seem to me to be several matters meriting some amendment.  

2.27
The first such matter is whether the thresholds distinguishing the “interception alerts” from “silent alerts” should be set in some formal manner rather than left to the Department to determine.  The statute does not clearly make the distinction although the differentiation has been well signalled by the Department in the IMPIA and Cabinet processes.  On the face of the statute all of the 10,000 (or more) alerts loaded on CusMod could be actioned as interception alerts.  That is not a totally unreasonable prospect given that arrest warrants exist.  However, it might have significant impact upon the travelling public in terms of disruption or delays to flights.  Such numbers might also increase problems for affected individuals where information on CusMod is in error or out of date. 

2.28
I am content merely to raise the issue and do not offer a firm recommendation that the limit should be expressed in statute.  However, the boundary between silent and interception alerts is an important one in terms of operation of the programme and if there is significant change in the future, this will in turn affect the operation of the programme.  

2.29
I do anticipate that the numerical limit on interception alert cases submitted by Courts would be incorporated in the relevant information matching agreement, and is thus made both explicit and accessible to the public.

2.30 The next issue relates to the selection of records which can be sent by Courts to Immigration for the programme to be established under the Immigration Act.

2.31 The clear understanding in the development of this programme was that the records to be sent would be those for whom Customs had been notified of a recent border crossing.  In my view, the information matching provision should be amended to make this clear.  This also relates to one of the aspects of the programme intended to diminish the possibility of error (the supply of the passport and flight information).  An appropriate way to modify the information matching provision may therefore be to require that the information provided by Courts for matching must include, for each person-record, recent flight or vessel details relating to a border crossing. 

2.32
There is then the question of supply of alias information from Immigration.  This was not anticipated in the IMPIA and is a departure from the programme as earlier proposed and examined.  It involves retrieval of information from Immigration files that have not been sourced from Arrival/Departure cards and may, in a sense, be described as immigration “intelligence” information.  There is a significant problem in bringing that information into the programme, particularly where the provenance of the information is not known.  Records may, for example, contain an alias which has been deliberately chosen to reflect that of a real individual (an aspect of what is sometimes known as “identity theft”).  If a person known to Immigration has used a real person’s identity to mislead, the use of that data by Immigration may cause difficulties for the innocent person who may be caught up in enforcement activities.  To import that alias into Courts records may compound the effect for individuals without necessarily bringing positive benefits for fines enforcement.  The risks and benefits appear not to have been properly explored.  I therefore recommend that the reference to alias information in new section 141AD(4)(b) be omitted.  

3.
AMENDMENT TO AN EXISTING INFORMATION MATCHING PROVISION

3.1
As explained in the explanatory notes to Part 9, an amendment to the Tax Administration Act 1994 is designed to enhance the efficacy and utility of the existing information matching programme between Courts and Inland Revenue.  That programme has been operating for just over a year.  The amendment is needed as a consequence of changed practice of Inland Revenue, whereby the address of a taxpayer is going to be increasingly out of date because many persons are no longer required to file annual tax returns which serve to update that information.  The plan is therefore to permit Courts to obtain from Inland Revenue the name, address and telephone number of a fines defaulter’s employer, as well as just the address held for the taxpayer/fines defaulter.

3.2
This proposal raises privacy concerns in that Courts will presumably use this information to contact the employee, by telephone or mail, through the employer.  In the process of doing this, there is some likelihood that the employer, and perhaps some fellow employees, will become aware of the employee’s position as a debtor for unpaid fines.  Many employees would find this disclosure humiliating.  They may run the risk of extra-judicial punishment. 

3.3
The potential adverse effect of disclosure to the employer is to be ameliorated by a revision to the Summary Proceedings Act 1957, making it an offence for an employer to dismiss or alter the employment position of someone by reason of discovering that he or she has been fined.  That protection is to be for a period of six months following the employer’s discovery of that information.  There is, of course, some advantage to Courts in such a measure, because it presumably increases the likelihood that a defaulter in employment will stay in that position long enough for an attachment order to be instituted and pay off the debt.

3.4
The Summary Proceedings Act provision being amended already contains a similar protection against dismissal or other alteration of employment position as a result of the instatement (or action towards instatement) of a wages attachment order. 

3.5
The extended measure does not ameliorate the feeling of humiliation for the employee, nor can it protect against the employer taking steps against the employee outside of the six month period of protection.  For this reason I would hope and expect that Courts staff will take particular care to avoid divulging a person’s fines debt status when attempting to contact them through their employer. There is some potential for distress to employees if matters are not handled carefully and it is possible that complaints under the Privacy Act might result.

4.
SUMMARY OF RECOMMENDATIONS


I recommend:

1. The authorisation for the match with Immigration should be amended so that disclosure of information from Courts to Immigration is initiated only in respect of records of people who have crossed the border at some recent point in time, with the records disclosed including flight or travel details and details obtained from a passport.  

2. Reference to aliases should be omitted from s.141AD(4)(b) of the Immigration Act.

3. The exclusions of Crown liability proposed for s.280E of the Customs and Excise Act and s.141AE of the Immigration Act be redrafted so as to preserve the right of an affected individual to make complaint under the Privacy Act.

Marie Shroff

Privacy Commissioner
3 November 2003

APPENDIX A

Analysis of the proposed new programmes in terms of the information matching guidelines (Privacy Act, s.98)

(a)
whether or not the objective of the programme relates to a matter of significant public importance


The large level of debt in unpaid fines is clearly a matter of significant public importance, and the objective of the programme is to add additional measures to the many existing processes (which include authorised information matching programmes with Inland Revenue and with MSD) designed to address that level of debt.

(b)
whether or not the use of the programme to achieve that objective will result in monetary savings that are both significant and quantifiable, or in other comparable benefits to society


The Department has provided figures indicating that the proposals are forecast to produce receipts of overdue fines amounting to some $1.5 million annually that would not otherwise have been collected at that time, and that the implementation of the scheme is also expected to produce by a deterrent effect a further $1 million a year in the voluntary payment of fines which would not otherwise have been paid at that time.  The Minister for Courts indicated in a Memorandum to Cabinet Policy Committee dated October 2002 that “for the purposes of the financial analysis on the business case, only the benefits with a high probability based on available evidence have been included.”  I take it that this means the further $1 million of collections attributable to a deterrent effect should be discounted from the calculation of monetary savings.  In any event, that further $1 million would not appear to be quantifiable with any certainty without some substantial surveying of the motivation for each “voluntary” payment of overdue fines, and I know of no plans for such surveys.  

The Department has indicated that the anticipated costs of operating the new procedures were estimated to be in the order of $0.75 million annually after capital set-up and other one-off costs totalling some $0.94 million.  

Unless one were to take the view that much of the amount collected in by this system would otherwise never have been collected at all (and I have seen no claim to this effect), it is difficult to be certain that the cost of setting up and operating the proposed system will be recouped from the collections attributable to it.

The Department’s view expressed in the IMPIA is that the anticipated $1.5 million which it hopes to collect annually by direct action, and also the further $1 million which it hopes to receive by virtue of the additional deterrent effect “… would not otherwise have been resolved.”  I am unsure of any basis for belief that those overdue fines would never have been collected otherwise.  Rather, one might assume that a reasonable portion of the money collected through use of these programmes would in all likelihood have been collected at some later date through other  initiatives operated by Courts.

The benefits to society other than monetary savings are stated by the Department (in the IMPIA) to be “improved respect for the justice system and for the fine as a sentence as a result of the improved ability to enforce fines.”  In my view this is a very indirect means of obtaining any such “improved respect”.  On the basis of two trial data matches undertaken by the Department”, the IMPIA advised me that “between 5 and 10% of fines defaulters with arrest warrants outstanding undertake international travel in any one year”, so the effect of these measures will never be perceived as applying to a substantial proportion of fines defaulters.

On the other hand, the (accurate or inaccurate) public understanding of the new use for addresses given on Arrival/Departure cards may well cause a significant proportion of wilful evaders, and a smaller portion of other people, to give addresses which are out of date or even fictitious, thus compromising the original purposes for which that address information has been collected.  I am aware that it is an offence to give false information on these cards (Immigration Act 1987, s.126(4)), but I have not been advised of any intention (or costs involved in such a scheme) to check, investigate and prosecute such actions.

Overall, I am doubtful that the proposed information matching programmes will result in either significant and quantifiable monetary savings.  While I can see the likelihood of some recoveries and benefits arising, it is not clear that these will exceed the costs in a significant way.  

(c)
whether or not the use of an alternative means of achieving that objective would give either of the results referred to in paragraph (b) of this section


Given my uncertainty as to the proposal’s ability to achieve either monetary savings or the non-monetary benefits to society that are hoped for, I consider that the objective of reducing the level of unpaid fines may well be better achieved by other means.  

Essentially, the proposal will allow for a very selective execution of a warrant to arrest which has already been issued, but not previously actioned.  Apparently there are well over 8,000 cases at present in which an individual owes more than $1,000 in unpaid fines and is subject to an outstanding arrest warrant issued in respect of those fines.  The proposed scheme would result in about 25 of those arrest warrants being executed in a year beyond the numbers already executed in other circumstances.  It also seems to involve an estimated 750 cases in a year where an individual in respect of whom there is an outstanding arrest warrant is recognised but allowed to proceed on their way without interception. The existence of so many unactioned arrest warrants must surely bring into disrepute not only the effectiveness of fines as a penalty imposed by the justice system, but the effectiveness of arrest warrants as a means for enforcement of unpaid fines.  The selection of just 500 “worst cases” for potential interception out of over 8,000 people meeting the criteria for “serious default” appears to be a compromise as to resources and, perhaps, the wish to minimise disruption of passengers in airports.  

(d)
whether or not the public interest in allowing the programme to proceed outweighs the public interest in adhering to the information privacy principles that the programme would otherwise contravene


In the absence of (the anticipated) legislative provisions authorising this initiative, the scheme would seem to breach information privacy principle 11, in that personal information by way of an individual’s passport number and flight details given on Arrival/Departure cards would be passed by Customs to the Department for Courts, and the individual’s address given on Arrival/Departure cards would be passed by Immigration to the Department for Courts.


I am amenable to the proposition that there would be a sufficient public interest in making such disclosures if the action would achieve a significant improvement in the rate of recovery of outstanding unpaid fines by persons in respect of whom an arrest warrant had already been issued, and would do so at a reasonable cost.  I am doubtful that this proposed scheme would achieve this result.  .  


In terms of compliance with information privacy principle 3 (and information matching rule 1), the explanations provided with the Arrival/Departure cards will, of course, need to be updated if these programmes proceed.

(e)
whether or not the programme involves information matching on a scale that is excessive, having regard to—

(i) 
the number of agencies that will be involved in the programme; and

(ii) 
the amount of detail about an individual that will be matched under the programme


There are three agencies involved in this proposed information matching programme.  Two are inevitable (Customs, which obtains the information to be matched, and Courts, which needs it).  The addition of Immigration as a third agency is because the address information given by incoming or outgoing passengers on the Arrival/Departure cards is not processed into computer records by Customs, but is processed later into Immigration’s computer database.  In this circumstance, I do not regard the involvement of all three agencies in the overall scheme of information matching as excessive.


The initial matching involves what the legislation refers to as “any identifying information” supplied by Courts to Customs and loaded into the Customs “CusMod” computer system.  This is then compared by Customs with “any information held by the Customs which relates to that individual”.   In practice, this is expected to mean that the individual’s full name and date of birth will be supplied by Courts to Customs, and this will be matched with the full name and date of birth supplied to Customs by the individual through an Arrival/Departure card.   


The secondary matching involves Courts supplying to Immigration the individual’s full name, date of birth, passport number, flight number and flight date.  This information will be matched with the information held by Immigration.  In the system which I understand to be intended, the information held by Customs will have come from the Arrival/Departure card which has already been used as the basis for matching by Customs; addition of the passport number and flight number and date serves only to ensure that same two records are realigned as were originally matched by Customs using only the name and date of birth.  Thus the further details in this second part of the scheme do not make the matching of two records any more reliable than that originally made using name and date of birth only, but simply ensure that no further room for error in matching enters the system.  In this circumstance I do not find the amount of detail about an individual which will be matched under the programme to be excessive.

(f)
whether or not the programme will comply with the information matching rules

I am satisfied that the proposed programmes can be operated in compliance with the information matching rules.

The Department has told me that it will conduct “extensive public notification including airport signage, roadside billboards on the way to Auckland Airport, a newspaper campaign, flyers for travel agents to provide their customers and a note on the arrival and departure cards”.

Unique identifiers will not be used in these programmes.

On-line transfers will be used in the programmes, but I have received applications for my approval to these under rule 5 and I anticipate that I will be able to reach agreement with the Department as to any conditions which I consider appropriate to attach to such approvals.

I do not imagine that there will be any difficulty complying with information matching rules covering technical standards, safeguards for individuals affected, destruction of information not needed, the prohibition on creation of new databanks, and the establishment of the frequency of running the matching programmes.

APPENDIX B

Extracts from the bill: new information matching provisions

Immigration Act 1987

141AC
Interpretation

In sections 141AD and 141AE, unless the context otherwise requires, -


authorised officer means any officer, employee, or agent of the Department who is authorised by the chief executive of the Department to supply information to, or receive information from, the Secretary of Labour under section 141AD.


Department means the Department for Courts or other department of State that, with the authority of the Prime Minister, is for the time being responsible for the enforcement of fines


fine means –

(a) a fine within the meaning of section 79 of the Summary Proceedings Act 1957:

(b) a fine or other sum of money to which any of sections 19 to 19E of the Crimes Act 1961 applies:

(c) a fine to which any of sections 43 to 46 of the Misuse of Drugs Amendment Act 1978 applies.

fines enforcement action includes the execution of a warrant to arrest that person

identifying information means personal information that identifies an individual, which may include the individual’s passport number

serious default, in relation to a person, means that –

(a)
the person owes an amount of not less than $1,000 (or any other amount that may be fixed by the Governor-General by Order in Council) in relation to 1 or more unpaid fines; and

(b)
a warrant to arrest the person has been issued for non-payment of the whole, or of any part, of any fine; and

(c)
the warrant has not been withdrawn or executed.

141AD
Disclosure of immigration information for fines enforcement purposes
(1)
The purpose of this section is to facilitate the exchange of information between the Department of Labour and the Department for the purposes of enabling the Department –

(a)
to locate any person who is in serious default in the payment of any fine; and

(b)
to take appropriate fines enforcement action against that person.

(2)
For the purpose of this section, an authorised officer may supply to the Secretary of Labour any identifying information about a person who is in serious default.

(3)
If, in relation to a person who is in serious default, identifying information is supplied in accordance with subsection (2), the Secretary of Labour may compare that information with any information held by the Department of Labour that relates to that person.

(4)
If the Department of Labour has immigration information relating to a person who is in serious default, the Secretary of Labour may, for the purpose of this section, supply to an authorised officer any of the following information relating to that person held by the Department of Labour:

(a)
the person’s full name:

(b)
any aliases known to be used by the person:

(c)
the person’s date of birth:

(d)
the person’s sex:

(e)
the person’s nationality:

(f)
the person’s address (if known):

(g)
the person’s occupation (if known):

(h)
the expiry date of any permit granted to the person (if applicable):

(i)
the date that person is expected to return to New Zealand (if applicable).

(5)
The Secretary of Labour and the chief executive of the Department may, for the purpose of this section, determine by agreement between them –

(a)
the frequency with which information may be supplied; and

(b)
the form in which information may be supplied; and

(c)
the method by which information may be supplied.

Customs and Excise Act 1996
280 C
Interpretation

In sections 280D and 280E, unless the context otherwise requires,


authorised officer –
(a)
means any officer, employee, or agent of the Department who is authorised by the chief executive of the Department to supply information to, or receive information from, the chief executive of the Customs under section 280D; and
(b)
includes any sworn member of the police.

Department means the Department for Courts or other department of State that, with the authority of the prime Minister, is for the time being responsible for the enforcement of fines

Fine means –

(a)
a fine within the meaning of section 79 of the Summary Proceedings Act 1957:

(b)
a fine or other sum of money to which any of sections 19 to 19E of the Crimes Act 1961 applies:

(c)
a fine to which any of sections 43 to 46 of the Misuse of Drugs Amendment Act 1978 applies

fines enforcement action includes the execution of warrant to arrest that person

identifying information means personal information that identifies an individual, which may include the individual’s passport number

serious default, in relation to a person, means that –

(a)
the person owes an amount of not less than $1,000 (or any other amount that may be fixed by the Governor-General by Order in Council) in relation to 1 or more unpaid fines; and

(b)
a warrant to arrest the person has been issued for non-payment of the whole, or of any part, of any fine; and 

(c)
the warrant has not been withdrawn or executed.

280D
Disclosure of arrival and departure information for fines enforcement purposes
(1)
The purpose of this section is to facilitate the exchange of information between the Customs and the Department for the purposes of enabling the Department –

(a)
to locate any person who is in serious default in the payment of any fine; and

(b)
to take appropriate fines enforcement action against that person.

(2)
For the purpose of this section, an authorised officer may supply to the chief executive of the Customs any identifying information about a person who is in serious default.

(3)
If, in relation to a person who is in serious default, identifying information is supplied in accordance with subsection (2), the chief executive of the Customs may compare that information with any information held by the Customs that relates to that person.

(4)
If the Customs has information relating to a person who is in serious default, the chief executive of the Customs may, for the purpose of this section, supply to an authorised officer any of the following information relating to that person held by the Customs:

(a)
the person’s full name:

(b)
the person’s date of birth:

(c)
the person’s sex:

(d)
the person’s passport number:

(e)
the person’s nationality:

(f)
if the person arrived or, as the case may be, departed by aircraft, the flight number of the aircraft:

(g)
if the person arrived or, as the case may be, departed by ship, the name of the ship:

(h)
the date on which the person arrived in, or (as the case may be) departed from, New Zealand.

(4)
The chief executive of the Customs and the chief executive of the Department may, for the purpose of this section, determine by agreement between them –

(a)
the frequency with which information may be supplied; and

(b)
the form in which information may be supplied; and

(c)
the method by which information may be supplied.

� 	Material on the new programme is also set out in Appendix A.


� 	“Information Matching Privacy Impact Assessment: New Zealand Immigration Service (NZIS)/Department for Courts (DOC) Fines Defaulters Arrivals and Departures Match” dated 30 September 2002.


� 	For convenience the Department is referred throughout as “Courts”.  However, as from 1 October 2003 it has, of course, become part of the Ministry of Justice – see State Sector Amendment Act 2003.


� 	“Memorandum to Cabinet Policy Committee.  Enforcement of Fines at International Airports” signed by Minister for Courts and attached to Cabinet Social Development Committee paper SDC(02)10 dated 14 October 2002.






