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REPORT BY THE PRIVACY COMMISSIONER 

TO THE MINISTER OF JUSTICE

IN RELATION TO THE PROPOSED INFORMATION MATCHING PROVISION CONTAINED IN CLAUSE 71 OF THE TAX REDUCTION 

AND SOCIAL POLICY BILL (THE ACC/IRD MATCH)

1.0
INTRODUCTION

1.1
Clause 71 of the Tax Reduction and Social Policy Bill proposes to authorise a new information matching programme between the Accident Rehabilitation and Compensation Insurance Corporation (ACC) and the Inland Revenue Department (IRD).  ACC would disclose to IRD information about people who have received ACC compensation for more than 3 months so as to enable IRD to detect persons who may not be entitled to independent family tax credit (IFTC). As this paragraph shows, I will use some abbreviations and acronyms in this report.  They are:

· IRD - Inland Revenue Department;

· ACC - Accident Rehabilitation and Compensation Insurance Corporation;

· IMPIA - information matching privacy impact assessment;

· IFTC - independent family tax credit.

1.2
I am given the function under section 13(1)(f) of the Privacy Act 1993 of examining any proposed legislation which provides for the collection or disclosure of personal information which might be used for the purposes of an information matching programme and to report the results of that examination to you.  I am required to have particular regard for the information matching guidelines.
  Although a number of information matching provisions were established under the Privacy Commissioner Act 1991, this is only the second matching provision introduced since the creation of the reporting mechanism in section 13(1)(f). As a result of the experience I gained with the first examination undertaken last year under section 13(1)(f)
 I developed some ideas for enhancing the process of examination of these proposals through the preparation by the department proposing the legislation of an “information matching privacy impact assessment” (IMPIA).  These procedures are detailed in a draft guidance note which I have now circulated to chief executives of all government departments. 

1.3
Unfortunately, the provisions contained in this bill were developed prior to the finalising and circulating of my draft guidance note and some difficulties have arisen through the need for the legislation to move rapidly through the legislative processes before an IMPIA was available for detailed consideration.  I am confident that the processes I have suggested in my guidance note for departmental IMPIAs will significantly facilitate the orderly and effective examination of such proposals in future.  IRD has submitted to me an IMPIA
 which has assisted my examination and I will provide a copy to you with this report.

1.4
In this bill there is, in addition to the ACC/IRD match, a proposal for a match between the New Zealand Income Support Service and the New Zealand Employment Service.  I will address that proposal in a separate report.  

2.0
DESCRIPTION OF THE PROPOSAL

2.1
Clause 71 of the bill will amend the Tax Administration Act 1994 by inserting a new section 46A.  Subsection (1) of the new section provides that the purpose of the section is to facilitate the exchange of information between ACC and IRD for the purpose of verifying entitlement to the independent family tax credit.  Subsection (2) provides ACC shall, on request from IRD, provide in respect of each person receiving weekly compensation continuously for three months or more, that person’s name and address, tax file number, and date of birth and the periods for which the person has been receiving weekly compensation for three months or more.
  Subsection (3) empowers the IRD to cause a comparison of the information to be made with the information held by IRD which relates to that person in order to make an assessment of that person’s entitlement or their spouse’s entitlement to the IFTC.  

2.2
As reported back, the Select Committee has included a new subclause (3A) which is consistent with a recommendation that I made to it.  I will discuss the matter further below
 but in essence the subclause ensures that individual access rights are not diminished in respect of information transferred from ACC to IRD.  However I do question the need to deny legal rights to access to other information generated following the matching process to verify discrepancies.

2.3
Clause 71 amends the Third Schedule of the Privacy Act by adding the new section 46A to the list of  information matching provisions for the purposes of Part X of the Privacy Act.  

2.4
The new tax credit, the IFTC, will be available to families who do not receive one of a variety of forms of income.  One of the forms of income which renders a family ineligible for IFTC is the receipt of ACC weekly compensation for more than 3 continuous months.  Therefore, the matching programme is intended as a means of detecting people who have received the prohibited income and yet claimed IFTC.  Adverse action would be taken against those individuals identified through the matching programme as claiming the tax benefit when it appears they are not entitled.  

2.5
The balance of this report will be devoted to examining the provision in the light of information matching guidelines and presenting some conclusions and recommendations.  

3.0
Information matching guidelines - section 98, Privacy Act

3.1
Whether or not the objective of the programme relates to a matter of significant public importance - section 98(a)

3.1.1
The first issue to be assessed under the information matching guidelines is whether or not the objective of the programme relates to a matter of significant public importance. The assessment of privacy issues often involves a balancing of interests and there will almost invariably be some claim of a benefit in relation to any intrusion on privacy.  Assessment of a programme under this criterion requires a consideration of just how significant the objective is in terms of public importance.  

3.1.2
In considering an information matching programme I primarily seek to assess the justifications articulated by the department proposing the information match.  This is particularly the case now that departments produce an IMPIA explaining their case.

3.1.3
IRD explains in its IMPIA that the tax system in New Zealand operates on the basis of voluntary compliance.  In other words, tax assessments and allowances are, in the first instance, often based upon information the individuals themselves supply in their tax returns.  However, as IRD points out one of the roles of tax administration is to detect and deter those who do not comply with their tax obligations.  The IRD is keen to ensure that in carrying those tax administration functions that it keeps compliance costs to a minimum while ensuring the integrity of the tax system.

3.1.4
IRD’s objective in this information matching programme might be characterised as:

To verify, in a way that does not impose unreasonable compliance costs on employers, whether an individual has received ACC weekly compensation which would disentitle a claimant from receiving the IFTC, so that appropriate action can be taken.

3.1.5
In relation to criterion (a) I am required to consider whether the objective of the programme relates to a matter of public importance.  The approach I have previously taken to this criterion is that it does not actually require me to conclude whether the programme on its own will itself actually achieve an object of public importance.  In a sense the first criterion simply requires the programme to be within the sphere of activity that is judged important enough of consideration.  Some of the later information matching guidelines do seek to consider whether the programme will actually achieve the objective.  For that reason it is a relatively straightforward task to conclude whether or not the programme does, indeed, relate to a matter of significant public importance.  It seems to me that it clearly is the case here.  Significant amounts of taxpayer funds are to be expended on a new tax credit programme which is largely administered through voluntary compliance.  It would seem to be in the public interest to develop controls which can seek to verify whether the persons claiming the credit are entitled to it and to deter people from wrongly claiming it.  The IRD has emphasised that it also sees as part of its objective the undertaking of that task in a cost efficient manner.  In that respect, it is clear from the IRD’s IMPIA that it has in mind not simply the administration costs of IRD itself  and of ACC but the compliance costs on employers and taxpayers.  Control of administration and compliance costs are also matters of public importance.

3.1.6
Having examined guideline (a) I conclude that:

(a) an objective for the programme has been identified, which is to verify, in a way that does not impose unreasonable compliance costs on employers, whether an individual has received ACC weekly compensation compensation which would disentitle a claimant from receiving IFTC, so that appropriate action can be taken;

(b) the objective relates to a matter of public importance relating, as it does, to the integrity of the tax system; and

(c) the objective relates to a matter of significant importance relating, as it does, (in a general sense) to the Government’s programmes to assist families and reform state income support and (in a specific sense) to deter and detect non-compliance with tax laws.

3.2
Whether or not the use of the programme to achieve that objective will result in monetary savings that are both significant and quantifiable, or in other comparable benefits to society - section 98(b)

3.2.1
In the IRD’s IMPIA it has been pointed out that the IFTC is a new tax credit and therefore the department has no information as to the extent of non-compliance.  The department has explained that the objectives of the programme are to detect and deter non-compliance in respect of the new tax credit.  Although the department is unable to measure the significance or monetary benefits which will result from the deterrent value of the matching programme, the IRD adds that the detection of non-qualifying recipients of IFTC will result in monetary savings which could be quantified in the future and are expected to be significant.
  I will briefly comment on deterrence and detection in turn.

Deterrence
3.2.2
With respect to deterrence, which I will return to again in relation to information matching guideline (f), I would emphasise that an information matching programme will have greatest benefit when its existence is made known to the relevant members of the public who may claim the tax credit.  This is a point which I referred to in my most recent annual report where I suggested that some of the existing information matching programmes are not accompanied by the advance publicity which would make deterrence more effective.
  I recommend to IRD that to give real meaning to the deterrence side of the match that it carefully considers the best ways to publicise the existence of this programme.

3.2.3
An indication that people’s records will be matched will indicate to people the likelihood of being caught if they fail to make the appropriate declarations or they claim IFTC when not entitled.  It seems reasonable that a information matching programme could contribute to that deterrent effect.  However, in accordance with the guideline, I think the department should give some thought as to how the deterrent value could be measured year by year to see if the government is getting “value for money” in quantifiable terms.  Perhaps a starting point would be to survey from time to time the levels of awareness amongst relevant taxpayers or ACC beneficiaries of the existence of the matching check.


Detection

3.2.4
The match will presumably identify a number of individuals who have claimed IFTC and yet who have received ACC benefits for more than 3 months continuously.  The department will notify the taxpayer of the discrepancy and provide an adjusted assessment and opportunity to comment.  If necessary IRD might take action if the individual has already taken a benefit during the year which I expect will range from discontinuance of IFTC, a requirement to repay credit wrongly made, the imposition of penalties and perhaps even prosecution.  The department indicates that although the discrepancies have not been currently quantified (the IFTC being a new tax credit) the discrepancies will be quantifiable and the department expects that their level may be significant.  

3.2.5
The department gives no figures in its IMPIA of any projected monetary savings from detection.  Normally, the department proposing a matching programme ought to have presented estimates of the nature of monetary benefits which it believes may be achieved through the information matching programme by way of detection of discrepancies.  Figures are desirable so as to estimate the “savings”, compare alternatives and later judge the programme’s success.  I understand the department would have difficulties in producing figures for discrepancies estimated to relate to a single tax credit alone and arising from an information match as reassessments of IFTC could be required for a variety of tax-related reasons such as a reassessment of taxable income.

3.2.6
To establish “savings” the department would need to show that the recoveries (plus any savings through deterrence) exceed the costs of the programme.  No figures have been given for the financial benefits but some limited figures have been given for the costs.  My experience is that the costs of matches are often underestimated, just as the benefits are often overestimated.  IRD has said the following about its costs:


“The estimated costs of ACC providing information on a tape to IRD once a year will be $18,000.  The costs incurred by IRD in processing the return and interrogating the ACC tape is part of business-as-usual costs and no additional funding was sought from the Government.  The costs associated with the development of changes to the computer system are small and form part of the development of the year of year IFTC assessment system.  The total cost of the end of year assessment system is $328,000 for system development and $240,000 ongoing.”

3.2.7
These figures do not adequately clarify the extent or nature of the costs and I would normally like to see a breakdown.  However on this occasion it seems that the costs of the matching may add little to the costs of developing the new tax credit and therefore we might assume that the figure of $328,000 is the upper limit for what the IRD thinks the programme might cost (and indeed, information matching is likely to be a small portion of that).  Development costs do not “stand alone” as they would for the introduction of a matching programme to an existing programme and are therefore harder to quantify (and, in practical terms, likely to be less than for a programme introduced at a later stage).  

3.2.8
In relation to the on-going costs of the match, the giving of notice following a hit and the actions that follow, really form part of the end of year assessment process which occurs for tax purposes anyway.  In a sense our tax system already has a process not unlike the notice requirement in section 103 of the Privacy Act for a matching programme where the department issues an adjusted assessment (or takes “adverse action” in Privacy Act parlance).  The costs of follow-up on a match are therefore not expected to add much to the end of year assessment process costs.  Accordingly the on-going costs, on the limited figures given to me, will amount to ACC’s $18,000 pa. plus a portion of IRD’s end of year costs, not exceeding $240,000 pa.  Costs will need to include the cost of establishing savings.

3.2.9
The establishment costs look relatively minor for such a major new initiative such as this tax credit.  Given that the major costs of giving notices of adverse action and acting upon the responses is essentially a core taxation function for IRD’s end of year assessments anyway, I expect it should not be difficult for IRD to establish “savings” in the sense that benefits through deterrence and detection will exceed the direct cost.  Without data on the expected benefits I cannot conclude if those will be “significant”.

3.2.10 Accordingly, I have concluded that:

(a) the use of the programme may contribute to the IRD’s objective of deterrence to underpin a system of voluntary compliance; but that the deterrent effect will only truly be effective if the IRD gives adequate publicity to the matching programme to the groups likely to be affected;

(b) that so utilised the use of the programme for deterrence may bring monetary savings that are significant; but that IRD should undertake some work preliminary to the implementation of this programme to establish how it might quantify the programme’s deterrence effect perhaps through taxpayer sampling; and

(c) detection will bring some monetary benefits through recoveries and those benefits will likely exceed the limited costs and therefore constitute “savings”, but in the absence of adequate data I cannot conclude whether those savings will be “significant”.

3.3
Whether or not the use of an alternative means of achieving that objective would give either of the results referred to in paragraph (b) of section 98 - section 98(c).

3.3.1
Guideline (c) requires an examination of alternative means of achieving the objective to see whether alternatives could equally result in monetary savings that are both significant and quantifiable.  Intrusions on privacy are often justified for apparently sound public policy objectives.  However, it can often be the case that those objectives can be achieved in ways that are quite consistent with individual privacy.  The task of drafting privacy friendly legislation will often involve examining options and alternatives.  

3.3.2
The IRD explains that information is to be obtained from individual taxpayers on the period that they are receiving weekly ACC compensation as part of the end of year tax return process.  However, the department points out that the information obtained directly from the individual in this way cannot be relied upon to be correct in all cases.  This is not simply because some individuals will try to abuse the IFTC system in a fraudulent manner.  IRD points out that individuals may forget the length of period that they received compensation or they may not be able to locate documents to verify that period.  Accordingly, the IRD requires an alternative source of information, in conjunction with information obtained directly from taxpayers, in order to verify entitlement.  The department has identified two methods as alternatives to computer matching with ACC, those are:

(a) manually checking with ACC as to a taxpayer’s entitlement; and

(b) checking with employers.

3.3.3
IRD indicates in its IMPIA that these options were explored but would not meet the department’s objective of keeping compliance costs to a minimum for employers (especially employers “approved” or “accredited” under accident compensation legislation) and the ACC.

3.3.4
I am not entirely satisfied with the department’s analysis in respect of the information matching guideline (c) although I tend to agree with its conclusions.  I have no way of knowing from the material set before me whether or not the process of obtaining information from employers, or a process of manually checking with ACC (perhaps on a random audit basis or through the use of risk profiling techniques) might not have resulted in monetary savings (albeit at the price of compliance cost imposition).  The department has simply rejected the options as they would place a compliance burden on employers.  As important as avoiding employer compliance burden is, I do not think that that should normally prevent the department producing an analysis at least some “ball park” figures so that those options may  be objectively ruled out.  However, I would expect in future IMPIAs that the sponsoring department supply an adequate analysis on identified alternatives with supporting data.  

3.3.5
However, I do accept that both options would incur more administrative or compliance costs for (probably) less benefit in terms of recoveries.  Those options may also be more privacy invasive.

3.3.6
I would also observe, more for future reference than in respect of this particular match, that I would normally expect a department to expressly address under guideline (c) why the status quo,  “do nothing” or “do little” option would fail to achieve the objectives in guideline (b).  Since this is a new programme there is, in a sense, no “status quo option”.  However, one option would not involve undertaking information matching but instead investigating on a random or profiled risk basis, as and when needed, as an alternative to verifying the eligibility of all claimants.

3.3.7
I expect that the answer to this sort of option would be that it may be too intensive on IRD staff resources, the resources of ACC, or perhaps leave a remaining risk which falls outside the IRD’s comfort zone for a new tax credit of this type.  Indeed I understand that this option would place significant administrative costs on the IRD which does not have auditors available for this task.  I would normally expect such an option to be addressed in an IMPIA.

3.3.8
Accordingly, I conclude:

(a) that the obtaining of information manually from employers would fail to achieve the IRD’s objective of dealing with the matter in a way that it does not create a compliance burden;

(b) that neither of the alternatives suggested by IRD seems to promise practical and effective alternatives to information matching and each would likely bring greater compliance or administrative costs.

3.4
Whether or not the public interest in allowing the programme to proceed outweighs the public interest in adhering to the information privacy principles that the programme would otherwise contravene - section 98(d)

3.4.1
There is an assumption that information matching will fall foul of normal fair information practices since it involves disclosing and comparing sources of data which have been originally obtained for quite different purposes by different agencies.  Guideline (d) would seem to have two purposes in mind:

· careful examination of each proposal so as to identify whether a departure from an information privacy principle is so extreme as to be unwarranted; and

· that a conscious effort is made in relation to the 12 information privacy principles to see whether the programme departs from each at all, or to what degree, in order that departments will, of their own initiative, bring programmes more into keeping with the principles if possible.  

3.4.2
Accordingly, the guideline requires an examination of the programme in relation to each of the 12 principles.  It also requires a process to be followed to weigh the public interest in relation to any departure from the principles.  It is necessary to identify particular relevant public interests which may, or may not, be the same interests underlying the objectives with the programme identified under guideline (a).  

3.4.3
The IRD examined all twelve principles in its IMPIA.  If I have any criticism of the department’s analysis of the principles, it is that the its approach in all cases where a principle contains exceptions, has been to argue that the proposal falls within an exception.  However, while the arguments for the application of the exceptions is strong for those records ultimately matched, it is inapplicable for the other records for which there is no match.  Accordingly I do not think the answer is found in the exceptions and so I think the focus should be on the primary obligations, whether the principle can be adhered to, or whether any public interests justify departure in a particular case.

3.4.4
IRD takes the view that all of the information privacy principle are complied with.
  IRD further asserts that there is a significant public interest in the programme although it does not, at this point in its discussion, identify what that public interest is (although one can infer that it is the same interest being spoken of earlier in the IMPIA).
  I do not entirely agree with the department’s analysis of the information privacy principles. I will run through some of the key issues in relation to the principles, first outlining the attitude of the IRD, and then explaining the approach that I take.


Collection principles

3.4.5
In relation to the collection principles the IRD concluded that the programme would not contravene any of principles 1-4 for the following reasons:

· principle 1, “the information is required to further the lawful purpose of providing a tax credit to those eligible to receive it”;

· principle 2, “it would not be reasonable to rely solely on the information provided by taxpayers.  The non-compliance with this principle in seeking information from ACC is necessary for the protection of the revenue (exception (2)(d)(iii))”;

· principle 3, “the seeking of information from another source is required to ... protection the revenue ... provided for by exception (4)(c)(iii)”;

· principle 4, “the collection of information is not by means which are unfair as it will be obtained through a legislative process.  The collection will not intrude to an unreasonable extent upon the personal affairs of the individual as the information will be provided by a third party (the payer of weekly compensation).”

3.4.6
My views in relation to these four principles differ somewhat from the department’s.  I would see the matter as follows:

· principle 1 - I accept the department’s approach;

principle 2 - principle 2 is that “where an agency collects personal information, the agency shall collect the information directly from the individual concerned”.  Since IRD will be obtaining information from ACC there would be appear to be a contravention of the principle.  The department rightly points out that there is an exception to protect the revenue but I believe, in the context of analysing an information matching programme, that this should be seen as a departure from the principle which may be justified in the circumstances by reason of the public interest in preserving the public revenue.  The exception existing to apply to a disclosure which might be made in the normal course of events by ACC in its discretion on a one-off basis not for the disclosure of an entire class of records.  I do not see the exception as justifying the collection of information from ACC concerning people who have not claimed IFTC.  It is not necessary to obtain that information to verify other claimants’ data.  It is only necessary to have all ACC’s data because of the practicalities of the matching process.

The department has asserted there is a public interest in the disclosure without identifying what that is - perhaps because the department did not see itself as contravening the principle.  I think in these circumstances, the public interests which may justify the departure include those underpinning the entire programme of deterrence and detection, the needs of avoiding compliance costs, and the fact that it is difficult in these circumstances to obtain verification directly from the individual concerned (there being no certificate that the individual can produce showing that he or she has not been on an ACC benefit). Additionally there is a general public interest in “protecting the public revenue”.  I accept that these public interests outweigh the general desirability to maintain compliance with principle 2.

· principle 3 - the department is wrong to rely on exception (4)(c)(iii) as this is an exception to a principle applying to the collection of information directly from an individual.  In fact, there is no collection directly from the individual involved in the information matching itself (nor is there a case to give no explanations).  The match involves collecting information from ACC.  However there is a collection directly from the individual by IRD from taxpayers when they are asked to complete end of year tax returns and by ACC when it collects claimant information in connection with an accident.  It is those other two processes by which the explanations anticipated in principle 3 should be given to the individuals concerned.  The relevance of the information matching programme is that the nature of those explanations will need to be modified to now explain the existence of the information matching programme.  The department ought to identify how it will ensure that the principle 3 explanations will be made available to individuals by both ACC and IRD in a way that now acknowledges the existence of the information matching programme;

· principle 4 - this principle has two aspects, fairness and intrusiveness.  I accept there is no issue in relation to the fairness given that the programme will be established by legislation and the Privacy Act and information matching rules provide a series of safeguards which go towards fairness.  However, I do not accept the IRD’s approach to the issue of intrusiveness.  I do not wish to suggest there is any particular problem with the intrusiveness of this proposal but it should be noted that on this occasion relatively sensitive personal information is being obtained from ACC - relating to individual’s health status.  This is a more sensitive characteristic than, say, the fact that someone is in employment or the date on which employment starts or finishes.  Nonetheless, the means of handling that information when it is required for a verification exercise can arise as an issue.  It might well be argued that information matching may be a less intrusive process than, for instance, having investigators look at ACC files.  In some respects information matching can be a “clean” technological process whereby human beings, who can use and abuse personal information, only tend to see the data where it has been identified as being of potential relevance (that is, when there has been a “hit” or “match” between the two sets of data).  It should be noted at this point that IRD observes that matching using ACC records is less intrusive than obtaining information manually from either ACC or employers as ACC is able to sort the data and provide only those details relating to  people who have received weekly compensation for 3 months or more.


Accordingly, while I do not suggest that principle 4 offers a problem in respect of this programme it may, indeed, be the case that if the matter was explored further that the use of a matching programme may suggest advantages in terms of principle 4 compared with some other means of verifying the same data.  


Principle 8

3.4.7
The department also considered principles 5 to 12 and concluded, in each case, that there is no contravention.  The IRD’s discussion is relatively brief in relation to most of the principles although discussion of principle 8, relating to accuracy, is dealt with in somewhat more detail.  The department is right to discuss principle 8 in that way as it is an important principle in any information match.  I am pleased to note that IRD is confident that the data that they will be matching with ACC is of a high standard which is absolutely essential for a satisfactory match and is an issue to be considered under principle 8.  At this stage, I wish simply to discuss some aspects of principles 6 and 11.


Principle 6

3.4.8
IRD states in relation to principle 6 that:


“The department does not consider there will be a contravention of this principle as we provide access to personal information held by the department.”
  


This does not give the whole picture.  Principle 6 gives individuals a right of access to information held about them subject only to the grounds for withholding details in the Privacy Act.  In fact, the Inland Revenue Department has a very broad secrecy provision
 which means that, in effect, the individual’s access right is denied in relation to the IRD although the Commissioner of Inland Revenue Department may, in his or her discretion, nonetheless release information.  However, an individual’s right of access to information is very different in legal terms to that individual’s position with regard to a state agency which may choose to release information in its discretion.  I have raised this matter before.
  In my view, it should be possible to modify the IRD’s secrecy provision so as to ensure that the individual’s right of access to information held by that department is not unnecessarily restricted beyond the equivalent access right that the individual enjoys in relation to other agencies.

3.4.9
In the present instance, I take the view that the individual’s rights to access personal information in the hands of ACC should not be diminished by this provision when it is transferred into the hands of the IRD.  For that reason, I think the clause needed to be modified.  I am pleased to note that the Select Committee accepted my suggestion in that regard and unanimously inserted a new subclause was which states:


“(3A) Notwithstanding section 81, access by a person to information in respect of that person provided to the Commissioner by the Corporation shall be governed by the provisions of the Privacy Act 1993.”

3.4.10 However the taxpayer’s right of access to the information generated after the “match” is not preserved.  There seems little justification for such secrecy.  I consider that all information generated as a result of a match should be accessible as of right, subject only to the statutory withholding grounds of the Privacy Act.  

3.4.11 In the absence of any further change to accommodate this point I would seek the Commissioner of Inland Revenue’s assurance that he would exercise his discretion in favour of access as if it were available under the Privacy Act.


Principle 11

3.4.12 Finally, I note that the department states in relation to principle 11 that “the principle does not apply where the disclosure is for the protection of the public revenue and, therefore, it will not be contravened”.
  This is a claim that exception (e)(iii) to principle 11 applies (which allows disclosure where the agency believes on reasonable grounds that non-compliance is necessary “for the protection of public revenue”).  The issue under information matching guideline (d) involved considering whether the programme will continue to “adhere” to information privacy principle 11, in this case in relation to the disclosure by ACC to IRD.   Four of the 12 principles contain lists of exceptions.  Information matching takes large classes of data, discloses it, and then utilises that data.  No human being has applied his or her mind as to whether the exception applies in respect of any particular piece of information relating to an identifiable individual.  The need to “protect the public revenue” is clearly a relevant exception in relation to the information that is ultimately matched but is more debatable in respect of those “innocent” taxpayers who have made no such claim.  Therefore, I take the view that the public revenue exception is clearly relevant when one comes to consider whether the departure from the principle is justified but I do not believe it gives the entire answer to the “adherence” question.  My view is that principle 11 is not adhered to since, for much of the information leaving ACC’s hands, there is no applicable exception.  It is disclosed for a purpose (in the most part) that is other than that for which it has been obtained.
  However, I am satisfied that the public interest in that disclosure outweighs the desirability of adherence to the principle.

3.4.13 In conclusion in relation to guideline (d):

(a) I do not accept the department’s contention that there will be no contravention of information privacy principles 2 or 11 by reason of the “public revenue” exception as I do not believe that applies to the ACC records of individuals who have not claimed IFTC; however, in my view the public interest in allowing the programme to proceed outweighs the public interest in adhering to information privacy principles 2 and 11 in this instance;

(b) I do not accept the department’s contention that exception (4)(c)(iii) to principle 3 is applicable and both ACC and IRD will need to ensure that applicable collections of personal information directly from the individuals concerned give the explanations anticipated by information privacy principle 3 and, in particular that any existing explanations on standard forms need to be modified in future to ensure that the explanations as to purpose and intended recipients are modified to take account of the new information matching programme;

(c) I welcome the Select Committee’s proposed amendment of the clause to preserve access rights for the individuals concerned in respect of information which is transferred from ACC to IRD but believe there is a wider access issue, in relation to all information generated from the match, which also needs to be resolved.

3.5
Whether or not the programme involves information matching on a scale that is excessive, having regard to the number of agencies that will be involved in the programme, and the amount of detail about an individual that will be matched under the programme - section 98(e)

3.5.1
Factor (e) requires me to look at whether the scale of the matching programme is “excessive”.

3.5.2
This match simply involves two agencies, ACC and IRD.  Clearly there can be no suggestion that the involvement of two agencies alone is, in any sense, “excessive”.  

3.5.3
Guideline (e) directs me to have regard to “the amount of detail about an individual that will be matched”.  The information to be disclosed for matching is:

· the name and address of the person receiving compensation;

· the tax file number of the person;

· the date of birth of the person; and

· the commencement and cessation dates if the person received compensation for a continuous period of three months or more.

3.5.4
The IRD advises that the first three items are required to identify the specific taxpayer receiving the compensation.  The last item, it advises, provides only the information required by IRD.
  In my opinion, the scale of the programme is not excessive.

3.6
Whether or not the programme will comply with the information matching rules - section 98(f)

3.6.1
The information matching rules set out in the Fourth Schedule of the Privacy Act involve a mixture of technical standards, administrative requirements and some matters of important policy.  Some of these matters are given effect to an information matching agreement between the agencies involved in the match and in respect of which I have an oversight role.  Some of the detailed mechanics of an information matching programme will only be gone into once statutory authority has been obtained and the departments concerned get down to issues of detailed practical implementation.  However, not all the issues under the information matching rules are of that type and guideline (f) does anticipate the matters being examined before the legislation is finally enacted.  

3.6.2
Summarising IRD’s comments in relation to each of the information matching rules, I was advised:

· Rule 1 - notice to individuals affected


ACC proposes to refer to data matching on the initial application form (to be implemented as soon as possible after 1 April 1996), include a reference to IFTC entitlement on the assessment of weekly compensation form, and to issue a notice regarding data matching to all claimants who began receiving compensation prior to the revision of the initial application form being brought into force in April 1996.


IRD will amend the family support, guaranteed minimum family income and IFTC booklet to make reference to the exchange of information with ACC.  The booklet will be issued to all recipients of family support, a subset of which are expected to be entitled to receive IFTC.  


While I do not expect that departments will have fully formed all their thoughts in relation to these matters at this initial point I do believe that some additional steps might be usefully taken during the year, and in subsequent years, reminding people of the data matching in an appropriate way.  The deterrence aspect of the information matching programme can only be sustained if the relevant people are made aware of the programme.

· Rule 2 - unique identifiers

I was advised the only unique identifier which will be transferred between the two departments is the tax file number to ensure exact identification of individuals.  Individuals claiming compensation from ACC notify their tax file number to that department for tax purposes already and it is not the new requirement for information matching purposes.  The IFTC forms part of the Income Tax Act and the tax file number is being used for tax purposes.
  The use of the tax file number in a match would normally be prohibited by rule 2 but will be permitted in this case by reason of being authorised by “any other enactment” (that is, section 46A of the Tax Administration Act).  

· Rule 3 - on-line transfers



The IRD advises that the information will be available by way of computer tape only.   No on-line transfers will occur.

· Rule 4 - technical standards


IRD advises that it has not yet begun work on technical standards which will need to be negotiated with ACC as part of the implementation process which has not yet begun.  IRD does not anticipate any problems in complying with this rule.  In my view, this is an aspect which an adequately be left for consideration to a later stage and I rely upon IRD’s assurance.  I would note that the assurance is given by a department which already has some technical experience with information matching.

· Rule 5 - safeguards for individuals affected by results of programmes

IRD sees this as an implementation issue.  The department has not yet begun work on such implementation issues but does not anticipate any problems in adhering to the principles.
  Usually I would expect a department whose legislation  has already been introduced into Parliament to be well advanced in its thinking in relation to how it proposes to comply with rule 5.  I would not see it in the same way as the rule 4 issue which can easily be postponed to after the legislation being enacted.   Nonetheless, I do rely on the department’s assurance that it does not anticipate any problems in adhering to the rule.  However, I would expect the department to liaise with my office as it develops its thinking on this aspect.

· Rule 6 - destruction of information 


Rule 6(3) makes it clear that nothing in that clause applies in relation to the Inland Revenue Department.

· Rule 7 - no new databank


IRD advises that “no new databank will result from this matching programme”.
  I rely on the department’s assurance in that regard.  

· Rule 8 - time limits

IRD advises that the transfer of information will occur on an annual basis and are expected to continue indefinitely so long as the IFTC is available.  The matching process will follow the filing of taxpayer’s annual returns and the ACC tape is interrogated with regards to particular taxpayers.
  Rule 8 itself provides a procedure whereby these general indications can be formalised in the annex to the technical standards report required to be prepared.  

3.6.3
In conclusion, I am satisfied that the programme can be made to comply with the information matching rules in light of the information supplied in the department’s IMPIA and in light of the departmental assurances.  

4.
Summary of key conclusions and recommendations

4.1
The following are my conclusions and recommendations:

(a) With respect to the first guideline I conclude that the objective of the programme does relate to a matter of significant public importance;

(b) With respect to the second guideline I conclude that:

(i) the use of the programme may contribute to the IRD’s objective of deterrence to underpin a system of voluntary compliance if the IRD gives adequate publicity to the matching programme to the groups likely to be affected;

(ii) IRD should undertake some work preliminary to the implementation of this programme to establish how it might quantify the programme’s deterrence effect;

(iii) detection will bring some monetary benefits through recoveries, that those benefits will likely exceed the limited costs and therefore constitute “savings”, but in the absence of adequate data I cannot conclude whether those savings will be “significant”.

(c)
With respect to the third guideline I conclude that none of the alternatives suggested by IRD seems to promise practical and effective alternatives to information matching and each would likely bring greater compliance or administrative costs.


(d)
With respect to the fourth guideline I conclude:

(i) that the public interest in allowing the programme to proceed outweighs the public interest in adhering to information privacy principles 2 and 11 in this instance;

(ii) that both ACC and IRD will need to ensure that applicable collections of personal information directly from the individuals concerned give the explanations anticipated by information privacy principle 3, and, in particular that any existing explanations on standard forms need to be modified to ensure that the explanations as to purpose and intended recipients are modified to take account of the new information matching programme;

(iii) I welcome the Select Committee’s amendment of the clause to preserve access rights for the individuals concerned in respect of information which is transferred from ACC to IRD.  I have reservations about the secrecy provisions applying to information coming into existence after the matching process.

(e)
With respect to the fifth guideline I conclude that the information matching programme does not involve information matching on a scale that is excessive.

(f)
With respect to the sixth guideline, I accept that the programme can be made to comply with the information matching rules.  

B H Slane

Privacy Commissioner

 26 April 1996
imreport\clause71

Appendix - Extracts from the Privacy Act 1993

13.  
Functions of Commissioner - (1) The functions of the Commissioner shall be - ...


(f)
To examine any proposed legislation that makes provision for-



(i)
The collection of personal information by any public sector agency; or


(ii)
The disclosure of personal information by one public sector agency to 

any other public sector agency, -

or both; to have particular regard, in the course of that examination, to the matters set out in section 98 of this Act, in any case where the Commissioner considers that the information might be used for the purposes of an information matching programme; and to report to the responsible Minister the results of that examination. 

98.
Information matching guidelines - The following matters are the matters referred to in section 13(1)(f) of this Act to which the Commissioner shall have particular regard, in examining any proposed legislation that makes provision for the collection of personal information by any public sector agency, or the disclosure of personal information by one public sector agency to any other public sector agency, in any case where the Commissioner considers that the information might be used for the purposes of an information matching programme:

(a)
Whether or not the objective of the programme relates to a matter of significant public importance:

(b)
Whether or not the use of the programme is to achieve that objective will result in monetary savings that are both significant and quantifiable, or in other comparable benefits to society:

(c)
Whether or not the use of an alternative means of achieving that objective would give either of the results referred to in paragraph (b) of this section:

(d)
Whether or not the public interest in allowing the programme to proceed outweighs the public interest in adhering to the information privacy principles that the programme would otherwise contravene:

(e)
Whether or not the programme involves information matching on a scale that is excessive, having regard to -

(i)
The number of agencies that will be involved in the programme; and

(ii)
The amount of detail about an individual that will be matched under the programme:

(f)
Whether or not the programme will comply with the information matching rules.

� 	The information matching guidelines are set out in section 98 of the Privacy Act and are set out at Appendix A together with section 13(1)(f).  


� 	The report on the proposed information matching provisions contained in the Electoral Reform Bill was submitted to you on 3 October 1995.


� 	The department’s information matching privacy impact assessment runs to 16 pages and is dated 4 April 1996.  I refer to it hereafter as IRD’s IMPIA.


� 	As reported back the phrase “continuation period or longer” has been substituted for “3 months or more”.  The phrase “continuation period” is defined in such a way that a three month period is still the test.


� 	I discuss this in part 3.4 below in relation to the information privacy principle 6.


� 	I have formulated this description of the objectives of the scheme from the material set out in paragraphs 44 and 45 of the IRD’s IMPIA, also taking into account the surrounding discussion found in paragraphs 2 to 21 and 46 to 53.


� 	IRD’s IMPIA, paragraphs 54-55.


� 	Annual Report for year ending 30 June 1995, pages 56-58.  In passing I would add that I have recently been impressed by seeing prominent advertisements placed in student newspapers in relation to the match under section 307A of the Education Act 1989.


� 	IRD’s IMPIA, paragraph 31.


� 	IRD’s IMPIA, paragraphs 15 to 21 and 59-62.


� 	IRD’s IMPIA, paragraphs 63 and 64.


� 	IRD’s IMPIA, paragraph 65.


� 	IRD’s IMPIA, paragraph 30.


� 	IRD’s IMPIA, paragraph 63.


� 	Refer section 81 Tax Administration Act 1994.


� 	Report to Minister of Justice on clause 81 of the Tax Amendment Bill, 26 October 1994.


�  	IRD’s IMPIA, paragraph 63.


� 	One piece of information which has been obtained from the individual for the purpose of reporting to IRD is the individual’s tax file number.  ACC would not have that information but for tax reasons.  The other information has been obtained for ACC’s own purposes.


� 	IRD’s IMPIA, paragraph 67.


� 	IRD’s IMPIA, paragraph 70(2).


� 	IRD’s IMPIA, paragraph 70(3).


� 	IRD’s IMPIA, paragraph 70(5).


� 	IRD’s IMPIA, paragraph 70(7).


� 	IRD’s IMPIA, paragraph 70(8).





