
Summary Statement of Privacy Enforcement Authority enforcement practices, policies and activities

This form seeks to capture in summary form the enforcement jurisdiction and policies of each Participant in the APEC Cooperation Arrangement for Cross-Border Privacy Enforcement.  The information will usually be posted on the relevant Participant’s website and, when available, at a central reference point maintained by the Administrator. 
Privacy Enforcement Authority name: 
Office of the Privacy Commissioner 
Economy:





New Zealand 

Website address: 




www.privacy.org.nz    

Key law(s) enforced by NZ authority: 

Principal law: Privacy Act 1993 
Statutes available on-line at www.legislation.govt.nz
In addition, the principal codes of practice issued under the Privacy Act: 

· Health Information Privacy Code 1994

· Telecommunications Information Privacy Code 2003 

· Credit Reporting Privacy Code 2004

    Codes available on-line at www.privacy.org.nz   

General sectors/jurisdictions regulated by NZ authority:
The Privacy Commissioner’s jurisdiction extends to the entire public and private sectors.

There are some limited exemptions from the Privacy Act.  The principal private sector exemption concerns the news media in their news activities. 

Broadcasters, including in their news activities, are regulated under the Broadcasting Act 1989 for which the regulator is the Broadcasting Standards Authority. That authority has issued a code under that Act setting out broadcasters’ privacy obligations.
 
Broadcasting Standards Authority website: www.bsa.govt.nz 

Approach to investigation / resolution of enforcement matters:
Anyone may lodge a complaint with the Privacy Commissioner alleging an interference with their privacy. The Commissioner will seek to conciliate complaints and, if need be, investigate, with a view to resolving the complaints and seeking reassurances against repetition of non-compliant behaviour. Unresolved complaints can be referred by the Commissioner to the Human Rights Review Tribunal for determination, award of damages or grant of a declaration or other enforceable orders.  Alternatively, an aggrieved individual may take their own civil case before the tribunal if the matter is unresolved after taking it through the Privacy Commissioner’s processes. 
The Commissioner can initiate an investigation without a complaint.  Once initiated, the Commissioner has the same powers for such proceedings as for complaints.  

Prioritisation policies: 

The Privacy Commissioner does not have a formal prioritisation policy in relation to individual complaints. Every valid complaint will be acted upon in accordance with the provisions of the Privacy Act. 
The Commissioner has discretion to take no action or discontinue further action in certain circumstances (see Privacy Act s.71).  The Commissioner may take no action or discontinue in reliance upon the discretion where: 
· an undue length of time has elapsed;

· the subject matter of the complaint is trivial;

· the complaint is frivolous or vexatious or not made in good faith; 

· the individual affected does not desire that further action be taken; 

· the complainant does not have sufficient personal interest in the subject matter of the complaint; 

· an alternative process under a code of practice should be followed but has not been;

· there are other alternative remedies or appeals that are more appropriate.  

The Commissioner has a further discretion to discontinue if it appears that, having regard to all the circumstances, any further action is unnecessary or inappropriate. 

In cases where the Commissioner has reached the opinion that there has been an interference with the privacy of an individual, but has been unable to settle the complaint, the Commissioner applies a prioritisation policy when deciding whether to refer cases for civil proceedings before the Human Rights Review Tribunal.  In effect, the Commissioner does not refer cases where there would be no useful purpose in initiating proceedings. 
Other relevant information 
The Office of the Privacy Commissioner is obliged to maintain secrecy in relation to information it receives (Privacy Act 1993, s.116). However, the Commissioner has a general discretion to disclose information for the purposes of giving effect to the Privacy Act.  In addition, special provision for transferring complaints to overseas privacy enforcement authorities is expected to be enacted and come into effect in 2010.
The Privacy Commissioner is under a duty to report evidence of any significant breach of duty or misconduct on the part of any agency or any officer or employer or member of an agency to the appropriate authority (see Privacy Act, s.80). 

The Office of the Privacy Commissioner is:

· a founding authority of the Global Privacy Enforcement Network (GPEN);

· a participant in the APEC Cooperation Arrangement for Cross-border Privacy Enforcement;
· accredited to the International Conference of Data Protection and Privacy Commissioners; and
· a member of the Asia Pacific Privacy Authorities (APPA) forum; and 
· participates in the work of: 

· the APEC Electronic Commerce Steering Group (ECSG) Data Privacy Subgroup; 
 
and
· the OECD Working party on Information Security & Privacy (WPISP). 
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