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I. Introduction

Dispute resolution

One test of the success of a dispute resolution service is the
number of matters that are brought to conclusion by mutual agree-
ment.  Another test is the number of cases where the complainant
has either settled or has decided not to take the matter any further.

In disputes under the Privacy Act (including reviews of access
requests which are not always truly disputes) the latter test is whether
or not the matter proceeds to the Complaints Review Tribunal.

I am happy to report that only 3.5% of complainants chose to
take matters on to the Complaints Review Tribunal.  A success rate
of 96.5% brings credit, not only to complainants and respondents,
but also to the qualities of my investigating staff who bring skills of
conciliation and mediation to their work.

A small proportion of complainants will wish to test their case
in an open adversarial hearing.  They will have their “day in court”.
I regret to report that once again the Complaints Review Tribunal’s
concentration on peremptorily disposing of cases - as distinct from
hearing them - has resulted in nearly half the cases filed with the
Tribunal being struck out without a hearing.

I do not consider that the Tribunal, in dealing with civil litigation,
should take an early view that a matter has no merit. Rather, it should
proceed to hear cases unless there has been a successful request by a
respondent for a matter to be struck out.  Nearly all the cases struck
out were taken by complainants who were not legally represented.

During the year, on an appeal from the Tribunal, the High Court
found the Tribunal had proceeded on a wrong basis in denying dam-
ages to a requester in circumstances where a hospital had withheld
documents it should have made available to the requester.  The
High Court commented:

This … is the clearest possible example of a Tribunal allowing
itself to be improperly influenced by irrelevant matters, and as such
is a classic case of proceeding on a wrong principle. On its own, …
it would justify interfering with the exercise of the Tribunal’s dis-
cretion.
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During the year the Government conducted a review of human
rights institutions and accepted a recommendation of independent
advisers that the Privacy Commissioner’s office should not be com-
bined with the offices of the Race Relations Conciliator and the
Human Rights Commission.  In the course of that review a recom-
mendation has been put to the Government to upgrade the Com-
plaints Review Tribunal.  I support that recommendation.

Two of the three members who comprise a Tribunal are drawn
from a panel appointed for the purpose. There are vacancies on the
panel. As a very high proportion of cases heard by the Tribunal are
proceedings under the Privacy Act, I have recommended to the
Minister that appointments be made of members whose qualifica-
tions and experience particularly suits them for privacy cases. As far
as I am aware, all existing appointments have been made with the
Human Rights Act jurisdiction in mind.

It is important that the Tribunal have the stature to deal with
human rights, privacy and health and disability cases in an authori-
tative way and give decisions which set valuable precedents for sub-
sequent cases.  This is more important than disposing of business
quickly.  Many people with unresolved grievances warrant, if not a
day in court, an hour or so to explain their case and to be satisfied
that their case has been understood at a hearing.

This is particularly the case when due to the stretched resources
of the office I have taken the trouble to recommend to some parties
that they may get an earlier and more satisfactory resolution by
going directly to the Tribunal.  Regrettably, some who did that found
they ended up with neither an investigation by the Privacy Com-
missioner nor a hearing by the Tribunal.

International

The international data protection privacy scene has been dis-
tinguished by the efforts made by the United States, Australia and
Canada to secure recognition by the European Union of the pri-
vacy regimes in their country.   They would be regarded as “ad-
equate” to receive the transfer of personal data from European coun-
tries in accordance with a European Directive on transborder data
flows.

It is interesting to observe that Canada, which started 8 years
behind New Zealand with coverage of the private sector, has al-
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ready secured a place ahead of New Zealand in the queue for con-
sideration.  Australia has put the resources of its Attorney General’s
department behind achieving recognition and has engaged the Eu-
ropean Union in a significant debate on the EU’s attitude to Aus-
tralia’s new privacy law which is yet to come into force.

By contrast New Zealand governments have taken little interest
until recently in securing a recognition of adequacy for New Zea-
land law.  The indicator of this is the time it has taken to bring
about two changes in the Privacy Act which are seen as being essen-
tial to any negotiation with the European Commission.

This can be contrasted with the public espousal by all govern-
ments of the need to compete internationally, to assist exporters, to
encourage those who provide services to foreign countries and to
participate actively in electronic commerce.

I have to say it has been my office that has driven the activity
that has been achieved and has conducted preliminary negotiations
with the European Commission.  Two amendments to the Privacy
Act were promoted first in 1998.  They were eventually introduced
into Parliament in a Statutes Amendment Bill this year by agree-
ment with all parties.

Subsequently one party withdrew its support of one amendment
and so it can no longer remain in the Statutes Amendment Bill.  Its
future seems precarious. I hope that those responsible for the busi-
ness of the House of Representatives will ensure that whatever ve-
hicle these amendments proceed in is given priority.  Before long it
may be possible to place New Zealand in an advantageous position
compared to other countries.  We have a good privacy law and al-
though it is not identical to the data protection laws in Europe, I
believe it provides adequate protection for European data coming
to New Zealand.  With the amendments recommended, we have a
reasonable chance it ought to receive approval from the EU.  It will
probably take at least another year to pass through the European
necessary processes.

The standing in which New Zealand is held internationally, both
for the work of this office and for the Privacy Act and the Health
Information Privacy Code, bear witness to the groundwork done by
the New Zealand legislature on the Privacy Act.  It also recognises
that New Zealand is part of the modern world and leads the way for
many other countries.  Our Privacy Act has been used as an exam-
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ple for other countries and parts of our Health Information Privacy
Code have found their way into the law of other jurisdictions.

I am pleased to announce that the International Working Group
on Data Protection in Telecommunications has accepted our offer
to host a meeting in Auckland in March 2002. This prestigious group,
created by the International Conference of Data Protection and Pri-
vacy Commissioners, is at the forefront of privacy concerns in new
technologies.  It produces position papers which set standards for
law and action in many countries.  I am pleased to have been able
to arrange, in conjunction with that meeting, for the 3rd Asia Pa-
cific Forum to be held in New Zealand.  It is the first to have been
hosted outside Hong Kong.  I will take advantage of the presence in
New Zealand of information commissioners from other jurisdictions
to have a one-day symposium on freedom of information and pri-
vacy.

During the year, New Zealand was honoured to be included in a
committee established by the 23rd International Conference of Data
Protection and Privacy Commissioners to establish procedures and
a basis for accrediting data protection and privacy authorities to
attend and vote at the International Conference.  Together with
France and the United Kingdom, we prepared reports for considera-
tion at the 24th meeting in September 2001.  The adoption of these
recommendations will establish some basic standards for such au-
thorities.
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II. Office and functions of the

Privacy Commissioner

The Privacy Commissioner is independent of the Executive. This
means I am, and can be seen to be, free from influence by the Ex-
ecutive when investigating complaints. This is important because I
am from time to time called on to investigate complaints against
ministers or their departments and ministries. My independence is
also important for some of my other roles, such as examining the
privacy implications of proposed new laws and information match-
ing programmes.

I have a responsibility to report to Parliament through the Min-
ister of Justice, and am accountable for my functions as a Crown
Entity under the Public Finance Act.

When exercising my functions, the Privacy Act requires me to
have regard to the information privacy principles and to the pro-
tection of the human rights and social interests that compete with
privacy. This includes the general desirability of a free flow of infor-
mation and the recognition of the right of government and busi-
ness to achieve their objectives in an efficient way. I must also take
account of international obligations accepted by New Zealand, in-
cluding those concerning the international technology of commu-
nications, and consider any developing general international guide-
lines that are relevant to the better protection of individual privacy.

One of my functions is to receive and investigate complaints
and provide an independent opinion as to whether there has been
an interference with privacy. I do not act as an advocate for either
party: my role is impartial and investigative. My role also includes
acting as a conciliator to try to resolve complaints. Complaints made
to my office may be referred to the Proceedings Commissioner (ap-
pointed under the Human Rights Act), who may bring civil pro-
ceedings before the Complaints Review Tribunal. I refer very few
complaints to the Proceedings Commissioner, as most of them are
resolved satisfactorily during my investigation process.

I also have a function of promoting by education and publicity an
understanding and acceptance of the information privacy principles. I
have had an enquiries team available to answer questions and have for
several years maintained a toll free enquiries line so that people may
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make enquiries without charge from anywhere in New Zealand. This
service has had to be restricted and many callers must now leave mes-
sages, which are usually responded to within one or two days.

As part of my educative role, I maintain a website from which
people may download information about the Privacy Act at no
charge. My website contains many publications, including codes of
practice, case notes, fact sheets, speeches and reports. It is a power-
ful tool for my office, and many enquirers are directed to it for the
information they require.

Staff from my office conduct regular workshops and seminars
including half-day introductions to both the Privacy Act and the
Health Information Privacy Code and a full day workshop aimed at
the mental health sector. I also offer tailored workshops that are
adapted to the organisation involved. I maintain open communi-
cation with the news media.

Another of my responsibilities is to monitor government infor-
mation matching programmes, which must be carried out in ac-
cordance with the provisions of the Privacy Act.

I have a function of issuing codes of practice. A code of practice
can modify the information privacy principles by:

• prescribing standards that are more or less stringent than those
prescribed by the principles;

• exempting any action from a principle, either unconditionally
or subject to any prescribed conditions.

A code may also prescribe how the information privacy princi-
ples are to be applied or complied with.

One of my functions is to make public statements on matters
affecting privacy. Speaking publicly on issues I may act as a privacy
advocate, but must have regard to wider considerations. One of my
most significant roles is to comment on legislative, policy or ad-
ministrative proposals that have some impact on the privacy of the
individual or classes of individuals. Many of my recommendations
are adopted by government departments, cabinet committees or by
select committees in the course of their consideration of policy and
legislative proposals. In every case I have had to balance privacy
interests against the interests that compete with privacy.
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Other functions of the Privacy Commissioner are found in sec-
tion 13 of the Act and include:

• monitoring compliance with the public register privacy princi-
ples;

• making suggestions to any person in relation to the need for, or
the desirability of, action by that person in the interests of the
privacy of the individual;

• reporting to the Prime Minister on any matter that should be
drawn to her attention and, particularly, the need for and the
desirability of taking legislative, administrative or other action
to give protection or better protection to the privacy of the in-
dividual.

STAFF

At 30 June 2001 the following staff were employed in the Auck-
land and Wellington offices.

Susan Allison Librarian (part-time)
Victoria Anderson Investigating Officer
Marilyn Andrew Support staff (part-time)
Phillipa Ballard Manager, Investigations
John Blakeley Data Matching Compliance

Officer
Brent Carey Investigating Officer
Katy Cook Investigating Officer
Eleanor Cooley Support staff
Bernard Darby Privacy Policy Officer (part-time)
Terry Debenham Enquiries Officer
Ina de Polo Support staff
Michael des Tombe Investigating Officer
Michelle Donovan Legal Officer Investigations
Antonia Dowgray Investigating Officer
Godfrey Eagar Investigating Officer
Annabel Fordham Executive Officer
Margaret Gibbons Support staff
Fred Henderson Enquiries Officer
Eve Larsen Support staff
Sharyn Leonard Support staff (part-time)
Tania Makani Complaints Management Officer
Sebastian Morgan-Lynch Investigating Officer
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Sharon Newton Support staff
Glenda Osborne Accounts Clerk (part-time)
Kimberley Parkin Investigating Officer
Carolyn Richardson Investigating Officer
Jacci Setefano Investigating Officer (part-time)
Amir Shrestha Support staff
Blair Stewart Assistant Commissioner
Wayne Wilson Legal and Policy Adviser

I have also been well served by Gary Bulog, Robert Stevens,
Graham Wear, Rachel Bruce, and Shane Clapson who have been
variously involved in management, legal, advising, accounting and
publication projects for me. During the year Deborah Marshall,
Manager, Investigations and Kristin Langdon, Deputy Manager In-
vestigations, left to pursue legal careers. Their contribution to the
Office over a number of years has been significant and is greatly
appreciated.



A.11 16

Report of the Privacy Commissioner for the year ended 30 June 2001

III. Report on Activities

CODES OF PRACTICE

Introduction

One important feature of the scheme of the Privacy Act is provi-
sion for codes of practice.  Codes provide a mechanism whereby
the rules for information handling can be modified and applied in
particular circumstances.  Under Part VI of the Privacy Act, I may
issue codes in relation to agencies, information, activities, indus-
tries, professions and callings.  Codes may also be issued under Part
VII in relation to public registers.

A code issued under the Act can modify the application of the
information privacy principles by prescribing standards that vary
from those prescribed by the information privacy principles or by
exempting particular actions from the principles.  A code may also
prescribe how the principles are to be applied or complied with.
Codes can do various other things, such as regulating information
matching in the private sector, setting guidelines in relation to charg-
ing for access to information and prescribing procedures for com-
plaints handling.

The Act sets down requirements that must be followed before I
may issue a code of practice.  I am required to do everything rea-
sonably possible to advise persons who may be affected by the pro-
posed code, or their representatives, of the proposed terms of the
code and the reasons for it, and to seek their views.  I am also obliged
to give public notice of my intention to issue a code and invite
public submissions.  I usually create a mailing list of persons who
may be interested and ensure that they receive details of the pro-
posal and include messages in Private Word and on my website.  I
also work with relevant industry groups or government departments
who can disseminate a message more widely within their industry
or sector or the community generally.  Often I go further than the
statutory requirements and seek out the views of interested persons
before publicly notifying a proposal for a code (as has been the case
this year in the areas of telecommunications and credit reporting).

Codes of practice issued by the Privacy Commissioner have the
status of regulations for the purposes of the Regulations (Disallow-
ance) Act 1989.  This means that they are tabled in Parliament and
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are the subject of routine scrutiny by the Regulations Review Com-
mittee.  Anyone who is dissatisfied with a code, or a provision in a
code, can complain to the Committee and Parliament has the power
to disallow a code of practice.  Scrutiny by the Regulations Review
Committee, provision for complaint and the power to disallow a
code combine to provide powerful safeguards.

I issued no new codes of practice during the year.  Nor did I
amend any existing code.  The following codes, reported on in ear-
lier annual reports, remained in force:

• Health Information Privacy Code 1994;

• Superannuation Schemes Unique Identifier Code 1995;

• EDS Information Privacy Code 1997;

• Justice Sector Unique Identifier Code 1998.

Post-Compulsory Education Unique Identifier Code 2001

The Ministry of Education approached me in May 2000 in rela-
tion to a proposed national student index project.  The proposal
raised a number of information privacy issues but the Ministry’s
principal compliance difficulty related to its plan to create a sector-
wide unique identifier for tertiary students and to use this in rela-
tion to a proposed data warehouse.  This aspect of the proposal
could not be reconciled with information privacy principle 12(2)
which prohibits agencies from assigning a unique identifier that
has already been assigned by another agency.  This prohibition is
designed to inhibit the creation of common numbering systems,
such as a national ID number, with the significant privacy risks
associated with such systems.

My office worked through the issues with the Ministry and ex-
amined the objective of the proposal, the uses to which the number
would be put, and the possibility of an alternative way of achieving
the objective.  The Ministry was asked to study the issues carefully
and to document its position: it did this in a privacy impact assess-
ment (PIA) which it submitted to me in October.  Following further
discussion with my office the PIA was reworked and a revised ver-
sion provided in January 2001.  I wrote to the Secretary of Educa-
tion confirming that I had studied the PIA and was inclined to agree
to the Ministry’s request that I move towards issuing a code of prac-
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tice.  Depending upon the results of public consultation, I would
decide whether finally to issue the code.

While the key legal effect of the code would be to provide an
exemption from principle 12(2), that alone would not adequately
address the privacy issues.  The principal objective of the programme
was to enable statistics to be generated on educational issues.  It
was not intended to create a general administrative number for stu-
dents for all purposes.  Considerable care was therefore needed in
preparing the code and that process took several months, involving
both the Ministry and my office.  To address the totality of the
issues the code dealt not only with controls on the uses of the pro-
posed student index number, but also with the associated data ware-
house.

I publicly notified my intention to issue the code of practice in
April.  More than 150 copies of the proposed code were mailed to
organisations in the education sector and to other interested peo-
ple.  Details were also given in Private Word and on my website.  The
Ministry’s PIA was also made available on my website.

The code had not been issued at the end of the financial year.
However, the code was issued shortly thereafter on 14 August.  Some
minor changes were made as a result of the submissions received.

Telecommunications and credit reporting

As reported in my previous annual report, I recommenced work
in 2000 on two longstanding proposals for codes of practice in the
area of credit reporting and telecommunications.

Last year I commissioned a resource document by Nigel Waters,
a privacy expert from Australia.  There has been considerable inter-
est in Privacy on the Line: A Resource Document in relation to Privacy in
Telecommunications and many copies have been distributed free of
charge by my office and from my website.  I brought Nigel Waters
to New Zealand to give presentations on telecommunications pri-
vacy issues to the privacy forums held in Auckland and Wellington
in July 2000.

Neither code reached the stage where I publicly notified my in-
tention to issue it. Instead, my staff have been seeking stakeholder
views on the proposals and, in particular, considering industry com-
ment on draft versions of the proposed codes.  This work has taken
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longer than anticipated, but many of the issues are complicated
and the prolonged study will contribute to better final codes.  My
office released draft versions of both codes in June 2001 to the wider
public.  This generated some media coverage and attracted the at-
tention of some further industry players as well as interested indi-
viduals.

I intend to publicly notify both codes before the end of 2001.
This will enable public participation in the process before any final
decisions are taken.
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COMPLAINTS

While the number of complaints closed in this financial year is
less than in some previous years, there were almost 90 more com-
plaints received this year than last year. I have previously expressed
a view that the number appeared to be declining. I believed this
reflected the fact that complainants may be reluctant to embark on
the process, given that there is a significant delay between the time
a complaint is received and when it is assigned to an investigating
officer. However, the increase in complaint numbers this year would
seem to suggest that the delay is not a serious impediment to com-
plainants. Most complainants appear to be aware that it could be
some time before their complaint is dealt with by an investigating
officer and are prepared to wait the requisite time, apparently satis-
fied that a thorough investigation will eventually ensue.

The number of complaints received was relatively steady
throughout the year, but there was a marked increase during the
month of May and early June, which coincided with a series on
privacy published in the New Zealand Herald. Table 1 represents the
number of complaints received and disposed of during the finan-
cial year.

1002-5991DESOLCDNADEVIECERSTNIALPMOC:1ELBAT

69/5991 79/6991 89/7991 99/8991 00/9991 10/0002

deviecerstnialpmoC 399 0021 8801 3001 897 188

desolcstnialpmoC 279 078 408 598 659 608

Refer Figure 1 (page 21).

There were 881 new complaints received during the year and
806 complaint files were closed. Of those, 402 complaints were closed
while in the queue and 404 were closed after investigation. At the
end of June, 1041 complaints were current, including 750 which
were in the process of investigation, and 291 which were in the
queue prior to being assigned to an investigating officer. This is
lower than the 623 in the queue at the end of the last financial year,
and lower than the high point of just over 800 during May 2001. As
a result, the time between when a complaint is received and when
it is assigned to an investigating officer has dropped from 18 months
on average to about 12 months.
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FIGURE 1: COMPLAINTS 2000/01
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The concept of a queue of complaint files implies that once re-
ceived and acknowledged, the files remain dormant for a number
of months. This is far from the case. A Complaints Management
Officer, assisted by the Complaints Team Leader and Manager In-
vestigations, communicated with queue complainants eliciting fur-
ther information, clarifying issues and encouraging complainants
and respondents to consider means by which the complaint might
be settled. By this process, during the year 402 complaints were
closed before needing an investigating officer. Other complaints were
closed because they were outside my jurisdiction. These included
some that were concerned with the personal affairs of the respond-
ents and were excluded from my jurisdiction because of s.56 of the
Privacy Act, and some that were referred to the Health and Disabil-
ity Commissioner and the Ombudsman.

It was possible to resolve 80% of complaints within my jurisdic-
tion without forming a final opinion. These included 43 about which
I had formed a provisional opinion but which were settled subse-
quently, and 575 which had no provisional opinion either because
they were settled or because the complainant elected to take no fur-
ther action. These figures reflect the skills of my investigating staff in
assisting the parties to reach a mutually satisfactory settlement.

Dispute resolution captures a major part of my office’s resources.
During the year I appointed more investigating officers to bring the
complement to 10 full time and one part time members of staff. In
addition I have a Complaints Management Officer, whose primary
task is to manage the complaints and correspond with complain-
ants in the queue. She was assisted by the Complaints Team Leader,
and the Manager Investigations when other responsibilities permit-
ted.

Investigation of complaints

Despite the backlog of complaints, almost one third of all com-
plaints are resolved within three months of being received, either
because they are settled or because I have formed a final opinion.

The complaints which are not resolved in the queue are gener-
ally the more difficult ones, and are eventually assigned to my in-
vestigating officers. During the time they have been in the queue,
my Complaints Management Officer and Manager Investigations
have attempted to assemble as much information as possible so
that when they are assigned to an investigating officer some of the
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preliminary investigation work has been completed. This is particu-
larly important where complainants, respondents and witnesses are
required to recollect incidents – it is certainly preferable to obtain
verification of facts soon after the event complained about. How-
ever, many complaints still require quite extensive investigation to
establish the facts and to clarify the issues. Furthermore, the parties
may have become more entrenched in their views after the lengthy
wait, and have a reluctance to re-visit issues which they may con-
sider to be somewhat historical.

Section 74 of the Privacy Act provides that where it is possible
to secure a settlement between the parties and, if appropriate, an
assurance against the repetition of any action which has resulted in
the complaint, I should use my best endeavours to secure such a
settlement and assurance. During the course of an investigation or
while complaints are in the queue, my staff identify those which
are amenable to settlement.

Settlement is reached in a number of ways. I invite the parties
to propose terms for a settlement, and my staff guide them through
a process of negotiation. Often the parties begin far apart, but my
staff are able to encourage them to come to a reasonable resolution,
guiding them to an outcome which is consistent with other similar
complaints. Sometimes, a complainant simply seeks an apology and
an assurance that the situation will not be repeated. Agencies which
are the subject of such complaints are generally very willing to dem-
onstrate that they have put in place processes which will avoid a
recurrence.

Some examples of successful settlements in the past year in-
clude:

• A complainant requested access to information which was be-
ing relied upon to revoke his visitor’s permit. The respondent
did not respond within 20 working days and, while some infor-
mation was eventually supplied, some was withheld for several
months. I found that the agency had breached section 40 of the
Privacy Act by not responding to the complainant within the
statutory time frame. The complainant accepted a payment of
$3500 in settlement of the complaint.

• When an employee left his job, he owed the employer money
for commissions paid on cancelled insurance policies. The em-
ployee began repaying the debt, but disputed the amount owed.
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The former employer lodged the debt with a credit reporting
agency, and the following month the debt was settled. The em-
ployee complained about the debt being listed while discussions
regarding the debt were ongoing and about the employer pro-
viding inaccurate information about the amount of the debt. I
formed the provisional opinion that the employer had breached
principle 11 and that it could not rely on the exception in prin-
ciple 11(a). I also formed the provisional opinion that the em-
ployer had breached principle 3 by not informing the employee
that it intended to list the debt with a credit reporting agency,
and principle 7 because it had not advised the credit agency
that the debt had been settled. I found no breach of principle 8.
After further correspondence, the employer paid the employee
$5000 and the complaint was settled.

• An employee’s name was displayed on a white board at one of
his employer’s offices as being a staff member who was to be
made redundant. The information remained on the board for
several days and was seen by a number of staff members. Fol-
lowing notification of the complaint, the employer offered the
employee $500 to settle the complaint. The offer was accepted
and the file was closed without my having to form an opinion.

Complaints involving access

The right of access to one’s personal or health information is an
important right. As I have observed before, it increases accountabil-
ity in public and private sector agencies. Once an individual has
obtained their personal or health information they have the right
to request that information be corrected or, if the agency is unwill-
ing to correct it, to attach a statement of correction to be read in
conjunction with the original documents. This helps to ensure that
decisions affecting people are based on up-to-date information.

If an individual considers that the agency has not provided them
with all of the information which they believe is contained on the file
and to which they are entitled, my office can review the agency’s deci-
sion to withhold some documents. After reviewing the documents
that have been withheld, I can recommend either that the agency
consider releasing them to the complainant or I will confirm that
the grounds under which they were withheld were made out. Some
agencies have purported to rely on the ground under section 29(1)(b)
of the Privacy Act, which protects the identity of a person who sup-
plied information being evaluative material, apparently unaware
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that this section is read in conjunction with section 29(3) which, in
part, defines evaluative material as being that compiled for employ-
ment and certain other limited purposes.

Of the complaints received this year, 39% included a request for
access to either personal or health information or for information
under section 22F of the Health Act 1956. As can be seen from Table
2, a greater proportion of access complaints are against public sec-
tor agencies.

Some examples of access complaints which have been dealt with
this year include:

• A man who belonged to a club was banished from the club after
a written complaint was made about his conduct by one of the
members. The man requested a copy of the complaint and asked
to know the identity of the informant. The club withheld the
informant’s identity because the informant objected to their
identity being known to the man. It was my provisional opin-
ion that the club did not have a proper basis for withholding a
complete copy of the letter and that the club’s decision to with-
hold it constituted an interference with the complainant’s pri-
vacy. The club responded by advising that it considered the com-
plaint had been addressed when the man saw a copy of the let-
ter with the informant’s identity deleted. I formed a final opin-
ion that the club’s action had caused an interference with the
man’s privacy, and provided information to the man on how to
take the complaint to the Complaints Review Tribunal.
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• The complainant requested information relating to her infant
son’s admission to hospital. Her request was declined on the
basis that she had not been named as the child’s caregiver and
was not the guardian of the child at the time of his admission.
She made a second request for the information, pointing out
that she was the mother of the child and was therefore entitled
to seek and obtain his medical records. She maintained that the
fact that she had not been named as his caregiver was irrelevant.
This second request was declined on the grounds that the mother
was the subject of a restraining order and was therefore not the
child’s representative. I formed the opinion that even though
she was not the child’s caregiver, and her guardianship had been
removed by the Family Court, as his mother the complainant
was his representative. Having established that she was his
representative I then considered whether the hospital had
grounds for refusing to provide the records. With respect to the
first request, I concluded that the hospital had no proper basis
to withhold the information as the mother was the child’s
representative. As for the second request, I formed the view that
the existence of a restraining order did not in itself support the
hospital’s refusal to give her access to the information. In
particular I noted that the hospital did not have any legal
documentation to support the existence of the restraining
order and I was not persuaded that at the time of refusing the
complainant’s request there was a proper basis for it do so.

Complaints involving disclosure

About 38% of all complaints received are concerned with the
disclosure of personal or health information. Principle 11 and rule
11 of the Health Information Privacy Code place limits on the dis-
closure of information. Disclosure is permitted if an exception to
the principle or rule applies - although an agency may decide not
to disclose even if an exception applies.

As can be seen from Table 3, there are more complaints against
private sector agencies than public sector agencies about unauthor-
ised disclosure of information, although the disparity in numbers
is not as great as in previous years. Many disclosure complaints
against agencies arise from inadvertent disclosures of information.
This demonstrates that my education function remains an impor-
tant role for my office and that it is necessary to inform agencies of
their compliance responsibilities.
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Complaints involving disclosure include:

• A life assurance company prepared a sample plan based on one
it had prepared for a family. Although some personal informa-
tion had been omitted from the sample plan, the complainants
considered that enough detail remained to identify them to third
parties and to employees who received a copy of the plan. After
investigation, I formed the provisional view that principle 11(a)
did not permit the disclosure of information about the family
to the company’s employees and others. Following receipt of
my provisional opinion, the company agreed to settle the com-
plaint and the complainants were offered $23,000 which they
accepted.

• A bank customer opened a savings account and applied for a
credit card after separating from her husband with whom she
still retained a joint account. In subsequent dealings with the
former husband concerning the joint account, his former wife’s
address was disclosed to him. The parties agreed to settle the
complaint and so I was not required to form a provisional opin-
ion. The customer accepted payment of $1500 from the bank
and my file was closed.

Other principles

While complaints about access and disclosure constituted the
largest number of complaints, I received complaints about breaches
of all other principles except for principle 12, which deals with
unique identifiers. Alleged breaches of the principles and rules re-
lating to the collection and source of both personal and health in-
formation (principles and rules 1, 2 and 3) comprised 15% of total
received, and breaches of the principles and rules regarding correc-
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tion and accuracy of information comprised just under 10% of
total alleged breaches.

Table 4 (page 29) lists all alleged breaches. Some complaints al-
lege a breach of more than one principle, so the total exceeds the
total number of complaints received.

Some examples include:

• A complainant alleged that the application for an oil company’s
promotional card omitted to advise applicants of the possible
use to which the information would be put. The complaint raised
issues under principles 3 and 5 of the Privacy Act. After investi-
gating the company’s procedures, I was satisfied that the com-
pany had reasonable safeguards in place to ensure the security
of any personal information which it collated. I formed the view
that as the applicant was filling in the form voluntarily, they
would be aware of the fact that the information was being col-
lected. The company had also advised customers on the form
who the intended recipients were, the purpose for which the
information was being collected, and their right to have incor-
rect information corrected. On the basis that there was no in-
terference with the complainant’s privacy, I discontinued my
investigation of the complaint.

• A gym with a large membership disposed of its members’ debit
authorisation forms and staff performance files in boxes, which
were dumped in a rubbish skip. A member of the public found
them in the skip and complained to my office. I investigated
the complaint as a breach of principle 5, which provides that an
agency shall ensure it protects personal information by such
security safeguards as are reasonable. I formed the opinion that
the gym’s actions caused an interference with the privacy of its
members and staff. As a result of the complaint, the gym insti-
tuted practices to ensure the safe disposal of information. I was
satisfied that the procedures it implemented were sufficient to
prevent a recurrence and discontinued my investigation of the
complaint.

Organisation type

The government is the organisational grouping with the largest
number of complaints made against it. This group includes agen-
cies such as the New Zealand Police, the Department of Work and
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Income and Accident Compensation Corporation. The health sec-
tor is the next largest grouping and includes hospitals, medical cen-
tres and other affiliated health providers such as dentists, occupa-
tional therapists, counsellors and physiotherapists. The next group
is “other business” which includes agencies such as retail outlets
and small businesses which are not specifically identified by cat-
egory. Table 5 (page 30) identifies the organisation types.
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Top 8 respondents

By the very nature of the information which they hold and
gather, some agencies are inevitably likely to attract a large number
of requests for access to information. This can then lead on to a
complaint that some information has been withheld, or that the
information held is not correct, or that it has been collected in a
manner or for a purpose which the complainant alleges interferes
with their privacy. The agencies listed in Table 6 were the most com-
plained about in the last year. Between them they attracted 28% of
all complaints.

I observed in last year’s report that my dealings with the New
Zealand Police were less than satisfactory and that I was frustrated
that in too many cases the Police were guilty of undue delay in
dealing with complaints. I am aware that there are resourcing is-
sues, and that it is time-consuming to deal with requests for access
to information. I am pleased to report that there has been some
improvement in the situation in recent months, with responsibil-
ity for dealing with complaints being devolved to regional staff and
a generally more helpful approach being taken.

Complaints Review Tribunal

In cases which have not been amenable to settlement, I may
refer complaints which have substance to the Proceedings Com-
missioner with a view to instituting proceedings before the Com-
plaints Review Tribunal. If I decide not to do this, complainants are
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advised of their right to take such proceedings themselves. During
the year, 28 complainants have done so, and I have referred none.
In respect of one complaint taken to the Tribunal the matter as it
related to one defendant was struck out and the matter as it related
to the other defendant was settled.
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EDUCATION AND PUBLICITY

Seminars, conferences and workshops

Fifty-six seminars and workshops were presented during the year
by qualified and experienced staff from my office.  Both investigat-
ing officers and enquiries officers are involved in presentation of
workshops.  I consider it to be an important adjunct to their com-
plaints-handling role as it enables them to hear first-hand what is-
sues are facing privacy officers in organisations. My staff also have
a breadth of knowledge acquired from dealing with complaints,
which they can share with workshop participants.

Two kinds of workshops are offered.  Standard workshops are of-
fered on a regular basis during the year.  These include half-day intro-
ductions to both the Privacy Act and Health Information Privacy
Code and a full day workshop aimed specifically at the mental health
sector. Twenty of these workshops were offered this year, ten in Auck-
land and ten in Wellington.  I have offered the standard workshop to
agencies which have a number of staff wishing to attend.

I also offer tailored workshops, designed as introductions to the
Privacy Act or Health Information Privacy Code, but specifically
adapted to the organisation involved.  Agencies such as hospitals
find this type of workshop useful as it enables them to train a number
of staff at a time and also ensures that the training is relevant to the
work carried out by the agency.  In addition to the health sector, I
have provided tailored workshops to insurance companies, local
authorities and a credit reporting agency.

The workshops have been very successful in terms of partici-
pant satisfaction. My staff consistently receive very good or excel-
lent evaluations and the workshops consistently meet participants’
expectations.  Of those attending, 84% said that the workshop had
met their expectations and 15% of participants said their expecta-
tions had been exceeded.

Training carried out in the workplace enables my staff to meet
with frontline staff who are required to deal with Privacy Act requests
or to make decisions on disclosures and this has increased our rap-
port with outside agencies and has increased understanding on both
sides. Likewise, the success of our workshops is partly explained by
the participation of Investigating Officers whose practical experience
informs the educative process. There are positive advantages in hav-
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ing the same body provide both compliance advice and investiga-
tive services.

One-day Privacy Forums were held in Wellington and Auckland
at the beginning of the reporting period.

Printed resources

The second edition of On the Record: A Practical Guide to Health
Information Privacy was published in July 2000.

During the year I released 15 case notes on complaints I had
investigated. The objective of the case notes is to report some of the
opinions I have reached on complaints, or to illustrate the types of
complaints I receive and the approach I took on them. Some record
a conclusion I reached for the first time on an interpretation of the
Act. In other cases, the application of the law might have been quite
straightforward but the principles were being applied to a new set
of facts, or in a setting that demonstrated a facet of the application
of the Act that may not otherwise have been understood. Other
case notes have been issued to provide a representative illustration
of the opinions I have reached. My case notes are widely distrib-
uted to law journals, media, privacy officers and others interested
in privacy issues. They are often published in Private Word and are
available free of charge from my office and on my website.

Privacy issues in the media

Certain privacy related topics generated a great deal of publicity
and media interest throughout the year. The New Zealand Herald
ran a series of articles on privacy issues in May. This series provoked
a good deal of interest among the public and coincided with a sharp
rise in the number of enquiries and complaints to my office.

One of the issues that received attention in the Herald series was
the incidence of closed circuit television cameras, particularly in
urban centres.

Use of closed circuit television cameras continues to be a topic
which raises media interest. I commented about a new installation
in Wanganui that it is important that cameras are installed only in
areas where there has been an abnormal incidence of crime, rather
than merely erected “to give people confidence”. The latter approach
is a clue to the fact that cameras do not prevent or detect all street
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offences and that one of the objects of installing them is to pro-
mote a “perception of safety”. Surveillance cameras may be a useful
in some contexts but not in others. For example, if it is not worth
monitoring the screens in “real time”, one has to question whether
the cameras should be left running. Another is that the evidence is
that only certain types of mainly minor offences are detected. There
is also evidence that some offences are detected but Police resources
do not extend to doing anything about them. A full statement of
the purposes and practices under which these cameras operate
should be readily available to the public and signs should indicate
that cameras are operating and where information about them can
be obtained.

The popularly named “computer hacking” legislation was the
subject of numerous media calls to my office. I have made submis-
sions on this legislation and these are available on my website. The
issues arising from the accessing of computers by authorities are
some of the most contentious in this area. I spoke publicly about
the range of privacy issues relating to this area.

Health information privacy is an ongoing area of public inter-
est. Issues arising from the Gisborne cervical cancer inquiry contin-
ued this year and there was, consequently, some media attention
upon the scope of the health information privacy rules. The ad-
equacy of security safeguards for medical records was a related health
privacy issue that arose several times throughout the year.

My office logged 168 media enquiries during the year.

Newsletter

Private Word, the newsletter, is an effective forum to discuss pri-
vacy issues and publicise the activities of the office. It continues to
prove a popular way for agencies and individuals to keep up to date
with privacy concerns and developments. The average print run is
5,500 copies. During the year four issues were released including
three double issues.

Current and past issues of Private Word are available on my
website. I am happy for Private Word to be copied and for the writ-
ten content to be republished in other magazines providing the
source is acknowledged. I have recently begun releasing Private Word
on my website first, enabling faster access for readers.
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My Data Matching Compliance Officer continues to circulate the
Information Matching Bulletin to assist those agencies involved in
the process of data matching and to inform other interested parties.
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ENQUIRIES

Two full time Enquiries Officers have handled 6,563 enquiries
this year.  The majority of these are telephone enquiries on an 0800
freephone number from individuals who require advice on their
rights and entitlements under the Act, or agencies which seek clari-
fication of their obligations.  A smaller number of enquiries are in
the form of written requests for information.

My enquiries staff give individuals information about the relevant
provisions of the Privacy Act and what is involved in making a com-
plaint to my office.  If they have not already done so, my staff will
encourage them to contact the agency directly to determine whether
the matter can be resolved informally. Enquiries Officers also give
compliance advice to government agencies and businesses who ask
for help in complying with the Act. Feedback from public attending
workshops has been that the service is well-regarded and helpful.

Enquiries received

Last year I observed that the number of enquiries received had
fallen for the second year in a row.  That trend has not continued,
and this year shows a significant increase over last year’s figures.
There was a considerable increase in enquiries during May and early
June, (around 50 per day) which coincided with a series in the New
Zealand Herald concerning privacy issues.

Many of the calls to the 0800 number are diverted to a voice
mail system.  Callers are invited to leave a message and my enquir-
ies staff are generally able to return the calls the same day.  This
system enables my staff to spend as much time as is necessary with
each enquiry and to deal with the correspondence that the enquir-
ies generate.  More enquiries were received by email this year (179
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of the 428 written enquiries) and I expect this trend will continue.
Our voice mail message alerts people to our website which may, in
some cases, provide callers with sufficient information so that they
do not require further assistance from the office.

During May and June some enquiries were not responded to.
This occurred when Auckland staff moved to new premises and at
the same time there was a problem in the central business district
telephone system.  This was as frustrating for us as it was for callers
attempting to contact the office.  The problem was rectified and I
believe most callers ultimately were able to make contact with us.

Enquiry topics

One of the recurring themes dealt with by my enquiries staff
was credit reporting and the use of credit information by agencies
for purposes other than credit checking.  Some issues which were
identified included employees using credit reporting facilities to
make unauthorised checks on business associates, acquaintances or
family members, and credit agencies listing disputed debts against
an individual’s name.  Callers have observed that every enquiry
which is recorded on their credit record raises a question in the
mind of a future credit provider as to their creditworthiness.  As an
adverse credit report can have serious repercussions for an individual,
it is not surprising that the use of credit reporting information is of
concern.

Some other common themes include landlord/tenant disputes,
particularly where a tenant has vacated premises with rent due and
the property in a state of disrepair; parents complaining about a
school’s decision not to release information relating about their child
(for example counselling or health advice – including contracep-
tive information) and, on a another tack, enquiries from individu-
als who believe that their residential telephone has been bugged.
There have even been enquiries from parents who report that their
child’s school refuses to check children for head lice “because of the
Privacy Act”!

There is always a steady number of requests from students at
various tertiary institutions for information to assist them with
assignments.  I am pleased to note that many of these requests come
from students in the health sector.  My staff direct them to our
website or provide them with written materials.
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Website

The website operated by my office continues to be a well-used
source of information.  It is regularly updated with fact sheets, case
notes, reports on proposed legislation, speeches and the office news-
letter Private Word.  As many written enquiries are received by email,
information from the website can be attached to responses.

My enquiries staff, along with the investigating officers, are also
involved with the education function of the office.
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SECTION 54 AUTHORISATIONS

This provision is important because it allows me to authorise
actions that might otherwise be a breach of principles 2, 10 or 11. It
can be useful when some disclosure ought to be made in the public
interest where there is a duty under the Act not to disclose, perhaps
because of a failure on the agency’s part to provide for all eventualities.
It allows for an unanticipated collection, use or disclosure that is in
the public interest or in the interests of the person concerned. It
exists as a “safety valve” to address rare and unexpected problems.

In considering applications, I evaluate whether in the special
circumstances of the case, any interference with the privacy of an
individual that could result from the action in question is substan-
tially outweighed by either the:

• public interest in that action; or

• clear benefit to the individual concerned.

Detailed guidelines for any agency considering applying for an
authorisation are available on my office website (www.privacy.
org.nz/comply/comptop.html) or by contacting this office.

Two applications for authorisations were carried over from last
year, with five new applications received this year. I granted two
authorisations and declined five applications.

One of the applications carried over was subsequently granted.
In that case, a large government institution wished to enable its
trainees to receive NZQA equivalence for the on-the-job training
they completed. To do this, certain personal details of the trainees
and the courses they had completed were transferred to NZQA to
enable the equivalence assessment to be carried out and credited.
Identification numbers were to be assigned. I formed the view that
the benefit to the individuals concerned from having their training
NZQA-recognised would outweigh any interference that might
occur to their privacy.

A further authorisation to disclose personal information was
granted to a church. The fund manager of the church wished to
locate individuals for whom money on deposit was held. The church
had tried to contact the individuals through other means, but it
had been without success. The fund manager proposed that notices
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be published in the church’s national and local newspapers in the
hope of alerting the account holders. I took the view that the
benefit to the individuals would outweigh any interference with
their privacy that might occur from the limited disclosure.

One of the applications that had been carried over was declined
because the organisation sought an exemption to allow practition-
ers records to be disclosed to supervisors for peer review. I have
taken the view that an ongoing practice does not fulfil the criterion
of “special circumstances” as required by section 54. An exemption
is designed to enable flexibility in the privacy principles and rules
where there is an unexpected or unforeseen situation or need. The
exemptions that I grant cover highly specific events, and time
limits and other conditions are prescribed in the exemption.

Another application arose from an employment dispute that
had escalated. The employee was making various statements to a
local newspaper which the employer wished to counter. The
employer’s lawyer sought a section 54 authorisation to allow them
to disclose personal information about the employee. I declined
the application for a number of reasons. I did not see that this situ-
ation presented special circumstances or raised a clear public inter-
est. Neither was I certain that disclosing information would neces-
sarily breach principle 11. Agencies are free to point out inaccura-
cies in a third party’s account and to make denials. They are free to
confirm information that has been put into the public arena and
point out that there are other undisclosed facts. They may make
general statements about applicable policies and processes. They
may also set out reasons in a letter to the other party and direct
enquiries to them for that statement.

A further three applications were declined primarily because the
agency making the authorisation application was not the agency
wishing to disclose information. I receive a number of these types
of applications. It appears that some applicants are under the
misapprehension that I can require a third party to disclose infor-
mation. This is not the case. Sometimes there may be persuasive
public interest grounds for information to be disclosed, however,
there is usually no law preventing the agency from disclosing if
they wish to. Certainly, the Privacy Act is not restraining the agen-
cy’s actions and so it is not possible for me to grant an authorisa-
tion in those cases.
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LEGISLATION

New and existing legislation has significant potential to impact
on the privacy of individuals – frequently to detrimental effect,
occasionally beneficial.  Scrutiny of proposed laws is an especially
important function of my office since, once passed, other statutes
and regulations will prevail over the information privacy principles
in the Privacy Act.

Of course, it is entirely open to any government and Parliament
to enact legislation which treads heavily on privacy.  I cannot pre-
vent that.  My role with respect to new legislation is akin to a
“privacy watchdog”: my bark can deter unwanted intruders or warn
the occupiers of danger.  However, the watchdog analogy does not
fully describe my role.  My staff are active in working with officials,
and advising Ministers and select committees about the privacy risks
or implications of proposed new legislation and in assisting to find
innovative legislative solutions to achieve public objectives while
preserving privacy to the maximum possible extent.  To continue
the canine analogy, I might be thought of as a “privacy guide dog”
leading legislators around dangerous potholes.

The Cabinet Office Manual requires Ministers to signify com-
pliance with the principles and guidelines of the Privacy Act when
seeking to introduce bills into Parliament or when proposing new
regulations.  I am frequently consulted by officials in departments
in relation to new proposals.

My office also tries to scrutinise all bills introduced into Parlia-
ment.  Where there are privacy implications my office is supposed
to be consulted in the pre-introduction phase. Therefore there should
not normally be surprises in bills introduced into the House.  How-
ever, that is not always the case.  Sometimes privacy issues have not
been recognised in advance by departments.  Also, members’ bills,
introduced by backbenchers, have not usually been the subject of
consultation.  I welcome approaches from MPs and am willing to
comment on draft members’ bills, if asked.

One of my explicit statutory functions is to examine any pro-
posed legislation that may affect the privacy of individuals and to
report the results to the Minister of Justice.  During the year I
submitted seven reports to the Minister on proposed new govern-
ment legislation.  In addition, I provided a report on my own
proposals for legislative amendment to the Fourth Schedule of the
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Privacy Act to replace the information matching rules (discussed in
the information matching section of this report).  I record a small
selection of the legislative matters upon which I commented dur-
ing the year.

Crimes Amendment Bill (No 6)

I reported last year on the introduction of the Crimes Amend-
ment Bill to establish new computer crimes.  I mentioned that
a companion set of amendments establishing an offence of
unauthorised access to a computer system (often called “hacking”)
was yet to be introduced.  I added that:

It is apparent that while an anti-hacking offence itself is uncontro-
versial, the creation of a statutory exemption for law enforcement
and intelligence agencies will be.  There is concern that the provi-
sion might become an open-ended authorisation for new electronic
State surveillance.  I will follow the matter closely during the
coming year.

The provisions concerning unauthorised access to computer
systems were introduced in Supplementary Order Paper No 85 and
did become controversial.  I reported to the Minister on SOP No 85
in December 2000.

SOP No 85 was to make two principal amendments to the Crimes
Act which I supported:

• broadening “crimes against personal privacy” by including the
interception of non-oral private communications within the pro-
hibition against intercepting private communications;

• creating a new offence of accessing a computer system without
authorisation.

The expansion of laws against unauthorised interception of
private communications to encompass communications such as faxes
is an overdue and welcome reform.  Similarly, the criminalising of
hacking into computers is beneficial to privacy.  However, the bill
did not simply seek to criminalise such action.  It also provided ex-
emptions and authorisations for state intrusions of the same type.  In
my view, this represented a significant risk to privacy and my recom-
mendations sought to limit state intrusion and promote appropriate
control and accountability when such intrusions were warranted.
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My principal recommendations included:

• Ensuring that new exemptions to the interception law cannot
be made by delegated legislation;

• subjecting Internet service providers and telecommunications
network operators to criminal sanctions if they retain, use or
disclose private communications obtained during maintenance
work (a matter I also took up in relation to the Telecommunica-
tions Bill mentioned elsewhere in this report);

• delaying exemptions from the new laws for the Government
Communication Security Bureau until it is placed on a statu-
tory footing and is subject to an interception warrant process;

• opposing the pernicious practice of police hacking into compu-
ter databases;

• calling for full and meaningful public reporting of any state prac-
tices involving intercepting non-oral communications and ac-
cessing computer systems.

My report to the Minister was duly copied to the select commit-
tee as is the usual practice and I appeared before the Law and Order
Committee to give evidence in March 2001.  In May the Commit-
tee posed several questions to me relating to my report which
touched upon the scale of trawling or browsing through personal
information.  I prepared a supplementary report which I gave to
the Committee on my second appearance in mid-May.  One of the
concerns that I had related to interception under “other laws” rather
than through the use of an interception warrant.  I strongly recom-
mended that the wording be tightened up to promote transparency
and accountability.  At the Committee’s request I also provided in-
formation about the practice in Australia, at federal and state level,
of auditing compliance with interception warrants.

The Select Committee reported back on the bill after the end of
the year in July.  A number of the points that I raised had been
addressed.  I remained concerned at a provision that I believe is not
tightly enough drawn allowing law enforcement access to compu-
ter systems under laws other than the Crimes Act itself.  I am
unaware of what the supposed authority in other laws is and there-
fore cannot be sure about the justification nor the conditions un-
der which such access would be carried out.  Other laws would not
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provide the level of accountability contained in the Crimes Act (such
as high level authorisation only for specific statutory purposes, the
safeguarding and ultimate destruction of information obtained, the
reporting to a judge on the specifics of particular warrants and to
Parliament in more general terms).  I was also concerned that an
unprecedented and unheralded provision was slipped in making it
a crime to disclose the existence of an interception warrant.  The
drafting of the provision is so wide that it makes, in my view, un-
warranted intrusion into freedom of speech.

Children, Young Persons and Their Families Amendment
Bill (No 3)

Several years ago I was consulted by the Department of Social Wel-
fare about a replacement for 1986 regulations governing residential
care of children and young persons (see the account in my 1996/97
annual report).  The regulations affected the privacy of young people
since they touched upon such matters as unannounced inspections of
residences, the keeping and accessing of registers, personal visits, com-
munication and the interception of personal correspondence.  I also
took an interest in the regulations dealing with internal examinations
and strip searching before placement in secure care.

A primary purpose of the Department’s review was to bring the
old regulations into accordance with the New Zealand Bill of Rights
Act 1990.  Overall, the regulations improved the position for the
personal privacy of young people in such residences consistent with
the need for security and appropriate care.

The resultant 1996 regulations came in for scrutiny by the Regu-
lations Review Committee in 1997.  The committee made some ad-
verse findings and recommended that the powers contained in the
regulations relating to search and seizure be set out in primary
legislation which should be enacted as soon as possible to replace the
regulations.  By 2000, officials were actively working on implementing
those recommendations and consulted me on an amendment bill.
While I was supportive of the basic notion that these intrusive powers
should be located in primary rather than secondary legislation, I urged
that consultation be undertaken among interested
people outside the government on the substance of the provisions to
govern residential care facilities. The opportunity to do so was not
taken since the policy position was to make no substantive change
to the powers.
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Following the introduction of the amendment bill to Parliament
I submitted a report to the Minister.  While I acknowledged that it
was a positive gesture to locate the powers in primary legislation, I
was concerned that the legislative approach taken preserved the
effect of the existing regulations while creating new powers of search
and seizure in the statute.  It appeared possible that this might in-
advertently lead to an expansion of powers of search (as powers
would be derived from both the Act and regulations).  Furthermore,
the resultant approach was complex, which might lead to difficulties
in statutory interpretation and diminish transparency of the entire
scheme of controls.  I suggested that the bill require the existing
regulations to expire after a certain period.  This would allow their
orderly replacement by a revised set of regulations developed in
accordance with the new statutory framework.

While my recommendations in respect of the bill were not
adopted, amending regulations were made revoking the powers
relating to internal examinations in the 1996 regulations.

Electoral laws

Electoral law and practice continues to evolve.  Since informa-
tion about people – their entitlement to enrol, their status as an elec-
tor, and their choices as a voter – is central to electoral processes,
change is bound to raise information privacy issues.

During the year my office was consulted by officials on a number
of proposed electoral laws, including:

• Local Electoral Bill – issues worked through included, amongst
others, the manner in which the public register provision was
drafted, the workings of the suppression regime in the Domes-
tic Violence Act 1996, and the display of candidates’ details on
official websites;

• Local Electoral Regulations 2000 – one of the issues concerned
the means to ensure the personal safety of ratepayer nominees
where those persons have special reasons to keep their details
confidential;

• Education (School Trustee) Elections Regulations 2000 – in this
case the Department took the innovative course of providing
that while the electoral roll is to include both name and address
of all voters (typically parents), only the names and not the ad-
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dresses would be available for public inspection, (similarly can-
didates’ home addresses would not be published);

• Electoral Amendment Bill (No 2) – there were two significant
features of this bill for my office relating both to information
matching and the secondary use of electoral information for
iwi affiliation registration purposes.

Electronic voting at local body level

The Local Electoral Bill contained a radical feature which I high-
lighted in a letter to the Minister and in a submission to the select
committee.  This concerned the authorising of “any form of elec-
tronic voting” as a voting method.  “Electronic” was defined to
include “electrical, digital, magnetic, optical, electro-magnetic,
biometric and photonic”.  The bill did not contain any detail about
electronic voting but merely that it could be adopted only where
provision for it is included in regulations.

In a letter to the Minister, I drew attention to the matter and
stated:

This bill seeks to provide unlimited authority for the adoption
of electronic voting at local body level so long as the necessary
regulations are issued.  To give such legislative authority thereby
takes Parliament out of the picture in relation to the authorising
of particular electronic voting methods.  The public scrutiny of
select committee hearings is also absent in regulation making.  In
my opinion, local democracy is too important to be used as an
experimental test-bed for new technology.  Public trust in the elec-
toral process is vital to a free and open democracy.  Great care
should be taken in authorising the adoption of technologies for
political representative elections.  I question how any Govern-
ment or officials could offer assurances about the use of new elec-
tronic technologies in voting processes when the proposed law is
entirely open ended as to the methods that might be regulated for.

At some stage in the future, when the issues have been fully
studied, technologies have been tested thoroughly in a range of
less critical circumstances, New Zealand has identified appropri-
ate electronic voting methods in which the public has trust, it
would be appropriate for primary legislation to authorise those
particular methods.  We are not yet at that stage.
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Noting my submission, the select committee agreed that a cau-
tious approach should be taken to new voting methods and that
they should be considered carefully.  As a result they added a new
requirement that regulations authorising the use of a new voting
method be made only after the Minister of Local Government has
consulted with representative organisations and persons likely to
be substantially affected.

While the select committee’s change may be welcomed, I ques-
tion whether law makers should provide for “electronic voting”
when they do not know precisely what is in contemplation.  The
bill represents a worrying approach.  It suggests an enthusiasm for
technology notwithstanding that at the point that the bill is passed
no-one will be able to explain how electronic voting might reason-
ably be provided for in a way that guarantees the secrecy of the
ballot, security of electoral systems, public trust and equity of
access.  The approach also presumes that electronic voting (and the
choice between different systems) merely raises minor issues of tech-
nical detail which can safely be left to the Executive after consulta-
tion with some interested parties.  It was surprising to see Parlia-
ment withdrawing from involvement in such an important consti-
tutional matter. One of the lessons from the United States’ presi-
dential election is that election technology is a matter which should
be given careful study by those responsible for authorising it.  I see
no place for rushing to authorise electronic voting when none of
the necessary policy work has been undertaken on clear practical
options nor a full public debate carried out.

Data matching as part of continuous electoral enrolment

Current electoral law provides that every three years, prior to
an election, there is a re-enrolment exercise whereby all enrolled
voters are required to confirm that their details remain correct.  This
is achieved through the dispatch of postcards to the registered
addresses of electors.  The postcards must be signed and returned.
If a postcard is returned undelivered, or otherwise not returned, the
enrolled voter is placed on a dormant roll and if they do not other-
wise re-enrol they will need to cast a special vote, on election day.
The Electoral Amendment Bill (No 2) will change this to a system of
“continuous enrolment”.  While it is currently intended that simi-
lar reminder postcards be dispatched every three years there will be
no obligation on individuals to return those to confirm details.  En-
rolled voters will be presumed to remain enrolled unless they
notify a change of details themselves or unless the Electoral Enrol-
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ment Centre (EEC) has some other information to suggest a change
in details (for example, if the postcard is returned by New Zealand
Post undelivered).

Obviously, such a change in practice runs the risk of introducing
significant error into the electoral roll which would be compounded
as the years go by.  Accordingly, other methods are being utilised to
identify voters whose details have changed or who may be eligible
to enrol.  A principal means by which this will be done is three new
information matching programmes whereby the electoral roll will
be compared with:

• motor vehicle register details;

• driver licence details;

• details held by the Department of Work and Income.

Officials have been working through the many information-related
technical, operational and legal issues associated with the three new
programmes with staff.  The challenges in successfully operating such
major data matching programmes should not be underestimated
and I will report more fully next year, when at least the first of the
programmes is scheduled to be operational.

Use of electoral information for iwi affiliation registers

My office has been consulted over several years on a proposal to
allow the use of some electoral information for the purposes of a
private body or bodies seeking to successfully establish national
registers of iwi affiliations.  New Zealand law makes it compulsory
for eligible adults to enrol to vote and I look with concern at major
proposals to allow such information to be diverted to other
purposes. Such concern would normally be compounded where the
information is sensitive information about ethnicity and is to be
used by a private body rather than an accountable public body.  A
fundamental privacy principle is that personal information obtained
for one purpose should not normally be used for a completely dif-
ferent purpose.  Secondary use might also raise pragmatic concerns
about deterring voters from enrolling, or declaring their Maori de-
scent, because of concerns over the non-official use.  This might
especially be the case if the body receiving the information were
ever found to have misused the information or otherwise acted in
an inappropriate or unexpected way.
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On the other hand, information held by the Registrar of Elec-
tors is one of the most comprehensive sources of information about
persons of Maori descent.  Given the advice of officials that there is
a public interest in enabling such private registers to be established,
I took the view that there was a case to allow some secondary use -
notwithstanding an inroad into the privacy expectations of
persons enrolling or enrolled to vote.  That could be achieved, in
my view, by the EEC undertaking a mail-out on behalf of any
approved body running an iwi affiliation register.  There would be
no direct disclosure of information from the EEC to a private body.
The package of materials sent out would include an explanation
about what was involved and include a simple return postcard ad-
dressed to the approved body (not the EEC) for those who wished
to participate.  Beyond the initial mail out (and subsequent mail
outs to newly enrolled voters) the Registrar of Electors would have
no involvement and there would be no further use of electoral
information.  This would be very easily achieved in a legislative
sense and would be far less complicated than what was proposed by
the Government or select committee.

Unfortunately, the bill deals with the matter in a far less satis-
factory way from a privacy perspective.  It anticipates people who
wish to participate in the iwi affiliation register returning their
details to the Registrar of Electors and for the EEC to process those
details and send them electronically to the approved body.  This
would be done on an on-going basis not simply with new registra-
tions, but also for all change of address information as well.  In
other words, the EEC will be providing an address-updating service
for a private body.  There is also a possibility that the unique iden-
tifier assigned to all adult New Zealanders by the Registrar of Elec-
tors is now to become the identification number for the private
bodies, contrary to information privacy principle 12.

In my view, the outcome is less satisfactory from a point of prin-
ciple in the way it handles compulsorily acquired and sensitive
information than it could have been.  It unnecessarily integrates a
private body’s requirements and information practices into the law
governing elections.  A lot of the relevant policy work has also been
undertaken alongside the passage of the legislation rather than pre-
ceding it.
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Electricity Industry Bill

This bill was introduced to give effect to recommendations of
the Ministerial inquiry into the Electricity Industry.  It allowed for a
code on access to information for beneficiaries of customer and
consumer trusts to be established by regulations.  The regulation
making power was in three parts providing for:

• information access and open meeting regimes;

• a body to review contested information access and meetings
decisions;

• rights of appeal or review.

While I supported information access and open meetings as
appropriate accountability mechanisms, I suggested some fine
tuning amendments in a report to the Minister.  In particular, it was
important that the access rights in information privacy principle 6
not inadvertently be diminished as a result of the overlap with any
new code.

Among other observations in the report:

• I recommended that it be made clear that the new code would
not limit individual rights of access provided in the Privacy Act.

• I suggested that the meetings be required to be open not only to
beneficiaries (that is persons in the particular district) but also
to bona fide news media.  Otherwise a journalist could be ex-
cluded because he or she happened to reside elsewhere or
because the newspaper was based in another district.

• The regime did not nominate a body for review of access deci-
sions.  However, the proposed Electricity Ombudsman would
be suitable given that the investigative and conciliatory nature
of ombudsmen processes have been proved through the Om-
budsmen’s office and my own;

• I opposed the attempt to oust the application of the Regula-
tions (Disallowance) Act 1989 and noted the importance of such
safeguards in relation to delegated legislation.
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In an unusual move, the measure was discharged from a select
committee shortly after the end of the year.  The Government in-
tended to reintroduce the measure taking into account aspects of
the select committee scrutiny, including changes which would
address most of the concerns I expressed.

Government Communications Security Bureau Bill

I welcomed the step taken by the Government to place the Gov-
ernment Communications Security Bureau (GCSB) on a statutory
footing for the first time.  This step accords with recommendations
I have made on previous occasions and the new statutory mandate
promotes transparency, certainty and legitimacy.

In my report to the Minister I acknowledged a variety of posi-
tive aspects of the bill.  I had been consulted by the Department of
Prime Minister and Cabinet in the preparation of the legislation
and a number of the suggestions I had made were accepted.  Nota-
ble features of the bill included:

• an attempt to define the objectives and functions of the Bureau
and to limit GCSB’s activities to those prescribed matters;

• a prohibition on unauthorised disclosure of information by
GCSB;

• a full annual report with a “censored” edition tabled in Parlia-
ment and made publicly available;

• subjecting the interception of communications to a warrant process
with safeguards modelled on other interception legislation;

• giving the Inspector-General of Intelligence and Security a specific
function to review the appropriateness of procedures adopted
by GCSB to comply with interception controls.

In my report I made a number of suggestions for change to the
bill relating to both technical and substantive matters.  For example,
the clause providing the circumstances in which an interception
required a warrant or authorisation referred at one point to the
“physical connection” of an interception device to part of a net-
work.  However, there are means of interception for which a physi-
cal connection is not required, such as those utilising an induction
coil to translate electromagnetic emanations into useable form.
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 I suggested that a further phrase be included to make it clear that a
warrant is required wherever there is an interception of any private
communication.

I also noted that there was a duty to minimise the impact of
interception on third parties, a provision contained in other mod-
ern interception legislation which I supported.  However, the bill
omitted a corresponding duty in relation to authorisations for com-
puter access.  I suggested that an added duty should be to avoid
damage to computer systems.

Finally, I repeated the suggestion made previously that several
additional information privacy principles should be applied to GCSB.
I am confident that this can be achieved without in any way hin-
dering the operational effectiveness of the Bureau and that the prin-
ciples instead represent a statutory obligation of good information
practice for which there are associated accountabilities.  The bill
had not been reported back to Parliament by the end of the year.

Public Trust Bill

I raised several points in a report to the Minister on the way this
bill (which replaces the Public Trust Office Act 1957) affects the
handling of personal information.

One clause provided:

Right and powers of Minister of Finance
(1) Public Trust must furnish to the Minister of Finance, or to

any officer of the Treasury authorised by the Minister of
Finance, all such information as the Minister of Finance
requires.

(2) Despite subsection (1), Public Trust must not, without lawful
authority, disclose any information held by it in a fiduciary
capacity.

There was no direct equivalent to this in the earlier Act.  Subsection
(2) provides an important protection for information held “in a
fiduciary capacity”.  However, it is conceivable that Public Trust
could hold sensitive personal information in other capacities.  In-
formation about employees would be an obvious example.  Public
Trust will also hold personal information in respect of administra-
tion of estates which may not be said to be subject to a fiduciary
duty.  Fiduciary duties are owed to its customers, the people for
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whom it is authorised to act but not, for example, to a claimant on
an estate.  I was of the view that the Public Trust should not be
obliged to share information gained in the administration of a par-
ticular trust or estate with a Minister of the Crown.

I suggested that the clause be made subject to secrecy require-
ments.  One means would be to include a clause modelled upon
section 18(3) of the State-Owned Enterprises Act 1986 which states:

The Board of a State-enterprise shall not be obliged by subsection
(1) ... to supply to any Minister any information relating to an
individual employee or customer of the State-enterprise, or any
subsidiary of it, or any other person, if the information supplied
would enable the identification of the person concerned.

The Finance and Expenditure Committee, which considered my
report, agreed with the concerns I expressed and recommended an
amendment limiting the power of Ministers to require information
and a further clause to require or permit Public Trust to refuse to
supply information on fiduciary or privacy grounds.  I set out the
new clause in full since similar provisions entitling Ministers to have
access to sensitive information has been included in other bills and
the provision may serve as a model to show how it is possible to
strike an appropriate balance.  The clause provides:

Refusal of request to supply information
(1) A request for information under section 45 must be refused if

the information:
(a) is held by Public Trust in a fiduciary capacity; or
(b) relates to a particular matter in which Public Trust, or

any person appointed or employed by Public Trust, is re-
quired act judicially.

(2) Subsection (1) applies despite any other enactment or law.
(3) A request for information under section 45 may be refused if

the withholding of the information is necessary to protect the
privacy of a person (whether or not a natural person or a
deceased person).

(4) The reason for refusal in subsection (3) applies only if it is
not outweighed by the requesting Minister’s need to have the
information in order to discharge that Minister’s Ministerial
duties.
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Statistics Act 1975 – Census

The five-yearly census was held in 2001.  Internationally, cen-
suses have been a “flash point” privacy issue with areas of tension
ranging through the comprehensiveness or intrusiveness of the
questions to be asked, the possibility of returning to certain indi-
viduals with supplementary questions depending upon their de-
clared characteristics, administrative use of identifiable data, reten-
tion and accessing of census forms, and the coercive powers in rela-
tion to individuals who do not complete particular questions.  In
some European countries the sensitivities are such that a national
census has been discontinued altogether.

The processes adopted in New Zealand avoid some of the fea-
tures people find objectionable in some other countries.  For in-
stance, each individual completes their own form whereas in some
countries, such as Australia, a single person completes a form for all
members of the household.  In the collection process there are also
means by which privacy is preserved and there is a statutory right
to refuse to answer the question about religion.  There is also a
degree of public confidence in Statistics New Zealand, since succes-
sive Government Statisticians have maintained the secrecy of the
census and a reputation for respecting confidentiality.

One of the ongoing debates in New Zealand has been in relation
to the retention of census forms after they are no longer needed for
statistical analysis.  The practice in some countries has been to retain
the completed census forms for later public release.  The Statistics
Act permits the Government Statistician to take the decision to re-
tain the census forms and for these to be placed in National Archives
to be opened 100 years later.  The local practice has generally been to
physically destroy the census returns.  This engenders public confi-
dence in the secrecy of the census and enables the Government Stat-
istician to give absolute assurances of confidentiality.  However, since
the 1960s some Government Statisticians have authorised the reten-
tion of the forms from every second census.  In earlier years there
was a limited degree of transparency and citizens would not neces-
sarily have known of this decision.  However, with the enactment of
the Privacy Act 1993, information privacy principle 3 requires that
when collecting personal information from individuals the individuals
be made aware of a number of things.  This would mean, in the
context of the census, that individuals be told if the ultimate recipi-
ent of their completed census forms is to be National Archives with
the information made publicly available at some point in the future.



A.11 56

Report of the Privacy Commissioner for the year ended 30 June 2001

If the pattern of keeping every second census had been contin-
ued, the 1996 census would have been placed in National Archives.
This was the first census undertaken since the enactment of the
Privacy Act.  The then Government Statistician took the decision
not to retain the census in National Archives.  He took the view
that this enabled him to give absolute assurances of confidentiality
which were conducive to a successful census which was, of course,
his prime responsibility.  Indicating that the census returns would
be retained could potentially diminish the trust residing in Statis-
tics New Zealand and cause problems for the census through di-
minished cooperation or the provision of false information.

In the preparation for the 2001 census Statistics New Zealand
examined the option of keeping the census on a consensual basis
which offered the possibility of maintaining public trust and coop-
eration while allowing for the storage of forms where this was an
individual’s wish.  Following careful study by the Department, a
proposal was developed and detailed consultation with my office
followed.  The Department’s proposal had already addressed the
key privacy issues.  A number of remaining matters of detail were
worked through, such as whether proxy consents could be accepted
(such as parents on behalf of their children) and the withdrawal of
consent subsequent to the undertaking of the census.

I was satisfied with the approach ultimately taken which in-
cluded:

• retention only of the individual forms, not the dwelling forms
(since it would be complex to devise a suitable consent form for
an entire household);

• the keeping only of individual forms where consent of the per-
son concerned had been given, and not accepting proxy con-
sents;

• full information as to the retention in the census form itself
and the help notes;

• the right for individuals to withdraw consent for retention at
any time after the census.

Individuals who wish to withdraw their consent to the reten-
tion of a census form must deal directly with Statistics New Zealand
who will carry out the destruction.  In the case of a dispute, a com-
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plaint can be taken to the Privacy Commissioner of a breach of
information privacy principle 9 alleging the continued retention of
personal information for which there is no further lawful use.

Statutes Amendment Bill - Privacy Act amendments

Readers of my previous annual reports will know that I have
placed a great stress on New Zealand’s achieving a finding of “ad-
equacy” by the European Union under its Data Protection Direc-
tive.  The 15 EU countries have data export controls in their na-
tional laws which constrain the transfer of personal data to coun-
tries that do not offer an “adequate” level of data protection.  A
finding of adequacy would facilitate the free flow of personal data
between Europe and New Zealand and be a significant benefit to
New Zealand businesses involved in international data processing.
Such a finding would also be valuable in terms of the growing
number of countries outside the EU that also possess data export
controls (including other European countries in the European Eco-
nomic Area and those seeking to join the EU from Central Europe,
plus Canada, Hong Kong and Australia).

The European Commission is undertaking a detailed examina-
tion of New Zealand law and practice in order to advise European
institutions about whether a finding should be made in New Zea-
land’s favour.  Given the breadth of the study, it is not possible to
predict with certainty all the issues that might be raised.  However,
two clear cut issues have been apparent for many years.  These re-
quire an amendment to the Privacy Act if New Zealand is to have
any chance at all of achieving a finding of adequacy.  The amend-
ments in question constitute the very minimum to satisfy the EU
requirement.  It is possible the EU may not be satisfied with those
two changes, although in my opinion they should be sufficient
depending upon how the EU approach develops.

The Statutes Amendment Bill introduced in December 2000
would make two amendments to the Privacy Act.  The first would
remove the requirement that in order to exercise a legal right of
access under information privacy principle 6 a person must be a
New Zealand citizen, permanent resident or in New Zealand at the
time of the request.  Dropping that requirement will enable Euro-
pean residents and others to exercise rights of access without hav-
ing to travel to New Zealand.  The change is not expected to be
problematic for businesses or Government departments and is a
change that would be justified even if New Zealand was not seeking
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a finding of adequacy.  It is a simple matter of fairness and good
information handling practice that individuals should have such
rights of access.

The second change would empower the Privacy Commissioner
to issue a transfer prohibition notice in certain cases where per-
sonal information is received from another country, passes through
New Zealand and is transferred onwards to a country not offering
an adequate standard of data protection.  The Commissioner would
be empowered, but not required, to prohibit such a transfer unless
measures could be taken to ensure a level of data protection con-
sistent with international standards.

The bill had not been enacted by the end of the year.

Telecommunications Bill

Telecommunications have numerous implications for the pri-
vacy of individuals.  Particularly significant are the links between
communications networks and other services and technologies such
as computers.  The Internet, in just a few years, has changed the
way we communicate and the manner in which business and gov-
ernment delivers services, all the while creating personal data trails
and a host of privacy issues.  Convergence with other technologies,
such as radiocommunications, video and biometric applications,
are also having profound results.  The pace of technological change
is unlikely to slacken any time soon.

The information privacy principles apply to the many circum-
stances in which telecommunications are involved in personal in-
formation handling.  The Act empowers me, by code of practice, to
prescribe standards that are more stringent or less stringent than
the principles, or to provide how the principles should be complied
with.  As noted elsewhere in this report, I intend to issue a code to
address telecommunications issues more precisely.

The information privacy principles are subject to the require-
ments of other enactments.  Furthermore, there are some privacy-
protective things that other enactments can do which a code of prac-
tice under the Privacy Act cannot.  A simple example is to create
criminal offences for intrusive behaviour.  For these reasons I exam-
ined the Telecommunications Bill and submitted a report to the
Minister of Justice drawing attention to two matters.
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The first aspect of my report touched upon an offence provision
in the existing law, which was to be re-enacted in the new Telecom-
munications Bill, relating to “misuse of a telephone station”.
Offensive telephone calls are a significant problem.  Network op-
erators have a key role in investigating complaints, counselling sub-
scribers, denying service to offenders and, where necessary, prepar-
ing cases for prosecution.  In my report, I noted that offensive calls
can sometimes be characterised as an intrusion into privacy.
Recipients of calls at their home perceive their private space to have
been violated.  Sometimes the nuisance calls also involve an ele-
ment of targeted harassment, where the caller knows personal in-
formation about the person being called.

Information privacy issues also arise after offensive calls have
been made.  To investigate complaints the network operator will
use systems data that has been generated for connection and bill-
ing purposes in order to investigate the allegations.  At some point
the network operator may identify the subscriber to the telephone
station from which the call is made.  Further investigation may
reveal the identity of the caller (who may not, of course, be the
subscriber).  There are a number of issues about how that informa-
tion is used and what is to be disclosed to the complainant – in-
cluding the vexed question of whether the identity of the subscriber
or caller should be revealed.

In my report I raised the matter of offensive data transmissions
for consideration.  When the 1987 Act was passed, businesses used
facsimile machines widely, although few homes had the capacity
to receive fax transmissions.  Email was not in contemplation in
business or home.  I suggested that the offence provision be clari-
fied if it is not clear that it applies to the transmission of offensive
faxes and emails.

The second focus of my report related to the monitoring of
telecommunications.  The bill proposed to re-enact, without change,
a clause from the 1987 Act which  provided:

Any employee of a network operator or any person who is eligible
to be declared to be a network operator may, when acting in the
course of, and for the purpose of, his or her duty, intercept any
telecommunications by means of a listening device or any other
device for the purposes of maintaining telecommunications
services.
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I recommended that the law be amended to provide that:

• any information obtained by a network operator or its employ-
ees or agents under the provision must only be used for the
purposes of maintaining telecommunications services;

• such information must not be disclosed to anyone, other than
the individuals concerned, except where required by law.

Those restrictions should be accompanied by an offence provi-
sion for breach.

The bill had not been passed by end of the year.  However, in
mid-September, the Commerce Committee reported back and
accepted my recommendations in relation to the monitoring of
telecommunications.  A new offence provision will be applied to
any person who uses or discloses information obtained under the
exemption for a purpose that is not authorised by the statute. It
carries a $2,000 fine ($5,000 in the case of a body corporate).

Victims’ Rights Bill

In last year’s annual report I noted that a Victims’ Rights Bill
had been introduced prior to the general election.  My first report
to the new Minister of Justice concerned this measure and made a
number of recommendations for change.  The new Government
had its own policy on the subject and introduced a Supplementary
Order Paper making substantial changes to the bill.  I am pleased to
say that many of the recommendations I made in my first report
were adopted.

Having seen the new Government’s proposal, I made a further
report on the Victims’ Rights Bill in January 2001 in which I reiter-
ated some of the earlier recommendations that had not been adopted
and offered further recommendations in relation to the new provi-
sions.

Among other points raised in my further report:

• the withholding of victim impact statements from offenders is
problematic and may not be justified;

• although the provisions of the bill were being restyled as “rights”
rather than “principles” they were in most cases not enforce-
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able in a legal sense and it might be appropriate to either make
them fully enforceable or avoid calling them “rights”;

• I made a number of drafting recommendations and also some
technical recommendations concerning the interaction with the
Privacy Act;

• consideration should be given to enabling victim impact state-
ments to be delivered by a live presentation by the victim on
closed circuit television or a pre-recorded videotape.

The bill had not reported back at the end of the year.



A.11 62

Report of the Privacy Commissioner for the year ended 30 June 2001

FUNCTIONS UNDER OTHER ENACTMENTS

A number of functions, powers and duties are conferred or im-
posed upon me by enactments other than the Privacy Act. The func-
tions tend to be of four types:

• complaint mechanisms;

• requirements for my approval to agreements;

• obligations to consult with me; and

• my appointment to other bodies.

It can be convenient for a government or for Parliament to
confer functions on the Privacy Commissioner in another law for
several reasons. For example, a proposal contained in that law might
raise public concerns. Without abandoning the basic proposal, con-
ferring a special “watchdog” role upon the Commissioner may allay
public concern and allow the proposal to proceed. Typically, this might
involve requiring a public agency to consult with the Privacy Com-
missioner in the implementation of a new scheme. Sometimes plac-
ing a complaints function with the Privacy Commissioner will be
more cost effective than creating a special new procedure or com-
plaints body, especially when complaints are expected to arise only
rarely. A complaints role might be conferred upon the Commissioner
if there is concern that new powers might be used in an unexpected
or unreasonable way or that something might go wrong.

Complaints under other legislation

Although comparatively few complaints were received under my
alternative complaints jurisdictions, each fulfils an important check
on the exercise of particular statutory powers. The mere existence of
a right to complain about the effect on privacy from the exercise of
another statutory function can lead to additional care being taken by
officials in the exercise of their statutory powers - including develop-
ing processes and safeguards to ensure that complaints do not arise.

I am empowered to receive complaints under section 22F of the
Health Act 1956 about a failure or refusal to transfer health records
between health agencies or to an individual’s representative. This
function has been discussed in more detail in earlier annual reports.
Twelve complaints alleging refusal to provide health records under
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section 22F were received this year. Of those, seven were requests
by parents for access to information relating to their children’s
medical files, and two were requests by individuals seeking health
information about a deceased parent.

Part VI of the Domestic Violence Act 1995 gives me jurisdiction
to investigate complaints against refusals by registrars to suppress
residential details on certain public registers following an applica-
tion from someone who has had a protection order and fears for his
or her personal safety if those details were to be released. No com-
plaints under the Domestic Violence Act were received this year.

I received one complaint under section 11B of the Social Secu-
rity Act 1964. This section provides that a person may complain to
the Privacy Commissioner about a breach of a code of conduct
issued by the Chief Executive of the Department of Work and
Income under that section.  Part VIII of the Privacy Act applies to
such complaints as if the code of conduct were a code of practice
under the Privacy Act.  The code of conduct governs demands by
the Department of Work and Income to supply information or docu-
ments about beneficiaries under section 11.

Approval of agreements

Section 35 of the Passports Act requires my approval to be ob-
tained in relation to agreements to supply information from the pass-
ports database by the Department of Internal Affairs to the New Zea-
land Customs Service. An agreement was drafted during the year with
input from my office and my approval to the final agreement was
given on 11 July 2001, shortly after the year ended. It is pleasing to
report that this disclosure of information from the passports data-
base, which has been taking place since 1992 without the required
authority of an approved agreement, has finally been regularised.

My approval is also required under section 36 of the Passports
Act in relation to agreements for the supply of information from
the passports database to Australia. Further progress was made
during the year towards preparing an agreement but as yet no agree-
ment has been approved.

Consultations

The Official Information Act 1982 and the Local Government
Official Information and Meetings Act 1987 require the Ombuds-
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men to consult with the Privacy Commissioner before forming a
final view of official information access requests where privacy is a
possible ground for withholding information. During the year 50
consultations under the two Acts were completed.

I have seen my role to endeavour to “add value” to the work of
the Ombudsmen in reviewing the withholding of information
under the freedom of information legislation. In some cases I agree
with the Ombudsman’s preliminary assessment. In many cases, my
comments and suggestions have been in whole or part adopted by
the Ombudsman in his final opinion. My role is a consultative one
and I do not see it as narrowly advocating a privacy viewpoint. In
some cases I recommend making more information available than
the Ombudsman’s initial assessment proposes.

I have noticed that some local government bodies appear to
have difficulty in responding to requests under the Local Govern-
ment Official Information and Meetings Act (LGOIMA). Sometimes
the difficulty arises over the interaction between LGOIMA and the
Privacy Act. I have provided general advice to those bodies when it
has come to my attention. In other instances, the local body seems
unfamiliar with their responsibilities under LGOIMA, perhaps mis-
takenly believing that all requests must be dealt with in Council
meetings, or considering that it is governed by the Official Infor-
mation Act rather than LGOIMA. Some local bodies appear to have
had difficulty in recognising a request for information and whether
that request falls to be considered under the Privacy Act or LGOIMA.
I have emphasised in correspondence to those local bodies that they
must consider the identity of the requester and whether that
person is requesting information about themselves or a third party.
I have also stressed that the Privacy Act, LGOIMA and the Official
Information Act work in harmony.
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I encourage those local bodies to attend one of the workshops
offered by my office or to contact our enquiries line, or the
Ombudsmen’s office, for further guidance. I am concerned that in
many cases lack of training in official information leads to deci-
sions subsequently reported as being based on the Privacy Act.
Better training in Official Information Act and LGOIMA is urgently
required.

I have been consulted several times in relation to the remunera-
tion details of departmental chief executives. In fact, the release of
performance pay without sufficient knowledge of the individual’s
job size and other relevant factors would mislead. A fair assessment
of an individual’s performance in a job cannot be made without
knowledge of all the facts and background circumstances. Provid-
ing some information in response to a specific request can incre-
mentally erode the privacy of the individuals involved. I am aware
too, of the disincentive that disclosures of this nature can have upon
prospective candidates for appointment. It is clearly Parliament’s
intention not to involve the responsible Minister in the remunera-
tion of chief executives. I have taken the view that it would be
anomalous, in light of this, if highly particularised performance
pay details were to be released to members of the public upon re-
quest.

A considerable amount of information about chief executive
remuneration is available in the State Services Commissioner’s an-
nual report.

Appointment to other bodies

Under the Human Rights Act 1993 I am, by virtue of my
appointment as Privacy Commissioner, also a Human Rights
Commissioner. I attended 10 formal meetings of the Commission
during the year. In the absence of a Chief Human Rights Commis-
sioner a greater burden fell on me at the cost and expense of the
Office of the Privacy Commissioner. I chaired the meetings of the
Commission and the smaller number of commissioners meant there
were greater calls on my time. At year end, no compensation to this
office has been forthcoming.
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IV. Information Matching

INTRODUCTION

Nature of information matching and controls

Information matching usually involves the computerised com-
parison of two or more sets of records with the objective of seeking
out records relating to the same individual in order to detect cases
of interest. The technique has particular attractions in detecting
fraud in government programmes.  The information matching with
which I am principally concerned in relation to my functions un-
der Part X of the Privacy Act, relates to cases in which adverse
action may be taken against individuals by public bodies.

Information matching is perceived to have negative effects on
privacy by, among other things:

• using information obtained for one purpose for an unrelated
purpose;

• “fishing” into government records concerning innocent citizens
with the hope of finding some wrongdoing by someone;

• taking automated decisions affecting individuals;

• requiring innocent people to prove their lack of guilt;

• multiplying the effects on individuals of errors in some govern-
ment databases.

To address the risks, Part X of the Privacy Act authorises and
regulates the practice of information matching.  It does this through
controls directed at:

• authorisation – ensuring that only programmes which appear
to be well justified in the public interest are approved;

• operation – ensuring that programmes are operated consistently
with fair information practices;

• evaluation – subjecting programmes to periodic reviews and pos-
sible discontinuance.
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Operational controls and safeguards

Figure 2 (page 68) illustrates something of the processes involved
in authorised information matching programmes.  The flowchart
shown is simplified and generalised.  Nonetheless, it illustrates the
typical stages and some of the safeguards to ensure fairness and
data quality.

The process begins with two databases, one at the source agency
and the other with the user agency (in more complicated pro-
grammes there may be more databases involved).  From each data-
base certain records are selected e.g. only those records relating to
people who have been involved in a recent transaction or activity
(such as departing the country).  Certain information is extracted
from the records that have been selected.  For example, the agency
may have 20 items of data relating to individuals who have claimed
a benefit or left the country but only five of these may need to be
extracted for the programme.1

The extracted information is sent for matching.  This is an auto-
mated process of comparison of the lists of data received from each
agency.  The process may be undertaken by the source or user agency
or by a separate matching agency.  Whichever agency undertakes
the process, the information being matched is kept physically sepa-
rate from operational records until checking processes are complete.2

It is important that unverified information not be added to an indi-
vidual’s file until it is confirmed that the data does indeed relate to
that individual and that it is accurate and relevant.

An algorithm, a process or set of rules used for problem solving,
is developed and used to establish what constitutes a successful
match or “hit”.3  For example, the algorithm may establish as a match
– being records from the two sources likely to relate to the some
person – cases where the full name, date of birth and address are all
the same.  It may also allow for the identification of “likely” matches
even when all data do not exactly correspond, (e.g. where the sur-
name and date of birth are the same but the first name differs) or
allow for differences in the spelling of names or use a number of

1 The statutory information matching provision and the Technical Standards Report (required by information
matching rule 4) both limit the information which may be used in an authorised programme.

2 The use of on-line computer connections in matching programmes is prohibited: matching must be carried
out “off line” and not be used to update live data on an agency’s database - information matching rule 3.

3 Information matching rule 4 requires the matching algorithm to be documented in a Technical Standards
Report.  Other aspects of the match are also documented there or in the information matching agreement
required under Privacy Act, s.99.
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letters from the stem of a word without requiring the whole word
(such as the name) to match.  The process is judged likely to relate to
the same person, but that cannot be said to be certain without fur-
ther confirmation.

The user agency may be interested in names that occur in both
lists of lists of extracted data, or those that appear in one list only.
The matching results in a list of raw hits to be followed up.  The
information which does not show a hit of interest must not be re-
tained.4

The raw hits are put through confirmation procedures.5  Typically,
that might include manually checking original records held by the
user agency.  The confirmation procedures may reveal some mis-
matches which are then destroyed.6

If resultant checked hits are to be used as a basis for taking ac-
tion against individuals, they should be acted upon in a reasonable
time.  The information must not be allowed to become out of date
since this may prejudice the individuals concerned.7  Unverified
information derived from matching must not be allowed to be added
to administrative files.8

It is not advisable to act solely on the basis of an apparent dis-
crepancy produced by a match even with some in-house checking
completed.  In fairness, the material should be notified to the indi-
vidual concerned before action is taken against that person.  This
allows an opportunity for the data to be challenged so as to prevent
an injustice.  People should not be “presumed guilty” on the basis of
unverified inferences drawn from the matching process.  Notice is an
especially important safeguard where the matching process might
have wrongly associated records relating to different individuals.9

4 Where the matching does not reveal a discrepancy, information matching rule 6 requires the relevant
information to be destroyed.

5 The agencies involved in a programme  are required to establish reasonable procedures for confirming the
validity of discrepancies before any agency seeks to rely on them as a basis for action in respect of an
individual - information matching rule 5.

6 Information disclosed pursuant to a match which reveals a discrepancy but is no longer needed for taking
adverse action against an individual must be destroyed as soon as practicable - information matching rule 6(2).

7 The information matching controls require that a decision as to whether to take action must be taken
within 60 days or the information must be destroyed – Privacy Act, s.101.

8 Nor may separate permanent databases of programme information be created – information matching
rule 7.

9 If an agency intends to take adverse action based upon a discrepancy revealed by a programme, the user
agency must first serve written notice on the individual under s.103 of the Privacy Act giving details of the
discrepancy and the proposed adverse action and allowing the individual 5 working days to show reason
why such action should not be taken - Privacy Act, s.103.
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New information matching initiatives

In the last year more than 30 new information matches have
been mooted.  Of these enabling legislation has been proposed or
introduced for about 20. In large part this unusual growth in pro-
posed matches can be ascribed to the computerisation of the birth,
deaths and marriages registers.

Of the mooted matches, 21 involve the Department of Internal
Affairs and in particular 19 involve the Registrar General (Births 6;
Deaths 8 and Marriages 5).  An observed trend in the growth of
matches is the increased use of this data for purging a wide variety
of other files of personal data held by government agencies e.g.
Motor Vehicle Dealers Register.  Automated verification of details
submitted on applications is the other prominent potential use.

In addition, the Electoral Enrolment Centre has proposed three
matches with the aim of identifying eligible people who appear not
to be enrolled on the electoral roll and to find existing electors who
have shifted or changed their details.  These matches are to be with
DWI (beneficiaries, superannuitants etc), Land Transport Safety
Authority (licensed drivers) and the Ministry of Transport (keepers
of motor vehicles).  These matches involve some of government’s
largest people record databases.

It is not expected that all three of these matches will be imple-
mented during 2001/02, as the systems preparation required by the
source and user departments is considerable.  However, with a gen-
eral election next year it might be expected that at least one will
have started during the 2002 calendar year.

Review of information matching rules

In January 2001, the Office sent out a discussion paper that pro-
posed a revision of the information matching rules to all affected
departments and to several beneficiary groups and others.  The dis-
cussion paper gave some background to the rules, explained what it
is hoped to achieve by proposed changes, and invited comment
and additional suggestions for matters not covered.  Together with
Part X of the Privacy Act (ss.97-109), the information matching rules
contained in the Fourth Schedule are the key safeguards to ensure
that authorised information matching programmes are carried out
fairly and successfully and in a way that protects the interests of
affected individuals.
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The information matching rules were first enacted into law in
the Privacy Commissioner Act 1991 and have remained unchanged
since.  They were closely modelled upon similar guidelines in an
Australian statute, the Data-Matching Program (Assistance and Tax)
Act 1990.  The guidelines in that Act were later replaced by guide-
lines issued by the Australian Privacy Commissioner and these, and
another set of Australian data matching guidelines, have subsequently
been revised.  The proposed revised rules adopt a number of features
from the latest versions of the Australian guidelines.  In addition
they would implement recommendations that arose out of the 1997/
98 report, Necessary and Desirable: Privacy Act 1993 Review.

The revision of the information matching rules may contribute
to the effective operation of the information matching controls by:

• expressing existing rules more clearly;

• providing new flexibility to recognise the diversity in author-
ised programmes;

• better integrating Part X and the information matching rules;

• using new concepts where appropriate to simplify meanings;

• enhancing protections for individuals.

The report and the suggested new Fourth Schedule to the Pri-
vacy Act 1993 is now with the Associate Minister of Justice.

Unauthorised information matching

On 30 July 1998 an article appeared in the New Zealand Herald
reporting that the Department for Courts had incorrectly sent cards
to some 4,000 people that stated that unless they paid fines within
48 hours, they would face penalties.  I commissioned Auckland
barrister Robert Stevens to investigate the circumstances on my
behalf.

Mr Stevens’ inquiries revealed that the Department for Courts
had instructed EDS, who managed the operation of the motor vehi-
cle register, on behalf of the Land Transport Safety Authority, to
match a list of fines defaulters against the motor vehicle register
with a view to obtaining more up to date addresses.  Courts under-
took not to repeat an unauthorised match.
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Apart from the lack of proper preparation to ensure that matches
were accurate and failing to meet the rules set out in the Privacy Act
for such undertakings, it was disturbing to note that the LTSA or the
Ministry of Transport were not asked to authorise the use of their data.

I adopted Mr Stevens’ findings and submitted my report on this
matter to the Ministers of Justice, Courts and Transport on 25 August
2000. A key recommendation was that where a public sector body
entered into a data processing contract, the resulting contract should
specifically prohibit the use of that body’s data by another organisa-
tion without the specific approval of the body supplying the data.  I
was also pleased that the Controller and Auditor General drew the
report to the attention of auditors while the State Services Commis-
sioner indicated that he would include the recommendation amongst
matters for action following the INCIS Ministerial Inquiry.

PROGRAMME BY PROGRAMME REPORTS

Introduction

Section 105 of the Act requires me annually to report on each
authorised programme carried out during the year.  This year’s
report covers 18 authorised programmes, of which 12 operated
during the year.

Each programme bears the names of the specified agencies
involved followed by a description.  The agency whose only role is as
a source of information is named first.  The agency making use of the
discrepancies produced by the match is named second.  For instance,
in the “IRD/DWI Commencement/Cessations Match”, IRD is given
first as the source agency.  DWI as user agency is given second.  This
programme is described as a “commencement/cessations match”
which indicates something of its nature and distinguishes it from
the “debtors address match” involving the same agencies.

I have classified each programme by one or more of eight pri-
mary purposes as follows:

• confirmation of eligibility or continuing eligibility for a benefit
programme, or compliance with a requirement of a programme
–13 programmes;

• detection of illegal behaviour by taxpayers, benefit recipients,
government employees etc (e.g. fraudulent or multiple claims,
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unreported income or assets, impersonation, omissions, un-
authorised use, improper conduct, conflict of interest) – 6 pro-
grammes;

• updating of data in one set of records based on data in another
set – 3 programmes;

• location of persons with a debt to a government agency – 3
programmes;

• detection of errors in programme administration (e.g. errone-
ous assessment of benefit amounts, multiple invoicing) – 1 pro-
gramme;

• identification of persons eligible for a benefit but not currently
claiming that benefit – 1 programme;

• data quality audit - 0 programmes;

• monitoring of grants and contract award processes – 0 pro-
grammes.

Each entry in the balance of the report commences with basic
summary information about the programme being reported upon.
A description of the object of the programme and the manner in
which it is carried out follows.  There is discussion of the operation
of the match during the year and, in most cases, a table of results
and some brief commentary on those results.  As required by the
Privacy Act, I express my opinion as to the extent of each pro-
gramme’s compliance during the year with sections 99-103 and with
the information matching rules.

In this part of the report, I use various abbreviations and acro-
nyms.  The main ones are:

ACC Accident Compensation Corporation
Corrections Department of Corrections
Courts Department for Courts
CSC Community Services Card
Customs New Zealand Customs Service
DWI Department of Work and Income
EEC Electoral Enrolment Centre
IMPIA Information Matching Privacy Impact

Assessment
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IRD Inland Revenue Department
Institution Post-compulsory education service provider
MoE Ministry of Education
NDMC National Data Match Centre of DWI
NZIS New Zealand Immigration Service
NZISS New Zealand Income Support Service
Regulator Accident Insurance Regulator
VOS Verification of Study

The reports are set out in the following order:

Matches with DWI as user agency
A. Corrections/DWI Penal Institutions Match
B. Customs/DWI Arrivals/Departures Match
C. Educational Institutions/DWI Loans & Allowances Match
D. Employers/DWI Section 11A Social Security Act Match
E. IRD/DWI Commencement/Cessation Match
F. IRD/DWI Community Services Card Match
G. IRD/DWI Debtor Address Match

Matches with other departments as user agency
H. Corrections/ACC Inmates Match
I. DWI/Courts Fines Defaulters Address Match
J. DWI/IRD Family Support Match
K. MoE/IRD Student Interest Write-off Match
L. NZIS/EEC Unqualified Electors Match

Matches which did not operate during year
M. ACC/IRD Child Tax Credit Match
N. IRD/Accident Insurance Regulator Employer Compliance Match
O. IRD/Accident Insurance Regulator Sanction Assessment Match
P. IRD/Courts Fines Defaulters Address Match
Q. NZIS/DWI Immigration Match

General comments about the main DWI programmes

Before turning to the specific programmes I offer some brief glo-
bal comments on three of the most important matches.

In previous annual reports, I have totalled certain figures and
collated comments which apply to the conjoined major informa-
tion matching programmes run by the National Data Match Centre
(NDMC).  The programmes include the Customs match of arrivals/
departures, the Inland Revenue matches with employment com-
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mencement/cessations and the family support, the Corrections
match with prison admissions and DWI/Courts Fines Defaulters
match.

Most of the costs of operating the NDMC programmes are still
reported to me as global figures, rather than being broken down
between the different programmes.  This year the allocation
between “general expenses” and “overheads” has also been changed,
so again the comparison with earlier years’ figures is not useful.  I
therefore cite total figures only.

Debt categorisation

Over the last few years debt categorisation has become an in-
creasing bone of contention between DWI and organisations repre-
senting the interests of beneficiaries, as well as this office and the
Statistics New Zealand.  Primarily, the issue stems from classifying
debt as arising as a result of fraudulent behaviour when intent to
defraud is not in fact proven, and in some cases the debt may well
be the result of departmental error.   The penalties imposed on indi-
viduals discovered through the 3 principal NDMC programmes are
almost negligible: 9 penalties out of 37,345 overpayments.

There has been, at last, some movement in this area.  The
Department has now changed its practice and debt established as
the result of the information matching will no longer be catego-
rised as “fraudulent”; rather it will have the single classification of
“data match debt”.  This certainly solves one problem which has
been the implicit characterisation of the people concerned as

10 Debt recovery cost is an estimate provided by DWI which applies only to the non-current debt recovery
activity, i.e. obtaining payment of debts owed by individuals who are not currently receiving any social
welfare benefit.  The cost of recovering debts by deduction from current benefit payments is a cheaper
process than pursuing the non-current debtors.
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criminals.  However, the new categorisation is not very informative
and it may be helpful to consider sub-categorising the cases in a
more sophisticated, yet non-pejorative, way in the future.  The ap-
proach of the UK Department of Work and Pensions may be in-
structive here.   They categorise their data match debt as resulting
from either “customer error” or “official error”.

Authority to request information from third parties

The NDMC received a Crown Law opinion that it should use
s.11 of the Social Security Act 1964 as its authority for requesting
information from third parties.  Until recently the NMDC had been
acting on the basis that s.12 of that Act provided the required
authority to obtain information.  Simply put, s.11 requires the
NDMC to request the information from the individual before re-
questing it from a third party.  The requests must comply with the
departmental Code of Conduct applying to obtaining information
under s.11 of the Social Security Act 1964.

While this has resulted in changes to how all information
matches are processed by the NDMC, it has particularly impacted
upon the processes involved in the IRD/DWI Commencement/Ces-
sations Match.  The changes have included:

• adapting call sheets;

• revising the contents of standard letters (including s.103 notices);

• development of new standard letters;

• development of manual procedures for the issue of standard let-
ters as the automated letter production processes have had to
be turned off. (However, it is planned to update the systems to
incorporate changed business rules and to re-automate the pro-
duction of standard letters.)

Section 103 notices

The entire range of s.103 notices relating to all the matches
processed by the NDMC have been revised after consultation with
my office and a representative of the Wellington People’s Resource
Centre.  The new letters, which also incorporated the changes
resulting from the shift in reliance upon s.12 to s.11 (see above),
went into production at then end of this reporting year.



77 A.11

Report of the Privacy Commissioner for the year ended 30 June 2001

NDMC systems upgrade

Due to the increasing age, cost and complexity of maintaining
and enhancing the current system as well as the dated technology in
which it resides, the Department and the NDMC have commenced
work on preparing the requirements for a replacement NDMC system.

Challenges

As a result of improvements in reporting challenges to matches,
a clearer picture is emerging of the potential for inaccuracy in these
individual programmes and of the value of the s.103 notice
procedure.  Using the figures reported, it appears that the incidence
of successful challenges to the total number of records with a debt
established by the programmes is approximately as follows (last year’s
figures are in brackets):

Customs/DWI Arrivals &
Departures Match: 1 case in 233 (180)

IRD/DWI Commencement/
Cessation Match: 1 case in 68 (40)

Corrections/
DWI Inmates Match: 1 case in 163 (850)

The drastic difference between last year’s and this year’s figure
for the Corrections/DWI Inmates Match is in large part explained
by the fact that it was necessary to play “catch up”.  It was discov-
ered that Corrections had not been supplying full lists of admis-
sions to prisons (now corrected) and so a special run was done of all
inmates.  This resulted in numerous challenges from people whose
benefit already had a status of “cancelled” at the time that they
received the notice.  I will encourage DWI to continue to monitor
and record such challenge figures with an eye to establishing pat-
terns that might enhance the accuracy of the matching processes.
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Matches with DWI as user agency

A. Corrections/DWI Penal Institutions Match

The Corrections/DWI Penal Institutions Match is designed to
detect those persons receiving income support who are imprisoned
and are ineligible for such payments.  The programme operates by a
weekly transfer of information about all newly admitted inmates
from the Department of Corrections to the Department of Work
and Income.

The information is compared by name and date of birth.
Matched individuals are sent a notice advising them that, unless
they produce proof to the contrary, the benefits that they are re-
ceiving from DWI will cease and any overpayment found to have
been made will be established as a debt to be repaid to DWI.

Results
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The reason that the “Legitimate records” plus the “Notices of
adverse action taken” do not equal “Number of positive matches”
(out by 120) is due the fact that files may be received in one report-
ing year but action is not taken until the next.

The most obvious development in the statistical results for this
programme is an increase of over 500% in the “number of records
compared”, with consequential increases of about 200% in the value
of the debts established.  These records originate in the Department
of Corrections, which last year implemented a new database sys-
tem (“OIMS” – Offender Integrated Management System).  The Re-
port on Data Matching activity for the period 1 July 2000 to 31
December 2000, from DWI first revealed that Corrections was un-
der-reporting the number of admissions to prisons.  Enquiries with
Corrections have revealed that as a consequence of DWI advising
them of a number of instances of cases of known inmates not being
advised through the information matching process, Corrections
undertook a review of their extract program that identified a “sub-
stantial difference” between the results achieved by the extract pro-
gram and the result of a query run using alternative analysis soft-
ware. Further investigation resulted in the discovery of logical flaws
in the construct of the original extract program with the result that
this program was completely re-written.  This new program was
found to produce results in line with the alternative analysis soft-
ware.  In consultation with DWI the extract program was replaced
and one global extract was run to provide DWI with any missing
data (which contributes artificially high figures for this year’s
“number of records compared”).

This global ad hoc run was then processed using the existing
National Data Match Centre application.  This run alone produced
a positive match (where a name matched a DWI client with a cur-
rent benefit status) of 5,539 records, as well as 4,266 ‘exceptions’
(where the status of the DWI client was ‘cancelled’).  The latter en-
tries required manual checking to establish whether the benefit was
current at any time during that person’s incarceration.

The errors in not fully reporting all persons admitted to prison
were also believed to have affected 10 of the 12 months of the 1999/
2000 fiscal year with the obvious result that that year has been un-
der processed.

Of interest is the fact that the percentage of notices of adverse
action taken has dropped from last year’s 19% to 11% of the number
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of records compared.  However, the number of “debts established”
as a percentage of positive matches has dropped from last year’s
44% to 17%.  The main cause of the number of positive matches is
the fact that the one global run (of all inmates in prison at the time)
would mean that in many cases a positive match would result even
though the Department had previously been made aware of the
incarceration.  In addition, this also explains why compared to pre-
vious years, relatively few of the s.103 notices resulted in positive
action (it had already been taken when the incarceration was first
reported).

I note a substantial increase in the number of challenges in the
last 12 months: 44 compared with only 4 in 1999/2000.  Some 25
of these challenges came as a result of the ‘global’ run and can, in
part, be explained by the time delay between a s.103 notice being
sent and when the person was actually admitted to the penal insti-
tution and the number where there was a “cancelled benefit” status
when the notice was received.  While the number of challenges
increased, the percentage of successful challenges dropped signifi-
cantly from 75% to 58% in the 1999/2000 financial year.

I have for some time been requesting that notices of adverse
action, commonly referred to as “s.103 notices”, be sent to both
the prison address and the home address held by the DWI.  Previ-
ously a notice was sent only to the prison. I requested that a notice
also be sent to the home address.  A notice sent solely to the prison
would, in the case of a mistaken identity, fail to advise a person
who is not in prison of the fact that DWI was acting on the premise
that they were.  I am pleased to note that  this practice has been
implemented with effect from 25 April 2001.

I am satisfied that this information programme is worthwhile
in monetary terms as well as helping to protect the integrity of the
benefit system.

On the basis of the information supplied I am satisfied that this
programme has generally been conducted in accordance with the
requirements of ss.99 to 103 of the Privacy Act and the information
matching rules.
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B. Customs/DWI Arrivals & Departures Match

The Customs/DWI Arrivals & Departures Match is designed to
detect those who travel overseas while receiving a benefit.  Some
benefits, such as unemployment, may not be paid at all when the
individual is overseas.  Others, such as superannuation, may be paid
for only a specified period while the individual is overseas.  This
period can vary from benefit to benefit.

The programme operates by a transfer of passenger arrival and
departure information once a week from Customs to DWI.  The
information is compared with DWI’s database of beneficiaries by
name, date of birth, and gender.  The information provided to DWI
also includes passport number, flight number, country of citizen-
ship, and dates of arrival or departure.

DWI then checks its records to determine whether there has been
an explanation given for the journey overseas.  If there is no expla-
nation, the matched individual is sent a notice advising that, unless
they produce proof to the contrary, the DWI benefit may cease and
any overpayment will be recovered from the individual.  Where a
benefit may be paid for a certain period while the individual is over-
seas, DWI does not issue a notice of adverse action until the requisite
period passes and the individual remains out of New Zealand.

Results

The number of records received last year grew by 10% while the
number of positive matches has remained constant at 0.44% of the
number of records received.  However, the amount of the overpayments
established has increased by 38%.  The number of challenges also grew
in line with the growth in records received, but the proportion of the
challenges which were successful decreased slightly from 76% to 73%.
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I have again been advised that the initiative to produce a re-
vised information matching agreement and Technical Standards
Report have not been undertaken in the last year.  The reasons for
this further postponement include:

• “policy changes within DWI that are not being reflected in the
output of this match”; an example is the work test policy changes
that have an impact on the entitlement periods while absent
from New Zealand;

• DWI’s wish to “revisit some of the programme coding to im-
prove the quality of the output”.  I am advised that the review
of the existing coding, which has not changed since it was cre-
ated in 1996, is currently under way;

• the unsatisfactory operation of the holding file is under scru-
tiny.  This is the file that captures departure details of persons
who have entitlement to income support while absent from New
Zealand for a limited time.  At present it is unclear whether the
fault lies in a malfunction or whether the specifications of DWI’s
requirements are simply not being met.

11 The 1998/99 figures are as at 31 August 1999, the 1999/2000 figures are as at 17 August 2000 and the
2000/01 figures are as 30 June 2001.
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On the basis that all of these issues may result in changes to the
system, the Department felt it best to delay the re-write of the agree-
ment and Technical Standards Report until these have been final-
ised.  I will keep this under review.

This well-established information matching programme works
relatively smoothly as far as I am aware.  Liaison between DWI and
Customs has been formalised with a new Memorandum of Under-
standing, and this is causing more attention to be given to commu-
nication issues.

The pattern of the overpayments established by this match has
not changed much over recent years, but is of interest.  The over-
payment total and the median individual overpayment for each
type of social welfare benefit are shown below.

While there have been slight increases for all the benefit types,
these can be attributed generally to the higher rates of benefits.
The high median overpayment value for superannuation is due to
the rule that superannuation recipients are allowed to be overseas
for up to six months without affecting their pension entitlement
but if they stay overseas beyond that limit, the superannuation for
the entire overseas period usually becomes repayable.

On the basis of the information supplied, I am satisfied that
this programme has generally been conducted in accordance with
the requirements of ss.99-103 of the Privacy Act and the informa-
tion matching rules.
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C. Educational Institutions/DWI Loans &
Allowances Match

This programme operates between the Department of Work and
Income and post compulsory educational service providers (referred
to as “institutions” in this report).  The purpose of the programme
is to enable DWI to obtain the enrolment information required to
assess a student’s entitlement to receive a student allowance, stu-
dent loan or both, which are payable in terms of the criteria pre-
scribed under regulations.  The data provided by educational insti-
tutions enables DWI to:

• verify that a student is undertaking a programme of study which
has been approved by the Ministry of Education for student
allowance and loans purposes;

• determine whether the student is full time;

• confirm start and end dates of the student’s programme; and

• confirm any vacation periods exceeding three weeks during the
student’s period of study.

Upon receipt of data from an institution DWI decides whether
to grant an allowance or loan, or decline an allowance or loan on
the grounds that:
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• the student is not enrolled in an approved programme of study;
or

• the student is not studying full-time.

This part of the matching programme is known by the partici-
pants as Verification of Study (VOS).

To receive student allowances and student loans, one of the
 essential criteria is enrolment in an approved post compulsory edu-
cation course.  There are innumerable qualifying courses, offered
by over 700 separate institutions that range from the universities,
polytechnics and colleges of education through to small private
training establishments.  Rather than requiring the student apply-
ing for a loan or allowance to produce proof of enrolment, DWI
uses this information matching process to contact the institution
directly for the necessary verification of study enrolment.

DWI sends to the institution the details of those applicants who
claim to be enrolled with that institution for a course that qualifies
for an allowance or loan.  The institution matches the details of
those applicants with their enrolment records and reports back to
the Department.  Thus the matching process is actually carried out
by the institutions, with results fed back to the DWI for action.

Each institution has entered into a standard form of informa-
tion matching agreement with DWI.  The larger institutions, as may
be expected, carry out the information matching process in an
automated routine, whereas the smaller ones may make a manual
check of their enrolment records and produce a facsimile form of
feedback.  Of the 720 or so institutions who operated this informa-
tion matching programme this year, only around 20 have fully
computerised systems for doing so, but those 20 accounted for some
78% of all the verifications.

If the institution does not respond with matching details within
a week, a further VOS is sent out by DWI.  Sometimes the failure to
match and advise DWI is because the student has not enrolled (as
yet), sometimes it is because the student name does not match, and
sometimes because the course the student is enrolled for is not shown
as having been approved for loan or allowance eligibility.  After a
number of VOS attempts have proved unsuccessful, the student is
notified under s.103 of the Privacy Act that the application is going
to be turned down, and is given opportunity to show why that
should not happen.
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Results

I stated in my last report that the test of whether or not there
are still some practical problems in the system will not come until
the first quarter of 2001 when the first peak loading would come
with students enrolling for the new academic year.  There have not
been any unusual problems.

In order to show the effect of the inclusion of student loan
application verifications as well as the annual workload peak, I have
set out the key indicators of the programme for each quarter, and
totals for the year for both the 1999/2000 and 2000/01 years, in
tables 14 and 15.

There was, at one time, a plan to also use this matching process
to confirm Results of Study (ROS).  Although the framework for the
ROS was put in place, the decision was taken not to implement this
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part of the match in the way it had been designed.  I understand
that there are no longer plans to implement ROS matching with
the current system.

The large increase in the number of students this year is due to
the fact that this is the first full year of processing loans and allow-
ances applications.

Notification about the existence of this information matching
programme is given to students when they apply for an allowance
or loan.

I have not received any complaints about this programme.  On
the information provided to me I am satisfied that the programme
has been operated in accordance with ss. 99 to 103 of the Privacy
Act and with the information matching rules.
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D. Employers/DWI Section 11A Social Security
Act Match

Section 11A of the Social Security Act 1964 authorises DWI to
request information from employers about their employees or a
specified class of employees (including former employees).  The
information may include names and addresses and tax file num-
bers.  Section 11A(3) prevents DWI requesting information from
the same employer within a 12 month period.  The information
obtained may then be compared with records of social security ben-
efits paid out.  Any discrepancies found are dealt with in terms of
section 11A.  Sections 11A(6) and (7) effectively bring the operation
of the information matching programme under Part X of the Pri-
vacy Act for most purposes.

Results
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Table 16 shows the results of the programme for the last three
years.  However, it is difficult to compare each year’s results as each
year is at a different stage of completion.  All of the matches ap-
proved in 1998/99 have been completed as have most, but not all,
of the following year’s.  About half of the matches approved in 2000/
01 remain current and have not been completed by July 2001.  Ac-
cordingly, the following table sets out results for the last two years
in a broadly comparable position in the cycle.

During the year, some work was undertaken towards reviewing
the operation of this match under s.106 of the Privacy Act.  It was
not possible to complete that review during the year but the oppor-
tunity was taken to circulate a questionnaire to a number of
employers who had received s.11A demands for information for
matching purposes.  Analysis of the responses to that questionnaire
have been completed this year and a final s.106 review report will
be submitted in the coming year.

On the basis of the information supplied, I am satisfied that
this programme has been generally conducted in accordance with
the requirements of ss.99 to 103 of the Privacy Act and the infor-
mation matching rules.
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E. IRD/DWI Commencement/Cessation Match

The IRD/DWI Commencement/Cessations Match is designed to
detect those who are receiving a benefit and working at the same time.
The programme operates by an exchange of information approximately
six times a year between the Inland Revenue Department and  the
Department of Work and Income.  DWI provides the names of indi-
viduals receiving income support to IRD to compare with those
people recorded on its database.  Where a match is found, the matched
individual’s details of income and the periods of income are passed to
DWI.  Any matched individuals are then investigated further by DWI
to determine whether the individual has earned amounts over the
limit set for the relevant benefit.  A check of the records held by DWI
determines whether there is already an explanation for the match on
DWI’s records.  If there is no explanation, the matched individual is
sent a notice advising that, unless they produce proof to the contrary,
the presumed employer will be contacted to confirm dates of employ-
ment and amounts earned.  If the employer confirms these matters,
then the DWI benefit may cease, and any calculated overpayment will
be established as a debt to be recovered from the individual.

The individuals whose names are submitted to the matching
programme are chosen in one of three ways:

• all those individuals who commence or cease receiving a
benefit in the period since the last match;

• any Area Benefit Crime unit may nominate specific individuals
whom they are investigating;

• one sixth of all those enrolled with DWI.

HCTAMNOITASSEC/TNEMECNEMMOCIWD/DRI

noisivorpgnihctamnoitamrofnI 28.s,4991tcAnoitartsinimdAxaT

desirohtuaraeY 1991

etadtnemecnemmoC 3991hcraM

epythctaM srorrefonoitceteD•
ytilibigilegniunitnocfonoitamifnoC•

ruoivaheblagellifonoitceteD•

sreifitnedieuqinU rebmunelifxaT

srefsnartenilnO enoN



91 A.11

Report of the Privacy Commissioner for the year ended 30 June 2001

This last group will be a different sixth of those enrolled for
each match per year, so that in the course of 12 months all those
enrolled with DWI will have had their records matched with IRD at
least once.

Results

This information matching programme is easily the most valuable
of the anti-fraud matches carried out in New Zealand, measured in
terms of the overpayment amount discovered.  It has been going
for over 8 years now in more or less the same form, and
appears to have reached a relatively high level of efficiency and
control.

The NDMC decided not to further process the results from the
tape that was created for matching on 5 April 2001 (it was pro-
cessed by IRD and returned to EDS on 10 April 2001).  On the
advice of the NDMC that they would be unable to process the
results, the data was destroyed by EDS.

The data resulting from the June run was found to be almost
double that normally expected and investigations revealed that the
causes were:

• software changes that were required to be made to accommo-
date the fact that data had been selected for the April run but
did not complete the full cycle of processing (see above).  As a
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consequence a one-time software change was made to include
all cases where a benefit had been cancelled since the creation
of the tape in February;

• EDS selected 2/6th rather than 1/6th of the current clients, and

• the Area Benefit Control requests were significantly higher as
they had a special investigation under way.

The result of this combination of factors is that on 28 June 2001
NDMC received a file containing 78,593 records for comparison of
which 3,513 related to Area Benefit Control Teams requests.  I will
keep a particular watch on these and related developments.

On the basis of the information which has been supplied to me,
I am satisfied that this information matching programme has been
conducted in accordance with ss.99 to 103 of the Privacy Act and
the information matching rules.
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F. IRD/DWI Community Services Card Match

The IRD/DWI Community Services Card Match is an informa-
tion matching programme in which the IRD supplies DWI with tax
credit information, for the purpose of allowing DWI to identify those
individuals whose income is at a level which makes them eligible
for a Community Services Card (CSC).  A CSC entitles the holder to
subsidised health care.  Over 300,000 cards are issued each year
with a total of about 1.3 million on issue at any one time.

The information provided by IRD is matched against the
income limits for the card.  The income limits vary depending upon
the number of dependent children.  Each exchange generates:

• a letter to a person matched advising that he or she is over the
income threshold for a card; or

• a letter advising that the person is within the threshold for the
card and enclosing an application form for a card which may be
completed and returned; or

• if a current CSC is already held, a renewal flag is placed upon SWIFTT,
DWI’s computer system for records on current beneficiaries, so that
when the existing card expires a new card is automatically gen-
erated for eligible cardholders.

The information matching programme allowed costs to be saved
by automating assessment and issue of some CSCs.  Information
matches usually occur fortnightly.  The number of cases in each
run varies, with 10,000 cases on average each time.

I have not required any formal reports from DWI or IRD this year.
I have no reason to believe that the programme does not comply with
ss.99-103 of the Privacy Act and the information matching rules.
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G. IRD/DWI Debtor Address Match

The IRD/DWI Address Match is designed to provide DWI with
up to date addresses from IRD for those who owe money to DWI.
These debts arise due to benefit overpayments having been estab-
lished.  The debtors traced through the programme are debtors who
are not currently receiving a benefit and for whom DWI has lost
contact.  The programme is one part of DWI’s process of collecting
debts established by the other DWI information matching pro-
grammes, as well as from other DWI operations.

Results
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The proportion of “matches found useable” resulting in letters
being sent out dropped noticeably last year from the earlier per-
formance achieved by this matching programme, but has steadied
somewhat this year.  Letters are not sent out if, after further scru-
tiny of the matches which the programme has produced, the
address supplied by IRD is apparently invalid or out of date.

As I predicted previously, the figures for the “percentage of
matches found useful” continued to decline as the IRD address data
for individuals falls further out of date. Ultimately this will result in
the need to review the justification for continuing this match.

In the meantime, on the basis of the information reported to
me, I am of the opinion that the programme has been operated in
accordance with ss. 99 to 103 of the Act and the information match-
ing rules.
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Matches with other departments as user agency

H. Corrections/ACC Inmates Match

The purpose of the Corrections/ACC Inmates Match is to
enforce the provision, now contained in s.122 of the Accident In-
surance Act 1998 (to be carried forward into the replacement Act)
which disentitles inmates from receiving accident compensation
during imprisonment.  It would do this by having the Department
of Corrections disclose inmate details to ACC for comparison with
the records of people receiving accident compensation.

The match started in September 2000.

Results
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Though this match was started in September 2000 I did not
receive any returns under s.104 from the ACC until an enquiry ini-
tiated by my staff revealed that the match had been activated. I
subsequently received an annual return covering the period up 30
June 2001 and assurances that quarterly returns will be forthcom-
ing in the future.

The most striking feature is that although this match is similar
to that undertaken between Corrections and DWI, that match
resulted in 74,331 inmate records received for comparison, whereas
this match only generated 27,425 inmate records.  In part this is
explained by the fact that this run has not been active for a full year
(42 weekly runs versus 53 by DWI).  The average number of
inmates per run is 638 for the ACC match and 1,457 for the DWI
match.  The balance of the difference is accounted for by the
special single match of all prisoners run by DWI (about 25,000
records) which was not required in this case and that the count
supplied by ACC did not include alias records as separate records as
happens in the Corrections/DWI Inmates Match.

I note the low number of debts established, 121, with an aver-
age value of only $329 per debt, resulting in an average debt of
$948 per weekly run.  It may be noted that the Information Match-
ing Agreement between Corrections and ACC provides for the ACC
to reimburse the Department for both development costs and the
costs incurred in providing the weekly data at $400 per week. It
would surprise me if the costs of this match do not exceed the
amount of debt established, let alone the amount of money actu-
ally recovered.  However there may well be other reasons why this
match is considered worthwhile by the ACC.  I have requested that
they review the value of this match.

On the information provided to me I am satisfied that the pro-
gramme has been operated in accordance with ss.99 to 103 of the
Privacy Act and with the information matching rules.
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I. DWI/Courts Fines Defaulters Address Match

The DWI/Courts Fines Defaulters Address Match is an informa-
tion matching programme in which the Department for Courts
selects a range of its outstanding fines defaulters and sends these
via electronic media to the Department of Work and Income, and
which is to supply address information for any matched records in
its database.  The purpose of the programme is to locate those who
owe fines in order to enable recovery of outstanding amounts.

Results

Three runs of this programme (Runs 25, 26 and 27) were planned
in the 2000/01, year, compared with five in the previous year.  How-
ever, two of these runs (Runs 25 and 26) were aborted due to
corrupted data files from Courts (contaminated media is the sus-
pected cause).

The statistical results of a match run are not reported to me
until six months have elapsed, by which time much of the follow-
up action can be expected to have been taken and a meaningful
proportion of outcomes collated, and again at 12 months when all
reportable action should have been completed.  1999/00 was the
first year in which this system of six-monthly reports has been used,
so it is not possible to compare the statistics directly with those of
the prior year.

Table 21 (page 99) sets out basic statistics for the single match
run completed in 2000/01, with comparable figures for the last run
of the previous year.

I note with some pleasure that the number of successful chal-
lenges as a percentage of useable matches has been reduced from
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14% to a more acceptable level of 6% in the more recent run.  How-
ever, I caution that this reduction needs to be confirmed as a trend
rather than a one-off result that the above table shows.  I will con-
tinue to monitor the  number of successful challenges that arise
from this match.

On the basis of the information supplied to me by the Depart-
ment, I am satisfied that this programme has been conducted in
accordance with the requirements of ss.99 to 103 of the Privacy Act
and the information matching rules.
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J. DWI/IRD Family Support Match

The DWI/IRD Family Support Match is designed to prevent
people “double-dipping” by receiving family tax credits from both
IRD and DWI.  IRD periodically sends records to DWI which carries
out the process of comparison.  Where there is a positive match,
the person’s details are referred back to IRD to use the results to take
adverse action.

In this programme, IRD is both a “source agency” and “user
agency”, with DWI being the “matching agency” (i.e. carrying out
the automated process of comparison).

Results

12 Calculated by determining the amount of the payments stopped, multiplied by the number of fortnights
left in the customer’s tax year, i.e to the end of March (when the payment ought normally be stopped/
reviewed because of the filing of a tax return).
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 The gradual increase in the number of individuals being
matched has continued in the year under report with there being 9
runs averaging 12,738 individuals (as compared to an average of
11,461 per run for the previous year).  This represents an increase of
10%.  The “cases matched by DWI” has grown by 27%, the cases
where adverse action has been taken by 36% and the amount “sav-
ings (estimated)” by 41%.  The large disparity between the costs
incurred is artificially high due to last year’s costs being artificially
low (refer last year’s annual report).

The figures for estimated savings in this match are more an
indication of cash flow savings rather than real losses avoided.  The
figures estimate the extra money which would have been paid out
(or not collected in) if the “double dipping” had gone on until the
end of the tax year.  However, the tax calculations at the end of a
tax year would always rectify the situation by creating a recoverable
debt (or reducing a refund otherwise payable).

The true savings achieved by this programme would depend
among other things upon the cost of government borrowing and
the costs and delays involved in recovering individual tax debts,
but would probably be less than 10% of the figures shown by IRD.
Even so, it seems likely that the real monetary savings achieved by
the programme comfortably exceed its present level of costs.

On the basis of the information supplied, I am satisfied that
this programme has been conducted in general accordance with
the requirements of ss.99 to 103 of the Privacy Act and the infor-
mation matching rules.
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K. IRD/MoE Student Loan Interest Write-Off
Match

The purpose of the IRD/Ministry of Education Student Loan
Interest Write-Off Match is to enable the interest that has accrued
on a student loan to be written off in two circumstances:

• where a student is studying full time;

• where a student on a low income is studying part time.

The match operates by a student borrower applying to the IRD
for the appropriate interest write-off by completing an application
form on which they supply their IRD number, student identifica-
tion (which may be numeric or alpha numeric) and educational
institution code.  This information is then entered into the IRD
system and a file created consisting of that information for passing
on to the MoE.  The MoE matches the data with the returns of
enrolment records supplied to it by the institutions, thus establish-
ing the enrolment details (whether full or part time or not study-
ing, for cases where no match was found) for a particular applicant.
A record with result of the match encoded is then returned to IRD.
It should be noted that where a student is enrolled at more than
one provider the process of sending the application details (multi-
ple student identifiers and institution codes) is based on hard copy
and the matching process is by manual enquiry of the MoE enrol-
ment database.

IRD processes the results of the match by either updating its
records to indicate whether the borrower is a part time or full time
student or, in cases where the MoE provides a not-studying return
(no match or course of study does not qualify), a letter is sent to the
applicant (s.103 notice).
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The s.103 notice advises that the MoE was not able to confirm
study status under the student number and provider code provided
by the student.  The student number and provider code as sent to
the MoE is shown in the notice.

In the event that the number is incorrect or the borrower is
studying at more than one provider (and consequently there are
additional numbers or codes to provide) further action is required:

(a) for the borrower to provide this additional information via 0800
numbers; or

(b) for purely numerical responses the borrower can also advise IRD
using the write-off form on the IRD website.

In the event that the borrower has no corrections to make or
additional numbers to provide then the applicant is told “you’ll
need to ask the Ministry of Education to check their records with
your tertiary provider”.  A study confirmation form ‘IR 887’ is in-
cluded with the s.103 notice to enable this enquiry to be made.
The enquiry can be initiated via the Internet.

Borrowers are advised that a reply from the Ministry will be forth-
coming within “four weeks” of receipt of the study confirmation
form and if nothing has been heard after that time that they can
contact the Ministry on an 0800 number.

Finally, if there is no record of the borrower studying, then the
IRD undertakes to write to the borrower accordingly.  However, if the
check by the MoE in response to a borrower-initiated “confirmation
of study” confirms that they were studying full time, an up-to-date
loan statement is sent showing the interest write-off.  If the response
is studying part time, the interest write-off calculation and issue of
the statement is delayed until a tax return is received or a Personal
Tax Summary is issued confirming their income level.

For full time student borrowers whose study status is confirmed
by the match, the interest write-off is calculated and an updated
loan account statement issued.  For part-time students the interest
write-off is calculated when their income level has been confirmed
either by the filing of a tax return or the issue of a personal tax
summary after which an updated statement is issued.

Figure 3 is a diagram of this process.
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Figure 3: IRD/MoE Student Loan Interest Write-off Match
Process Diagram (as advised by IRD)
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Discussions are continuing with the IRD concerning the proce-
dures that are followed when a match fails.  The presumption of
IRD, stated in its s.103 notice, is that the match has failed as the
result of the borrower supplying incorrect information (either stu-
dent number or provider code) and does not take into account the
possibility of errors made being made by either IRD (e.g. incorrectly
keying in the data), MoE or the educational institution.  All reme-
dial action must be undertaken by the applicant.

Results

The interest written off as the result of this match, between 1
April and 31 May was $52,336,123.

Future matches

It should be noted that this particular match will run for the
2001 academic year only, as it is intended that next year’s equiva-
lent match will be initiated by data supplied by the Ministry of
Education and matched by IRD (with data travelling in the oppo-

13 These are the combined figures of automated and manual matches (those in respect of students studying
at more than one provider.

14 “Failed matches” are, for automated matched, where the data on the IRD file has altered between the time
it was extracted and when the response from the Ministry is processed so the result cannot be updated,
and for manual matches it is those where the IRD tax file number has been incorrectly provided by the
Ministry.  Remedial action is instigated within 2 days.
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site direction to this year’s match).

From next year, the IRD is contemplating running the pro-
gramme in such a manner that it will be unable to issue s.103
notices for unsuccessful matches (as the information to be provided
by the Ministry does not include a current address for the student
to enable the addressing of a notice).  There is no legislative author-
ity to ignore the statutory requirement of s.103 and the depart-
ments concerned need to ensure that their arrangements can fully
comply (e.g. by continuing the approach taken this year).

On the basis of the information supplied, I am satisfied that
this programme has, in general, been conducted accordance with
the requirements of ss.99 to 103 of the Privacy Act and the
information matching rules.
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L. NZIS/EEC Unqualified Electors Match

The NZIS/EEC Unqualified Electors Match is designed to iden-
tify individuals who are enrolled to vote in general elections with-
out the necessary residence qualification.  Information is provided
by New Zealand Immigration Service (NZIS) to the Electoral Enrol-
ment Centre (EEC) of all overstayers and visitors who are recorded
as being present in New Zealand.  From time to time (generally
once a year), EEC obtains from NZIS the lists of overstayers and
visitors.  This information is compared with the electoral roll to
identify those who are both enrolled and also listed as either visi-
tors to New Zealand or overstayers.

Details of any names matched are sent to the Registrar of Elec-
tors in the electoral district in which the individual is enrolled.  The
matched individuals are sent a notice of adverse action advising
that unless proof to the contrary is produced (for example, evidence
of citizenship) the person may be deleted from the electoral roll.  If
there is no reply to the notice, a procedure established in s.96 of the
Electoral Act is followed.  If the individual cannot produce the
necessary evidence or does not reply to the notice, he or she is
deleted from the electoral roll.  If the notice cannot be served, the
individual is placed on the “dormant roll” which indicates that their
vote will be taken on election day, but it will not be counted unless
proof of eligibility to vote is later produced.

The programme did not operate in this financial year, (although
it ran both in the 2000 and 2001 calendar years outside the report-
ing periods).
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Matches not yet brought into operation

M. ACC/IRD Child Tax Credit Match

The law authorising the ACC/IRD Child Tax Credit Match seeks
to facilitate the exchange of information between ACC and IRD for
the purpose of verifying entitlement to the Child Tax Credit.
Section 46A of the Tax Administration Act provides that ACC must
provide, on request from IRD, in respect of each person receiving
weekly compensation continuously for three months or more, that
person’s name and address, tax file number, and date of birth and
the periods for which the person has been receiving weekly com-
pensation.  The section further empowers ACC to compare the
information with IRD information in order to assess that person’s
entitlement or their spouse’s entitlement to the tax credit.

No information matching agreement has yet been entered into
in relation to this match.  The programme has not yet begun and
advice from IRD is that there are discussions under way planning
for implementation over the next 12 months.

HCTAMTIDERCXATDLIHCDRI/CCA

noisivorpgnihctamnoitamrofnI A64.s,4991tcAnoitartsinimdAxaT

desirohtuaraeY 6991

etadtnemecnemmoC decnemmocteytoN

epythctaM ytilibigilefonoitamrifnoC

sreifitnedieuqinU rebmunelifxaT

srefsnartenil-nO enoN



109 A.11

Report of the Privacy Commissioner for the year ended 30 June 2001

N. IRD/ACC Earners Match

The purpose of this programme is to detect individuals wrongly
receiving ACC compensation while also receiving other undeclared
income.  As reported in previous annual reports, a test run of this
programme was carried out some years ago but the programme has
not become operational. I am now advised that December 2001 is
the current implementation target.
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O. IRD/Accident Insurance Regulator Employer
Compliance Match

As part of the introduction of privatised workplace accident
insurance in mid-1999, an information matching programme was
introduced to monitor the entry of every employer into workplace
accident insurance cover with one of the seven insurers approved
for this purpose.  The matching programme compared the details
of all employers known to Inland Revenue with the corresponding
details of employers taking out workplace accident insurance cover.
It was conducted by the Accident Insurance Regulator (“the Regula-
tor”), who was located within the Department of Labour.

All employers were required to have such insurance in place by
1 July 1999, and those who did not expressly arrange insurance
policies were allocated to At Work Insurance Ltd  (“@Work”) which
insured them by default and then had to assess, charge and get paid
the appropriate premium for that cover.  Thus the initial runs of the
information matching programme, which took place in May and
June of 1999 and were covered in my 1998/99 annual report, were
really designed to produce the list of employers allocated to @Work.
The process of compiling and refining that list continued until at
least September 1999.

This employer compliance information matching programme
has not been operated in the last 12 months and is not expected to
be reactivated in light of the legislation returning the levy collec-
tion function to the ACC and the winding-up of @Work. However,
the provisions authorising this, and the Sanction Assessment Match,
have not been repealed and they each remain information match-
ing provisions.
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P. IRD/Accident Insurance Regulator Sanction
Assessment Match

The second information matching programme operated by the
Accident Insurance Regulator involved the Regulator sending to IRD
certain details of employers against whom adverse (penalty) action
was being taken.  Inland Revenue matched those details against
their own records and reported back to the Regulator on the
employment payroll value and the industry classification of each
employer concerned.  This information was then used by the Regu-
lator to fix a notional insurance premium and thence a penalty
sum payable by the employer.

The operation of this programme in the first half of 2000 was
described in last year’s report.

This penalty-assessment information matching programme has
not been used since April 2000 and is not expected to be reacti-
vated in light of the legislation returning the levy collection func-
tion to ACC.
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Q. IRD/Courts Fines Defaulters Address Match

Pursuant to the IRD/Courts Fines Defaulters Address Match, the
Department for Courts is to be supplied by IRD with address and
telephone number information concerning those fines defaulters
for whom IRD has details.

The purpose of the programme is to locate those who owe fines
in order to enable recovery of outstanding amounts.  The programme
is intended to complement the address match with DWI since that
other programme is more likely to reveal contact details for persons
outside the workforce (that is, receiving income support), whereas
IRD’s records are likely to be better in relation to people in employ-
ment who are paying tax.  This programme has not yet commenced.

In light of the fact (mentioned above in the commentary on the
IRD/DWI Debtor Address Match) that IRD address details for
employees will become increasingly outdated as a result of changes
in the requirement to furnish income tax returns, the value of the
proposed match may warrant reconsideration.
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R. NZIS/DWI Immigration Match

The NZIS/DWI Immigration Match anticipates the Department
of Labour, which in this context will mean the New Zealand
Immigration Service, disclosing information to DWI about people
believed to be unlawfully in New Zealand, or lawfully here only by
virtue of being on a temporary or limited purpose permit, in order
to verify entitlement to a benefit or the amount of a benefit.

Although the programme was authorised ten years ago it has
never operated.  DWI advised that the match is not likely to be
progressed in the near future.
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Statement of Responsibility

In the financial year ended 30 June 2001, the Privacy Commis-
sioner accepts responsibility for the preparation of the financial state-
ments and the judgements used therein.

The Privacy Commissioner accepts responsibility for establish-
ing and maintaining a system of internal control designed to pro-
vide reasonable assurance as to the integrity and reliability of fi-
nancial reporting.

In the opinion of the Privacy Commissioner, the financial state-
ments for the financial year reflect fairly the financial position and
operations of the Office of the Privacy Commissioner.

B H Slane
PRIVACY COMMISSIONER
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Privacy Commissioner

Statement of Accounting

Policies for the Year Ended

30 June 2001

REPORTING ENTITY

The Privacy Commissioner is a crown entity as defined by the
Public Finance Act 1989.

These are the financial statements of the Privacy Commissioner
prepared pursuant to sections 41 and 42 of the Public Finance Act
1989.

MEASUREMENT SYSTEM

The general accounting systems recognised as appropriate for
the measurement and reporting of results and financial position on
an historical cost basis have been followed.

ACCOUNTING POLICIES

The following accounting policies, which materially affect the
measurement of the financial performance and the financial posi-
tion on an historical cost basis, have been followed.

Budget figures

The budget figures are those adopted by the Privacy Commis-
sioner at the beginning of the financial year.

The budget figures have been prepared in accordance with gen-
erally accepted accounting practice and are consistent with the
accounting policies adopted by the Commissioner for the prepa-
ration of the financial statements.

Revenue

The Privacy Commissioner derives revenue from the provision
of services to Parliament, for services to third parties and inter-
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est on its deposits.   Such revenue is recognised when earned
and reported in the financial period to which it relates.

Debtors

Debtors are stated at their estimated realisable value, after pro-
viding for doubtful debts.

Leases

Operating lease payments, where the lessors effectively retain
substantially all the risks and benefits of ownership of the leased
item are charged as expenses in the periods in which they are
incurred.

Fixed assets

Fixed Assets are stated at their cost price less accumulated de-
preciation.

Depreciation

Fixed Assets are depreciated on a straight-line basis over the useful
life of the asset.   The estimated useful lives are: -

Furniture and Fittings 5 Years
Office Equipment 5 Years
Computer Equipment 4 Years

Employee entitlements

Provision is made in the financial statements for the Privacy
Commissioner’s liability in respect of annual leave.   Annual
leave has been calculated on an actual entitlement basis at cur-
rent rates of pay.

Financial instruments

The Privacy Commissioner is party to financial instruments as part
of its normal operations.   These financial instruments include bank
accounts, short-term deposits, debtors and creditors.   All financial
instruments are recognised in the Statement of Financial Position
and all revenue and expenses in relation to financial instruments
are recognised in the Statement of Financial Performance.
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Goods and Services Tax (GST)

All items in the financial statements are exclusive of GST.   With
the exception of accounts receivable and accounts payable which
are stated with GST included.   Where GST is irrecoverable as an
input tax, it is recognised as part of the related asset or expense.

Commitments

Future expenses and liabilities to be incurred on contracts that
have been entered into at balance date are disclosed as commit-
ments to the extent that these are equally unperformed obliga-
tions.

Contingent liabilities

Contingent liabilities are disclosed at the point that the contin-
gency is evident.

Inventory

Publications inventory held for sale is valued at the lower of
cost, determined on a first in first out basis, or net realisable
value.

Taxation

The Privacy Commissioner is a public authority in terms of the
Income Tax Act 1994 and consequently is exempt from income
tax.

CHANGES IN ACCOUNTING POLICIES

There have been no changes in Accounting Policies since the
date of the last audited financial statements.
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STATEMENT OF FINANCIAL PERFORMANCE
FOR THE YEAR ENDED 30 JUNE 2001

1999/2000 2000/2001 2000/2001

Actual Actual  Budget

$ $ $

INCOME

1,864,889 Operating Grant 1,953,778 1,953,776

28,754 Foreign Affairs Grant – –

150,437 Other Income 157,141 132,350

21,248 Interest 24,940 19,000

35,735 Fixed Asset Adjustment 240 -

2,101,063 TOTAL INCOME 2,136,099 2,105,126

EXPENSES

74,229 Marketing/Newsletter 95,381 83,500

6,500 Audit Fees 8,000 8,500

66,758 Depreciation 72,138 70,096

231,680 Rental Expense 252,441 215,083

454,218 Operating expenses 551,986 475,733

1,155,466 Staff Expenses 1,335,560 1,253,974

1,988,851 TOTAL EXPENSES 2,315,506 2,106,886

112,212 NET OPERATING (DEFICIT)/SURPLUS (179,407) (1,760)

The accompanying accounting policies and notes form an integral part of these financial statements.
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STATEMENT OF MOVEMENT IN EQUITY
FOR THE YEAR ENDED 30 JUNE 2001

1999/2000 2000/2001 2000/2001

Actual Actual  Budget

$ $ $

191,638 Public Equity at 1 July 2000 303,850 317,850

112,212 Excess of Income over Expenses

for the year (179,407) (1,760)

112,212 Total recognised Revenue and (179,407) (1,760)

Expenses for the year

303,850 Public Equity at 30 June 2001 124,443 316,090

The accompanying accounting policies and notes form an integral part of these financial statements.
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STATEMENT OF FINANCIAL POSITION
AS AT 30 JUNE 2001

1999/2000 Note 2000/2001 2000/2001

Actual Actual  Budget

$ $ $

303,850 Surplus from operations 124,443 316,090

303,850 PUBLIC EQUITY 124,443 316,090

Represented by:

ASSETS

Current Assets

450 Cash on Hand 450 450

216,136 Short-term investments 84,145 278,490

7,300 Debtors 14,713 8,000

23,480 Inventory 36,001 23,480

10,238 Prepayments 10,323 10,200

257,604 Total Current Assets 145,632 320,620

193,164 Fixed Assets 2 140,968 183,068

450,768 Total Assets 286,600 503,688

LIABILITIES

Current Liabilities

146,918 Sundry Creditors 1 162,157 187,598

146,918 Total Current Liabilities 162,157 187,598

303,850 NET ASSETS 124,443 316,090

The accompanying accounting policies and notes form an integral part of these financial statements.
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STATEMENT OF CASH FLOWS
FOR THE YEAR ENDED 30 JUNE 2001

1999/2000 2000/2001 2000/2001

Actual Actual  Budget

$ $ $

CASH FLOWS FROM OPERATING ACTIVITIES:

Cash was provided from:

1,864,889 Government Grant 1,953,778 1,953,776

195,733 Other Income 149,728 131,650

21,248 Interest 24,940 19,000

2,081,870 2,128,446 2,104,426

Cash was applied to:

740,707 Payments to Suppliers 900,168 786,925

1,147,030 Payments to Employees 1,329,588 1,254,416

38,926 Payments of GST 10,515 (59,269)

1,926,663 2,240,271 1,982,072

155,207 Net Cash Flows applied to

operating activities (111,825) 122,354

CASH FLOWS FROM INVESTING ACTIVITIES

Cash was applied to:

192,708 Purchase of Fixed Assets 20,166 60,000

Net Cash Flows applied to

(192,708) Investing Activities (20,166) (60,000)

(37,501) Net decrease in cash held (131,991) 62,354

254,087 Plus opening cash 216,586 216,586

216,586 Closing Cash Balance 84,595 278,940

450 Cash on Hand 450 450

27,098 Countrywide Bank 17,711 78,490

189,038 Countrywide Bank - Deposit 66,434 200,000

216,586 Closing Cash Balance 84,595 278,940

The accompanying accounting policies and notes form an integral part of these financial statements.
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RECONCILIATION OF NET SURPLUS FROM OPERATIONS
WITH THE NET CASH FLOWS FROM OPERATING
ACTIVITIES FOR THE YEAR ENDED 30 JUNE 2001

1999/2000 2000/2001 2000/2001

Actual Actual  Budget

$ $ $

112,212 Net surplus/ (deficit) from operations (179,407) (1,760)

Add (less) non-cash Item:

66,758 Depreciation 72,138 70,096

(35,735) Fixed Asset Adjustment 224 –

31,023 Total non-cash items 72,362 70,096

Add (less) movements in working capital items:

(8,531) Increase (Decrease) in Creditors 15,239 54,680

(2,237) (Increase) Decrease in Prepayments (85) 38

6,198 (Increase) Decrease in Inventory (12,521) –

16,542 (Increase) Decrease in Debtors (7,413) (700)

11,972 (4,780) 54,018

155,207 Net Cash Flows from Operations (111,825) 122,354

The accompanying accounting policies and notes form an integral part of these financial statements.
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The accompanying accounting policies and notes form an integral part of these financial statements.

STATEMENT OF COMMITMENTS
AS AT 30 JUNE 2001

2001 2000

$ $

Capital Commitments approved and contracted – –

Non-cancellable  operating lease commitments,

payable:

Less than one year 199,110 206,500

one – two years 157,443 62,500

two - five years 409,830 20,834

Greater than five years 136,610 –

902,993 289,834

Other non-cancellable contracts:

At balance date the Privacy Commissioner had not entered into any other non-

cancellable contracts.
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STATEMENT OF CONTINGENT LIABILITIES
AS AT 30 JUNE 2001

There are no contingent liabilities as at 30 June 2001.  There
was one contingent liability, for litigation costs of $10,000 as at 30
June 2000.

The accompanying accounting policies and notes form an integral part of these financial statements.
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NOTES TO THE FINANCIAL STATEMENTS
FOR THE YEAR ENDED 30 JUNE 2001

Note 1: SUNDRY CREDITORS

1999/2000 2000/2001

$  $

52,719 Accruals - Wages and Holiday pay 59,414

23,199 Trade Creditors 70,614

51,671 Accruals 23,315

19,329 GST 8,814

146,918 TOTAL SUNDRY CREDITORS 162,157

Note 2: FIXED ASSETS

1999/2000 2000/2001

Cost/$ Accum Closing Cost/$ Accum Closing

Depn/$ Bk Val/$ Depn/$ Bk Val/$

Office Equipment 160,394 126,837 33,557 163,286 141,212 22,074

Furniture & Fittings 52,645 49,975 2,670 35,270 34,310 960

Computer Equipment 320,588 163,651 156,937 333,005 215,071 117,934

533,627 340,463 193,164 531,561 390,593 140,968

Note 3: FINANCIAL INSTRUMENTS

The Privacy Commissioner is party to financial instruments as
part of its normal operations.   These financial instruments include
bank accounts, short term deposits, debtors, and creditors.

3.1 CREDIT RISK

Credit risk is the risk that a third party will default on its obliga-
tions to the Privacy Commissioner, causing the Commissioner
to incur a loss.   In the normal course of its business the Com-
missioner incurs credit risk from debtors and transactions with
financial institutions.  The Privacy Commissioner does not gen-
erally require security from debtors.  The maximum exposure to
credit risk at the 30 June 2001 is: -
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1999/2000 2000/2001

$  $

216,136 Bank Balances 84,145

7,300 Debtors 14,713

223,436 98,858

Note 4: EMPLOYEES’ REMUNERATION

The Commissioner has been requested to implement a Cabinet
decison seeking Crown entities to disclose certain remuneration in-
formation in their annual reports. In essence, the information to
be reported is the number of staff and Commissioners receiving
total remuneration of $100,000 or more.

The Human Rights Commission, the Race Relations Office and
the Office of the Privacy Commissioner have combined to produce
the table below, which is in $20,000 bands to preserve the privacy
of individuals.

Remuneration of Commissioners and Staff over $100,000 pa.

Total Remuneration pa Number

$180,000 - $200,000 1
$160,000 - $180,000 1
$140,000 - $160,000 1
$120,000 - $140,000 0
$100,000 - $120,000 2

The Commissioner’s remuneration and benefits is $174,275 (in
2000 $169,336).
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STATEMENT OF OUTPUTS,
STATEMENT OF PERFORMANCE
FOR THE YEAR ENDED 30 JUNE 2001

Output - operations of the Privacy Commissioner

2001 2000

$ $

Total cost of producing output $2,315,506 $1,988,851

OUTPUT 1 – CODES OF PRACTICE

To issue and, as appropriate, review codes of practice.

Quantity

1. Release public issues paper/
resource document on telecom-
munications privacy issues in July
2000 as a precursor to notification
of draft Telecommunications
Information Privacy Code for
public consultation.

2. Release draft Credit Information
Privacy Code of practice for public
consultation and subsequent
issue.

3. Consider any other application for
a code or any which the Commis-
sioner should initiate (including
CCTV surveillance in public
places).

Achievement

1.  Privacy on the Line: A resource
document in relation to Privacy in
Telecommunications was released
in July 2000. A draft code was
released in June 2001 for prelimi-
nary public consultation.

2. Draft code released in June 2001
for preliminary public consulta-
tion.

3.
� An application was received from

the Ministry of Justice for an
amendment to the Justice Sector
Unique Identifier Code 1998.
Discussions are continuing.

� A new code was sought by
Ministry of Education and,
following public notification and
consultation, the Post-Compulsory
Education Unique Identifier Code
was issued in August 2001.
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Timeliness

� Draft Telecommunications
Information Privacy Code of
Practice released for public
consultation not later than
December 2000.

� Draft Credit Information Privacy
Code of Practice released for
public consultation not later than
October 2000 with a view to issue
by June 2001.

Achievement

� Not achieved. A draft code was
released in June 2001 for prelimi-
nary public consultation.

� Not achieved. A draft code was
released in June 2001 for prelimi-
nary public consultation.

Achievement

� Achieved. Preliminary public
consultation drafts of the Credit
Information Privacy Code and of
the Telecommunications Informa-
tion Privacy Code were issued.

� The Ministry of Education pro-
posed a new code for the post-
compulsory sector. Public notifica-
tion of the proposal was given and
a consultation process followed up
to the end of the reporting period.

� Achieved.

Quality

� All proposals for Codes of Practice
will be the subject of public
consultation and consultation with
stakeholders.

� All issued codes are referred to
the Regulations Review Commit-
tee of the House of Representa-
tives.
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OUTPUT 2  – LEGISLATION

To peruse and report upon proposed legislation.

Achievement

1.

The Statutes Amendment Bill
implementing necessary changes
to the Privacy Act to achieve EU
approval was promoted strongly
by the Office.

� No progress was achieved.

� A substantial report concerning
the Act was prepared for the
Minister.

2. Seven reports were completed
and provided to the Minister.

3. Advice was provided to depart-
ments through correspondence,
consultations and general enquir-
ies. Departmental contributions to
offset the cost of providing this
advice have not been requested
this year, except for travel costs on
occasions.

Quantity

1. Review of the Privacy Act

� To progress vigorously changes to
Act needed to get ‘whitelist’ status
from European Union and other
changes to give competitive edge
to New Zealand electronic com-
merce, export and service indus-
tries.

� To progress other changes to the
Act particularly to progress
recommendations for efficiency
objectives and lower compliance
costs and to make changes
urgently to public register provi-
sions to provide greater personal
security for individuals in their
homes.

� To support Minister of Justice
work on the review of the Act.

2. To complete reports to Minister on
new bills, to meet the require-
ments of the Parliamentary
process.

3. To continue to provide first class
practical advice to departments on
privacy issues and fair information
practices arising in proposed
legislation and in administrative
proposals.  Where requests are
made for substantial and urgent
advice to seek departmental
contributions to cost of employ-
ment of contractors.
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Timeliness

� To ensure that all advice is given
to enable the introduction of the
amendment bill by 30 December
2000.

� Within the resources of the office,
to give advice within a time span
that will enable it to be useful to
the recipient.

Achievement

� Achieved. Advice tendered to
Ministry and later the Select
Committee.

� Submissions, reports or com-
ments were made within the
target time on all legislative
proposals on which the office
could usefully comment.

Quality

� All advice provided by the
Commissioner or by suitably
qualified staff.

� To act on feedback obtained from
recipients of advice.

Achievement

� Achieved.

� Advice tailored to particular
circumstances.
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OUTPUT 3 – INFORMATION MATCHING

To monitor and report on information matching, and
To review statutory authorities for information matching

Achievement

� The Office considered information
matching programme impact
assessments during the reporting
period.

�  Achieved.

�  Achieved.

� The reviews were not completed
in the reporting period. One batch
was well advanced and one batch
newly commenced.

� A full-time staff member has been
employed. No funding has been
agreed to.

Quantity

� New information matching
programmes:  To consider and
prepare reports and assist
departments in relation to two
new information matching
programmes.

� To endeavour to monitor and
report on 12 authorised informa-
tion matching programmes. Note:
The Commissioner may not be
able to comply with statutory
duties in respect of reporting on
programmes for which no base-
line funding has been approved.

� To publish two information
matching bulletins.

� To complete section 106 reviews
in respect of no less than 3
authorised information matching
programmes.

� To continue to seek funding from
departments benefiting from
information matching pro-
grammes so that the monitoring is
regarded as an auditing function
paid for by the department
conducting the match.  As soon as
funding is secured to employ a full
time staff member to be based in
Wellington.  Performance stand-
ards will not be attained in this
area until employee can be
obtained.
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Quality

� All parties to authorised informa-
tion matching programmes will
receive an information matching
bulletin at least twice per year.

� Reports to be published will be
submitted to relevant departments
for comment before publication.

Achievement

� Two bulletins were published and
distributed to relevant parties.

� Achieved.

Timeliness

� Section 106 reviews will be
undertaken on no less than 3
matches before 30 June 2001.

� A report on all information
matching programmes will be
included in the Annual Report for
the period ending 30 June 2001.

Achievement

� Not achieved within specified
time.

� Achieved. The report of authorised
information matching pro-
grammes is contained in the
annual report.
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OUTPUT 4 – COMPLAINTS RESOLUTION
AND COMPLIANCE

To handle complaints of interference with privacy, and

To consult with the Ombudsman under the Official Informa-
tion Act and the Local Government Official Information and Meet-
ings Act.

Complaints resolution and compliance

Quantity Projected Achieved

Number of complaints received 850 881

Commissioner initiated investigations and s.13 inquiries 8 8

Total current matters requiring investigation 858 1041

Number of current complaints and backlog processed to

completion or settled or discontinued in accordance with

previous practice 915 805

Number of complainants advised to proceed direct to

Complaints Review Tribunal 5 38

Number of s.13 inquiries completed 8 2

Quality

� The investigation of complaints
will meet or exceed the internal
standards as stated in the docu-
ment, “Qualitative and Quantita-
tive Standards for the Investiga-
tion of complaints”.

� All complaints received by the
Office are handled by suitably
qualified staff working under
supervision and each complaint is
subject to full review by the
Privacy Commissioner prior to its
completion.

Achievement

� Achieved.   All complaints were
handled to the specified internal
standards.

� Achieved.
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Quality

� The advice is provided by the
Commissioner.

� The advice provided is perused by
the Ombudsmen and can be
challenged by them.

Timeliness

� Correspondence from parties to be
answered effectively within 10
working days or, alternatively, if
the response is substantive, i.e. a
provisional opinion, within 10
working days each party will be
advised that a report is being
prepared for the Commissioner.

Timeliness

� To provide advice within 20
working days or within 20 days
advise the Ombudsmen that a
particular matter will require
longer consideration.

Achievement

� Achieved. In some cases time
limits would have been exceeded
due to limitations of resources.

Consultation with Ombudsmen

Quantity Projected Achieved

Provide advice under Official Information Act and

Local Government Official Information and

Meetings Act to Ombudsmen on references by them. 65 – 75 50

Achievement

� Achieved.

� On occasion, further correspond-
ence on a specific matter will
follow the initial consultation.

Achievement

� Achieved. Staff between the
offices liaise over matters requir-
ing further consideration. In some
cases time limits would have been
exceeded due to limitations of
resources.
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OUTPUT 5 – EDUCATION

To increase awareness and understanding of the Privacy Act.

Quantity Projected Achieved

Education workshops and conference presentations 20 56

Publication of case notes 15 15

Publication of newsletters 6 4

single issues (including 3

 double

issues)

Presentation at conferences/seminars 10 13

Maintenance of website Monthly Fortnightly

To continue privacy helpline on reduced basis Attended Attended

Anticipated number of enquiries 6,000 6,563

Quality

� All enquiries received by the
Office are handled by suitably
qualified staff working under
supervision.

� All workshops undertaken by the
Office incorporate a participants’
evaluation form.  In 90% of cases
the evaluation will show that the
expectations of participants were
met or exceeded.

� All enquiries are processed to
meet or exceed the internal
standards.

Achievement

� Achieved.

� Exceeded. Evaluation forms
showed that the workshops met
expectations for 84% of partici-
pants; exceeded expectations for
15%; and did not meet for 1%.)

� Achieved.
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� Guidance was provided to a
number of agencies in more
specific terms on the preparation
of their own compliance proce-
dures and documents in the
course of responding to enquiries
and resolving complaints. No
separate figures were recorded for
this activity.

� Informal enquiries, in-person visits
and requests for materials were
handled but were not formally
logged as enquiries.

� Fact sheets prepared by senior
staff covering the Privacy Act and
the Health Information Privacy
Code were supplied on request.

� The average print run for Private
Word is 5,500. The mailing list
continues to grow.

� The website was maintained at
least fortnightly.

� Fifty-six seminars and workshops
were presented during the year by
qualified and experienced staff of
the Office.

� The Privacy Commissioner
recorded 168 requests by the
media throughout the year. Other
requests are received and not
formally logged.

� All media statements and the
majority of public speeches were
made by the Privacy Commis-
sioner personally.

Timeliness

� A timetable for workshops to be
conducted by the Office will be
kept current and distributed to
potential participants at least four
times per year.

� Education workshops will be
available in Wellington and
Auckland each calendar month.
Other regions as demand requires.

� Telephone enquiries will be
responded to at the time of the
call or within 3 working days
thereafter.

� Written, facsimile and email
enquiries will be responded to
within 10 working days.

Achievement

� Achieved. Timetable was regularly
sent to individuals on the mailing
lists and is available on website.

� Achieved.

� Achieved. Shifting offices during
the year led to a short period
during which enquiries were not
responded to in specified time.

� Achieved.

Additional Outputs
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REPORT OF THE AUDIT OFFICE

To the Readers of the Financial Statements of the Privacy Commissioner for the

year ended 30 June 2001

We have audited the financial statements on pages 116 to 137.  The financial

statements provide information about the past financial and service performance of

the Privacy Commissioner and its financial position as at 30 June 2001.  This informa-

tion is stated in accordance with the accounting policies set out on pages 116 to 118.

Responsibilities of the Privacy Commissioner

The Public Finance Act 1989 requires the Privacy Commissioner to prepare

financial statements in accordance with generally accepted accounting practice

which fairly reflect the financial position of the Privacy Commissioner as at 30

June 2001, the results of its operations and cash flows and the service performance

achievements for the year ended 30 June 2001.

Auditor’s responsibilities

Section 43(1) of the Public Finance Act 1989 requires the Audit Office to audit

the financial statements presented by the Privacy Commissioner.  It is the responsi-

bility of the Audit Office to express an independent opinion on the financial state-

ments and report its opinion to you.

The Controller and Auditor-General has appointed B H Halford, of Audit New

Zealand, to undertake the audit.

Basis of opinion

An audit includes examining, on a test basis, evidence relevant to the amounts

and disclosures in the financial statements.  It also includes assessing:

– the significant estimates and judgements made by the Privacy Commissioner

in the preparation of the financial statements; and

– whether the accounting policies are appropriate to the Privacy Commissioner’s

circumstances, consistently applied and adequately disclosed.

We conducted our audit in accordance with generally accepted auditing stand-

ards, including the Auditing Standards issued by the Institute of Chartered Account-
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ants of New Zealand.  We planned and performed our audit so as to obtain all the

information and explanations which we considered necessary in order to provide

us with sufficient evidence to give reasonable assurance that the financial state-

ments are free from material misstatements, whether caused by fraud or error.  In

forming our opinion, we also evaluated the overall adequacy of the presentation of

information in the financial statements.

Other than in our capacity as auditor acting on behalf of the Controller

and Auditor-General, we have no relationship with or interests in the Privacy

Commissioner.

Unqualified opinion

We have obtained all the information and explanations we have required.

In our opinion the financial statements of the Privacy Commissioner on pages

116 to 137:

– comply with generally accepted accounting practice; and

– fairly reflect:

– the financial position as at 30 June 2001;

– the results of its operations and cash flows for the year ended on that date; and

– the service performance achievements in relation to the performance targets

and other measures adopted for the year ended on that date.

Our audit was completed on 26 October 2001 and our unqualified opinion is

expressed as at that date.

B H Halford

Audit New Zealand

On behalf of the Controller and Auditor-General

Auckland, New Zealand
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Notes
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