Privacy Symposium, 15 December 2016
     Closing remarks, Tim McBride

What can I add, after such a stimulating day? ‘Just keep it short’, another attendee advised me.

Today we have been privileged to hear impressive, eloquent presentations on a diverse range of topics, all with a privacy dimension of some nature. Those in the morning highlighted the results of high-quality research, funded by the Office of the Privacy Commissioner.

The Commissioner is to be applauded for establishing the Privacy Good Research Fund. ‘Good research’ is essential for the effective recognition and protection of individual privacy, in the ever-increasing range of circumstances in which privacy issues present themselves these days.
In my view, the 4 research projects highlighted today represent excellent value for a modest outlay of public funds. The researchers are to be congratulated for their work, together with their significant contribution to the success of this symposium. 

As the Privacy Commissioner reminded us, ‘privacy is inherently a subjective value’. What you think is private I may not – and vice versa. 
In the past this has been used as a justification for our law’s belated response to privacy protection in particular circumstances. That justification no longer has any real credibility, if it ever did.

In his opening remarks, the Commissioner emphasised the need for ‘evidence-based research’, in particular the ‘need to get beyond anecdotal “evidence”’. 

No one at this symposium is likely to disagree with that. If only we could convince our political masters.
If the 4 morning presentations were diverse in nature; the 6 afternoon ones were even more so. From issues relating to ‘sexuality and privacy in aged care facilities’, to the byzantine world of the US Department of Homeland Security, in the end, it was more than my aging brain could handle.

I won’t therefore try to identify some recurring themes. Clearly, all the presenters regard individual privacy as important: something to be both valued and protected. However, there are challenges. In the words of Russell Burnard, the Government Chief Privacy Officer, ‘while decision-makers may get it at the conceptual level, the challenge is how to make it important at the practical level’.

Given that the Privacy Act has been in force for well over 20 years, I find it troubling that compliance with some of its obligations is obviously still quite an issue for some agencies. Whose responsibility is this? Clearly, effective Privacy Act training is more important than ever.
The Act is long overdue for a major updating – perhaps even a revamp in some areas. Those involved in the redrafting process need to be made aware of the major concerns raised today.

I thank you all for your attendance and participation in this important occasion.
